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FOREWORD

The ITU-T (Telecommunication Standardization Sector) is a permanent organ of the Interndélataimmunication
Union (ITU). The ITU-T is responsible for studyingechnical, operatingnd tariff questionsand issuingRecommen-
dations on them with a view to standardizing telecommunications on a worldwide basis.

The World Telecommunication Standardization Conference (WT&ih meets everyour years, etablishdbe topics
for study by the ITU-T Study Groups which, in their turn, produce Recommendations on these topics.

The approval of Recommendations twe Members ofthe ITU-T is covered bythe procedure laid down in WTSC
Resolution No. 1 (Helsinki, March 1-12, 1993).

ITU-T RecommendatioiX.224 was revised byTU-T Study Group 71993-1996) andvas approvedinder the WTSC
Resolution No. 1 procedure on the 16th of November 1993.

NOTE

In this Recommendation, the expression “Administration” is usedconciseness tmdicate both a telecommunication
administration and a recognized operating agency.

O ITU 1994

All rights reserved. No part @his publicationmay bereproduced or utilized iany form or by anyneans, electronic or
mechanical, including photocopying and microfilm, without permission in writing from the ITU.
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SUMMARY

This Recommendation specifiecammonencoding and dive classes of transport protocol procedundsch provide
connection-mode transport servioeer either connection-mode or connectionless-mode network seamiteo be used
with different network qualities of service.
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Introduction

This Recommendation is one of a set of Recommendations produced to facilitate the interconnécfamation
processing systems. This set of Recommendations cdherservicesand protocols required toachieve such
interconnection.

The Transport Protocol is positioned with respect to other reRembmmendations by thlayers defined in the
Reference Model for Open Systems Interconnection (CCITT Rec. X.200749%). It ismost closely relatetb, and lies
within the field of application of th&ransport ServicélTU-T Rec. X.214 |ISO/IEC 8072). Italso usesand makes
reference to the NetwoiRerviceStandard CCITT Rec. X.213 J]SO/IEC 8348),whose provisions it assumes in order to
accomplish the transport protocol’s aims. The interrelationship of these Recommendations is illustrated in Figure 1.

TRANSPORT SERVICE DEFINITION
H
Transport e Reference to aimsm mm = = mm mm m— -
Protocol
Specification = =———- Reference to assumptionss == == ——— -
1
NETWORK SERVICE DEFINITION

T0719300-94/d01

FIGURE 1/X.224
Relationship between the Transport Protocol and adjacent services

This Recommendation specifiec@ammonencoding and aumber of classes of transport protocol procedures to be used
with different network qualities of service.

It is intended that the Transport Protocol shouldsibgple but general enough to catfer the total range oNetwork
Service qualities possible, without restricting future extensions.

The protocol is structured to give rise to classes of protocol which are designedntize possible incompatibilities and
implementation costs.

The classes are selectable with respect to the TrarsspbiXetwork Services in providinthe required quality ofervice
for the interconnection of two session entities (each g@emades a different set of functions for enhancement of service
qualities).

This Recommendation defines mechanidimat can be used toptimize network tariffsand enhance théllowing
qualities of service:

a) different throughput;
b) different error rates;
c) integrity of data requirements;

d) reliability requirements.

It does not require an implementation to use all of these mechanisms, nor does it define foretheasuring achieved
quality of service or criteria for deciding when to release transport connections following quality of service degradation.

The primary aim ofthis Recommendation is to provide a set of rules communication expressed in terms of the
procedures to be carried out by peer entitighatime of communication. These rul&s communication arentended to
provide a sound basis for development in order to serve a variety of purposes i.e.:

a) as aguide for implementors and designers;
b) for use in the testing and procurement of equipment;
c) as part of an agreement for the admittance of systems into the open systems environment;

d) as arefinement of the understanding of OSI.

Vi Recommendation X.224  (11/93)



As it is expected that the initial users of tlRecommendation will be designessd implementors of equipmerthis
Recommendation contains, in notes or in annexes, guidance on the implementation of the procedures defined herein.

It should be noted that, as the number of vatmtocol sequences &ry large, it is not possibleith currenttechnology
to verify that an implementation wilbperatethe protocol defined inthis Recommendation correctlynder all
circumstances. It is possible by means of testing to establish confitteicen implementatiosorrectly operates the
protocol in a representative sample of circumstancés, litoweverjntended that thiRecommendation can be used in
circumstances where two implementations fail to communicate in order to determine whether onéhavéfdiied to
operate the protocol correctly.

This Recommendation contains a clause on conformance of equipment claiming to implemerdcedures in this
Recommendation. To evaluate conformance of a particular implementation, it is necessary to have a statércant of
capabilitiesand optionshave been implemented for a giv@S| protocol. Such astatement is called a Protocol
Implementation Conformance Statement (PICS). A PICS proforma is providethex C. Attention is drawn to tHact
that this Recommendation does not contain any tests to demonstrate this conformance.

The variationsand optionsavailablewithin this Recommendation are essential as they enable a transport service to be
provided for awide variety of applications over a variety ofetwork qualities. Thus, aninimally conforming
implementation will not be suitable for use in all possible circumstances. It is important, therefore, to qualify all references
to this Recommendation with statements of the options provided or required or with statements of the intended purpose of
provision or use.

Recommendation X.224  (11/93) Vi






Recommendation X.224

PROTOCOL FOR PROVIDING THE OSI CONNECTION-MODE
TRANSPORT SERVICEY

(Malaga-Torremolinos, 1984; amended at Melbourne, 1988, and at Geneva, 1993)

1 Scope

This Recommendation specifies
a) five classes of procedures when operating over the connection-mode network service:
1) class O: simple class;
2) class 1: basic error recovery class;
3) class 2: multiplexing class;
4) class 3: error recovery and multiplexing class;
5) class 4: error detection and recovery class;

for the connection-mode transfer of datad controlinformation from one transport entity to a peer
transport entity;

b) one class (class 4) of procedure when operating over the connectionless-mode network service;
c) the means of negotiating the class of procedures to be used by the transport entities;

d) the structure and encoding of the transpootocol dataunits usedor the transfer of datand control
information.

The procedures are defined in terms of
i) the interactions between peer transport entities through the exchange of transport protocol data units;

ii) the interactions between a transport engsibd the transpodervice user irthe same systerthrough the
exchange of transport service primitives;

iii) the interactions between a transport entityd the networlservice providethrough the exchange of
network service primitives.

These procedures are defined in the main text of this Recommendation supplemented by state tables in Annex A.

These procedures are applicable to instances of communication betsesmsvhich support the Transporayer of
the OSI Reference Model and which wish to interconnect in an open systems environment.

This Recommendation specifies, in clause 14, conformance requiremesytstéons implementinthese procedures and
provides the PICS proforma in compliance with the relevant requirenagrtsnaccordance with the relevant guidance,
given in CCITT Rec. X.291 |ISO/IEC 9646-2. It does not contain tests which can be used to demonstrate this
conformance.

2 References

The following Recommendatiorand International Standards contaiovisions, which through references in the text,
constitute provisions ofhis Recommendation. At théime of publication,the editions indicated were valid. All
Recommendationand Standardare subject to revisiomnd parties to agreements basedtbhis Recommendation are
encouraged to investigate the possibilityapplying the most recenedition of the Recommendatioasid Standards

1) RecommendatioiX.224 andISO/IEC 8073 (Information technology — Telecommunicatioasd information exchange between
systems — Open Systems Interconnection — Protocol for providing the connection-mode transport service) are technically aligned.

Recommendation X.224  (11/93) 1



listed below. Members of IEC and ISO maintain registers of currently valid International Standards. The
Telecommunication Standardization Bureau of the ITU maintains a list of the currently valid ITU-T Recommendations.

2.1 Identical Recommendations | International Standards

CCITT RecommendatioiX.213 (1992) |]SO/IEC8348:1992 Information technology — Netwodervice
definition for Open Systems Interconnection

ITU-T Recommendation X.214 (1993) | ISO/IEC 8072:198frmation technology — Transpaservice
definition for Open Systems Interconnection

2.2 Paired Recommendations | International Standards equivalent in technical content

CCITT RecommendatiorX.290 (1992),0SI Conformance testing methodology anaimework for
protocol Recommendations for CCITT applications — General concepts

ISO/IEC 9646-1:1991 Information technology — Open Systems Interconnection — Conformance testing
methodology and framework — Part 1: General concepts

CCITT RecommendatiorX.291 (1992),0SI Conformance testing methodology anamework for
protocol Recommendations for CCITT applications — Abstract test suite specification

ISO/IEC 9646-2:1991 Information technology — Open Systems Interconnection — Conformance testing
methodology and framework — Part 2: Abstract test suite specification

CCITT RecommendatiorX.650 (1992),0pen Systems Interconnections (OSI) — Reference model for
naming and addressing

ISO/IEC 7498-3:1991,Information processing systems — Open Systems Interconnection — Basic
Reference Model — Part 3: Naming and addressing

ITU-T Recommendation X.264 (1993jransport protocol identification mechanism

ISO/IEC 11570:1992nformation technology — Telecommunications and information exchange between
systems — Open Systems Interconnection — Transport protocol identification mechanism

CCITT RecommendatiorX.200 (1988),Reference model of Open Systems Interconnection for CCITT
applications

ISO 7498:1984,Information processing systems — Open Systems Interconnection — Basic Reference
Model

3 Definitions
NOTE - The definitions contained in this clause make use of abbreviations defined in clause 4.

3.1 This Recommendation is based on the concdet®loped inCCITT Rec. X.200 |ISO 7498 andCCITT
Rec. X.650 | ISO/IEC 7498-3 and makes use of the following terms defined in them:

a) concatenation and separation;
b) segmenting and reassembling;
c) multiplexing and demultiplexing;
d) splitting and recombining;
e) flow control;
f) connectionless-mode transmission;
g) nil selector value.
3.2 For the purposes of this Recommendation, the following definitions apply:

3.2.1 equipment: Hardware or software or a combination of both; it need nopHysically distinct within a
computer system.

3.2.2  transport service user: An abstract representation of the totality of those entitifsn a singlesystemthat
make use of the transport service.
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3.2.3  network service provider: An abstract machine thatodelsthe totality of the entities providing the network
service, as viewed by a transport entity.

3.2.4 local matter: A decision made by systemconcerning its behavior ithe Transportayerthat is not subject
to the requirements of this protocol.

3.2.5 initiator: A transport entity that initiates a CR TPDU.

3.2.6  responder: A transport entity with whom an initiator wishes to establish a transport connection.

NOTE - Initiator and responder are defined with respect to a single transpogction. Aransportentity can be both an
initiator and responder simultaneously.

3.2.7  sending transport entity: A transport entity that sends a given TPDU.
3.2.8  receiving transport entity: A transport entity that receives a given TPDU.

3.2.9 preferred class: The protocol clasthat the initiator indicates in a CR TPDU as its first chdiceuseover
the transport connection.

3.2.10 alternative class: A protocol classhat the initiator indicates in a CR TPDU as an alternative cHoicese
over the transport connection.

3.2.11 proposed class:A preferred class or an alternative class.

3.2.12 selected class:The protocol clasthat the responder indicates in a CC TPDU that it has cHoseriseover
the transport connection.

3.2.13 proposed parameter: The value for a parameter that the initiator indicates in a CR TPDU that it wishes to use
over the transport connection.

3.2.14 selected parameter: The value for a paramettirat the responder indicates in a CC TPDU that it has chosen
for use over the transport connection.

3.2.15 error indication: An N-RESET indication, or aN-DISCONNECTIndication with a reason code indicating
an error, that a transport entity receives from the NS-provider.

3.2.16 invalid TPDU: A TPDU that does natomply with the requirements of thRecommendation fostructure
and encoding.

3.2.17 protocol error: A TPDU whose use does not comply with the procedures for the class.

3.2.18 sequence number:

a) the number in th@ PDU-NR field of a DT TPDUWhat indicates the order in which the DT TPDU was
transmitted by a transport entity;

b) the number in th¥R-TU-NR field of an AK or RJ TPDUhat indicates the sequence number of the next
DT TPDU expected to be received by a transport entity.

3.2.19 transmit window: The set of consecutive sequence numbers which a transport entity has been authorized by
its peer entity to send at a given time on a given transport connection.

3.2.20 lower window edge: The lowest sequence number in a transmit window.

3.2.21 upper window edge: The sequence number which is one greater that the highest sequence number in the
transmit window.

3.2.22 upper window edge allocated to the peer entity:The valuethat a transport entitpommunicates to itpeer
entity to be interpreted as its new upper window edge.

3.2.23 closed window: A transmit window that contains no sequence number.
3.2.24 window information: Information contained in a TPDU relating to the upper and the lower window edges.

3.2.25 frozen reference: A reference that is not availabile assignment to a connection becausthefrequirements
of 6.18.

3.2.26 unassigned reference:A reference that is neither currently in dseidentifying a transport connection nor
which is in a frozen state.
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3.2.27 transparent (data): TS-user data that is transferred intact between transport eatitteshich isunavailable
for use by the transport entities.

3.2.28 owner (of a network connection): The transport entity that issued tNeCONNECT request leading to the
creation of that network connection. Only applicable when operating over the connection-mode network service.

3.2.29 retained TPDU: A TPDU that is subject to the retransmission procedure or retarigacknowledgement
procedure and is available for possible retransmission.

3.3 This Recommendation uses the following terms defined in CCITT Rec. X.213 | ISO/IEC 8348:
a) connection-mode network service;

b) connectionless-mode network service.

3.4 This Recommendation uses the following terms defined in CCITT Rec. X.290 | ISO/IEC 9646-1.:
a) PICS proforma;

b) protocol implementation conformance statement (PICS).

4 Abbreviations

4.1 Data units
TPDU  Transport-protocol-data-unit
TSDU  Transport-service-data-unit

NSDU  Network-service-data-unit

4.2 Types of Transport Protocol data units
CR TPDU Connection request TPDU
CC TPDU Connection confirm TPDU
DR TPDU Disconnect request TPDU
DC TPDU Disconnect confirm TPDU
DT TPDU Data TPDU
ED TPDU Expedited data TPDU
AK TPDU Data acknowledge TPDU
EA TPDU Expedited acknowledge TPDU
RJ TPDU Reject TPDU
ER TPDU Error TPDU

4.3 TPDU Fields

LI Length indicator (field)

CDT Credit (field)

TSAP-ID Transport-service-access-point identifier (field)
DST-REF Destination reference (field)

SRC-REF Source reference (field)

EOT End of TSDU mark

TPDU-NR DT TPDU number (field)
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4.4

4.5

ED-TPDU-NRED TPDU number (field)

YR-TU-NR Sequence number response (field)

YR-EDTU-NR ED TPDU number response (field)

ROA

Request of acknowledgement mark

Times and associated variables

T1
N

IR

Local retransmission time

The maximum number of transmissions

Time bound on reference and sequence number
Inactivity time

Window time

Time to try reassignment/resynchronization
Time to wait for reassignment/resynchronization
Supervisory timer 1

Supervisory timer 2

NSDU lifetime local-to-remote

NSDU lifetime remote-to-local

Expected maximum transit delay local-to-remote
Expected maximum transit delay remote-to-local
Persistence time

Local acknowledgement time

Remote acknowledgement time

Local inactivity time

Remote inactivity time

Miscellaneous

TS-user

TSAP

Transport-service user

Transport-service-access-point

NS-provider Network service provider

NSAP
QOS

CLNS
CONS

Network-service-access-point
Quality of service
Connectionless-mode network service

Connection-mode network service

Overview of the Transport Protocol

NOTE — This overview is not exhaustive and has been provided for guidance.
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5.1 Service provided by the Transport Layer

The protocol specified irthis Recommendation supports the Transp®etrvice defined inIlTU-T Rec. X.214 |
ISO/IEC8072.

Information is transferred to and from the TS-user in the transport service primitives listed in Table 1.

TABLE 1/X.224

Transport service primitives

Primitives Parameters
T-CONNECT request Called address
indication Calling address

Expedited data option
Quiality of service
TS-user data

T-CONNECT response Responding address
confirm Quiality of service

Expedited data option

TS-user-data

T-DATA request TS-user-data
indication

T-EXPEDITED DATA request TS-user-data
indication

T-DISCONNECT request TS-user-data

T-DISCONNECT indication Disconnect reason

TS-user-data

5.2 Service assumed from the Network Layer

The protocol specified ithis Recommendation assumige use of the Networ8ervice defined ilCCITT Rec. X.213 |
ISO/IEC 8348.

When operatingpver CONS, information is transferred gmd from the NS-provider inthe networkservice primitives
listed in Table2a). When operatingver CLNS, information is transferred tnd from the NS-provider inthe network
service primitives listed in Table 2b).

NOTES

1 The parameters listed in Table 2a) are those in the current connection-mode setviceksee CCITT RecX.213 |
ISO/IEC 8348).

2  The parameters listed in TabBb) arethose in the current connectionless-mode netwsmivice (see CCITT
Rec. X.213 | ISO/IEC 8348).

3 The way the parameters are exchanged between the transport entity and the NS-provider is a local matter.
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TABLE 2a/X.224

Connection-mode network service primitives

Primitives XY Parameters WIXIYIZ
N-CONNECT request X Called address X
Calling address X
indication X Receipt confirmation selection Y
Expedited data selection Y
QOS parameter set X
NS-user-data VA
N-CONNECT response X Responding address X
confirm X Receipt confirmation selection Y
Expedited data selection Y
QOS parameter set X
NS-user-data z
N-DATA request X N-user-data X
indication X Confirmation request Y
N-DATA ACKNOWLEDGE
request Y
indication Y
N-EXPEDITED DATA  request Y NS-user-data Y
indication Y
N-RESET request X Reason W
indication X Originator W
Reason w
N-RESET response X -
confirm X -
N-DISCONNECT request X Reason w
NS-user-data VA
Responding address z
indication X Originator W
Reason w
NS-user-data z
Responding address z

W  The usage of this parameter is a local matter, e.g. for diagnostic or to decide whether to attempt resynchronizati

x

The Transport Protocol assumes that this facility is provided in all networks.

Y  The Transport Protocol assumes that this facility is provided in some networks and a mechanism is provided to
use the facility.

z The Transport Protocol does not use this parameter.

on.

optionally
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TABLE 2b/X.224

Connectionless-mode network service primitives

Primitives XY Parameters WIXIYIZ

N-UNITDATA request X Source address
Destination address
Quiality of service
NS-user-data

indication X Source address
Destination address
Quiality of service
NS-user-data

XXX X XXXX

W  The usage of this parameter is a local matter, e.g. for diagnostic or to decide whether to attempt resynchronization.

x

The Transport Protocol assumes that this facility is provided in all networks.

Y  The Transport Protocol assumes that this facility is provided in some networks and a mechanism is provided to pptionally
use the facility.

z The Transport Protocol does not use this parameter.

5.3 Functions of the Transport Layer

5.3.1 Overview of functions

The functions in the Transpokiyer are those necessary to brididee gap betweerthe services available from the
Network Layer and those to be offered to the TS-users.

The functions in the Transpdrayerare concerned with the enhancement of qualiseofice,including aspects afost
optimization.

These functions are grouped below into those used @itnaduring a transport connection and those concerned with
connection establishment, data transfer and release.

NOTE — This Recommendation doest include thefollowing functions which arainder consideratiofor inclusion in
future editions of this Recommendation:

a) encryption;

b) accounting mechanisms;

c) status exchanges and monitoring of QOS;
d) blocking;

e) temporary release of network connections;

f)  alternative checksum algorithm.

5.3.1.1 Functions used at all times

The following functions, depending upon the selected sk options,are used at altimes during a transport
connection:

a) Transmission of TPDUee 6.2 and 6.9).

b) Multiplexing and demultiplexinfsee 6.15) — A function used only when operatingr CONS to share a
single network connection between two or more transport connections.

c) Error detectiong(see6.10, 6.13 and 6.17) — Aunction used to detect the loss, corruption, duplication,
misordering, or misdelivery of TPDUs.

d) Error recovery(see6.12, 6.14, 6.18, 6.19, 6.20, 6.21, and 6.22) furction used taecoverfrom
detected and signalled errors.
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5.3.1.2 Connection establishment

The purpose of connection establishment is to establish a transport connection between two TS-users. The following
functions of the Transpottayer during this phasenatch the TS-users’ requested qualitysefvicewith the services
offered by the Network Layer:

a) select the networkervicewhich bestmatcheghe requirement of the TS-user taking into account charges
for various services (see 6.5);

b) decide whether to multiplex multiple transport connections onto a single network connectiarhenly
operating over CONS (see 6.5);

c) establish the optimum TPDU size (see 6.5);

d) select the functions that will be operational upon entering the data transfer phase (see 6.5);
e) map transport addresses onto network addresses;

f)  provide a means to distinguish between two different transport connections (see 6.5);

g) transport of TS-user data (see 6.5);

h) exchange values of Inactivity timers (see 6.5).

5.3.1.3 Data transfer

The purpose of data transfer is to permit duplex transmission of TSDUs betveeamo TS-users connected by the
transport connection. This purpose is achieved by meamafay simultaneous communicati@nd by thefollowing
functions,some ofwhich are used or not used in accordance with the result of the selgetiormed in connection
establishment.

a) Concatenation and separatideee6.4) — A function used toollect several TPDUBto a single NSDU
at the sending transport entity and to separate the TPDUs at the receiving transport entity.

b) Segmenting anteassemblingsee6.3) — A function used teegment a single data TSDU into multiple
TPDUs at the sending transport entityd toreassemble themmto their originalformat atthe receiving
transport entity.

c) Splitting and recombinindsee6.23) — A function allowingonly when operatingover CONS, the
simultaneous use of two or more network connections to support the same transport connection.

d) Flow control (see6.16) — A function used tregulate thélow of TPDUs between two transport entities
on one transport connection.

e) Transport connection identification A means to uniquely identify a transport connection between the
pair of transport entities supporting the connection during the lifetime of the transport connection.

f) Expedited datdsee6.11) — A function used tbypasshe flow control of normal data TPDU. Expedited
data TPDU flow is controlled by separate flow control.

g) TSDU delimiting(see 6.3) — A function used to determine the beginning and ending of a TSDU.
5.3.1.4 Release
The purpose of release (see 6.7 and 6.8) is to provide disconnedtientizfnsport connection, regardless of the current

activity.

5.4 Classes and options when operating over CONS

5.4.1 General
The functions of the Transport Layer have been organized into classes and options.
A class defines a set of functions. Options define those functions within a class which may or may not be used.

This Recommendation defines five classes of protocol:
a) class 0: simple class;
b) class 1: basic error recovery class;

c) class 2: multiplexing class;
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d) class 3: error recovery and multiplexing class;

e) class 4: error detection and recovery class.

NOTES

1  Transport connections of classes 2, 3 and 4 may be multiplexed together onto the same network connection.
2  Classes 0 to 3 do not specify mechanisms to detect unsignalled network transmission failures.

5.4.2  Negotiation

The use of classemd options is negotiated during connection establishriietchoice made ke transport entities
will depend upon

a) the TS-users’ requirements expressed via T-CONNECT service primitives;
b) the quality of the available network services;
c) the user required service versus cost ratio acceptable to the TS-user.
5.4.3  Choice of network connection
The following list classifies networkervices in terms of qualitwith respect to errobehavior in relation to user

requirements; its main purpose is to provide a basis for the decision regarding which class of transport protocol should be
used in conjunction with given network connection:

a) Type A— Network connection withacceptable residual error rate (for exampief signalled by
disconnect or reset) and acceptable rate of signalled errors.

b) Type B- Network connections wittacceptable residual error rate (for exampiet signalled by
disconnect or reset) but unacceptable rate of signalled errors.

c) Type C— Network connections with unacceptable residual error rate.

It is assumed that each transport entity is aware of the quality of service provided by particular network connections.

5.4.4 Characteristics of class 0

Class 0 provideghe simplest type oftransport connection and fslly compatible with the CCITT Recommen-
dation T.70 for teletex terminals.

Class 0 has been designed to be used with type A network connections.
5.4.5  Characteristics of class 1

Class 1 provides a basic transport connection with minimal overheads.

The main purpose of the class is to recover from network disconnect or reset.

Selection of this class is usually based on reliability criteria. Class 1 has been designed to be tygeel Britletwork
connections.

5.4.6 Characteristics of class 2

5.4.6.1 General

Class 2 provides way tomultiplex several transport connections onto a single network connection. This class has been
designed to be used with type A network connections.

5.4.6.2 Use of explicit flow control
The objective is to provide flow control to help avoid congestion at transport-connection-encapdimts thenetwork

connection.Typical use is whernraffic is heavyand continuous, or when there is intensive multiplexge of flow
control can optimize response times and resource utilization.
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5.4.6.3 Non-use of explicit flow control

The objective is to provide a basic transport conneatidm minimal overheads suitablghen explicit disconnection of
the transport connection is desirable. The option waypitally be usedfor unsophisticated terminals, and when no
multiplexing onto network connections is required. Expedited data is never available.

5.4.7 Characteristics of class 3

Class 3 providethe characteristics of class 2 plus the abilityetcover fromnetwork disconnect or reset. Selection of
this class is usually based upon reliability criteria. Class 3 has been designed to be usggewithnetwork
connections.

5.4.8 Characteristics of class 4

Class 4 providethe characteristics of class 3, plus ttapability to detecand recover fromerrors which occur as a
result of the low grade afervice available frorthe NS-provider. Th&ind of errors to be detected include: TPDU loss,
TPDU deliveryout of sequence, TPDU duplicatiamd TPDU corruption. These erroreay affect control TPDUs as
well as data TPDUSs.

This class also provides for increased throughput capability and additional resilience against network failure.

Class 4 has been designed to be used with type C network connections.

5.5 Characteristics of class 4 transport protocol when operating over CLNS

In operation over a connectionless-mad#work servicehe class 4 transpoprocotol provides flow control between
communicating peer transport entitidse capability to detecandrecover fromerrors which occur as a result of a low
grade of service availabfeom the NS-providerand resiliencdrom failure of thepeer entity. The kinds of error to be
detected include: TPDU loss, TPDde¢livery out of sequence, TPDU duplicatiamd TPDU corruption. These errors
may affect control TPDUs as well as data TPDUs.

NOTE - Thetransportentity is incapable of distinguishing between failure of the netwerkiceandfailure of the peer
entity, except optionally, by some logakans, in the case of the failure of tbeal interface tahe networkservice(e.g. in thefailure
of the local transceiver on a local area network).

There is no indication given tthe transport entity about the ability of the network entity to fulfill gesvice
requirements given in the-UNITDATA primitive. However, itcan be a local matter tnaketransport entities aware of
the availability and characteristics (QOS) @bnnectionless-mode network services, tlas corresponding NSAP
associations, exist logically by the nature of the connectionless-mode neewadeandmay berecognized by network
entities.

5.6 Model of the Transport Layer

A transport entity communicategth its TS-users through one orore TSAPs by means dhe service primitives as
defined by the transposervice definition (se€fU-T Rec. X.214 |SO/IEC 8072).Service primitiveswill cause or be

the result of transport protocol datait exchanges between tpeer transport entities supporting a transport connection.
These protocol exchanges are effeatsihg theservices ofthe NetworkLayer asdefined by the networlservice
definition (see CCITT Rec. X.213 | ISO/IEC 8348) through one or more NSAPs. (See Figure 2.)

Transport connection endpoints are identifiee i systems by amternal, implementation dependentigchanism so
that the TS-user and the transport entity can refer to each transport connection.
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TSAP TSAP

Transport entity Transport entity

NSAP NSAP

| | T0719310-94/d02

NOTE — For the purposes of illustration, Figure 2 shows only one TSAP and one NSAP for each transport entity. In
certain instances, more than one TSAP and/or more than one NSAP may be associated with a particular transport
entity.

FIGURE 2/X.224
Model of the transport layer

6 Elements of procedure

This clause contains elements of procedure which are used in the specificatiotoobl classes in clauses 7 to 12.
These elements are not meaningful on their own.

The procedures define the transfer of TPDUs whose struatwtecoding isspecified in clausd 3. Transport entities
shall accepaind respond tany TPDU received in a valid NSD&hd may issue TPDUs initiatingpecific elements of
procedure specified in this clause.

NOTE — Where networkervice primitives, TPDUand parameters used are r&gnificant for a particular element of
procedure, they have not been included in the specification.

6.1 Use of the network service

6.1.1  Assignment to network connection when operating over CONS

This procedure is used only when operating over the connection-mode network service.

6.1.1.1 Purpose

The procedure is used in all classes to assign transport connections to network connections.

6.1.1.2 Network service primitives

The procedure uses the following network service primitives:
a) N-CONNECT;
b) N-DISCONNECT.

6.1.1.3 Procedure

Each transport connection shall be assigned to a network connection. The initiator may assign the transport connection to
an existing network connection of which it is the owner or to a new network connection (see Note 1) which it creates for
this purpose.

The initiator shall not assign or reassign the transport connection to an existing network connectigoifotiue
class(es) proposed for the class in use for the transport connection are incompatible with the current usage of the network
connection with respect to multiplexing (see Note 2).
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During the resynchronization (séel4) andreassignment after failure (s6€l2) procedures, the transport entity may
reassign a transport connection to another network connection joinisgrtteNSAPSs, provided that it is the owner of
the network connection and that the transport connection is assigned to only one network connection at any given time.

During the splitting procedure (sée23), atransport entitymayassign a transport connection to additional network
connection joining theameNSAPs, provided that it is the owner of the network conneetiwhthat either theetwork
connection does ndtave another transport connection assigned;tor multiplexing ispossible on the network
connection.

The responder becomes aware of the assignment when it receives:
a) a CR TPDU during the connection establishment procedure (see 6.5); or

b) an RJ TPDU or a retransmitted CR or DR TPDU during the resynchronization6.(s€e and
reassignment after failure (see 6.12) procedures; or

c) any TPDU when splitting (see 6.23) is used.
NOTES

1 When a new network connection is created, the quality of service requested i@albealalthough will normally
be related to the requirements of transport connection(s) expected to be assigned to it.

2 An existing network connection may alsot be suitablef, for example,the quality ofservicerequested for the
transport connection cannot be attained by using or enhancing the network connection.

3 A network connection with ntvansport connection(s) assigned to it, mayabeilable after initial establishment, or
because all of thegansportconnections previously assigned to it have been released. It is recomrtieatdety the owner of such a
network connection should release it. Furthermore, it is recommended that it not be ielezesdidtely aftethe transmission of the
final TPDU of atransportconnection; either a DR TPDU mesponse to CRPDU or a DC TPDU irresponse to DR TPDU. An
appropriate delawill allow the TPDU concerned toeach the other transpahtity allowingthe freeing ofany resources associated
with the transport connection concerned.

4  After the failure of a network connectiolmansportconnections which were previously multiplexed together may be
assigned to different network connections, and vice versa.

5  Thetransportprotocol identification procedures specifiedXr264 may need to beonsidered in conjunction with
this procedure.

6.1.2 Transmission over CLNS

This procedure is used only when operating over the connectionless-mode network service.

6.1.2.1 Purpose

The procedure is used to transmit TPDUs over the connectionless-mode network service.

6.1.2.2 Network service primitives

The procedure makes use of the following network service primitive:
N-UNITDATA.

6.1.2.3 Procedure

Each TPDU shall be transmitted in a single invocation of the connectionless-mode reswarg, over a pre-existing
association between a pair of NSAPs. The association is considered by transport entities as permanently established and
available.

6.2 Transport protocol data unit (TPDU) transfer

6.2.1  Purpose

The TPDU transfer procedure is used in all classesrtgeytransport protocol datanits in user data fields of network
service primitives.

6.2.2 Network service primitives

The procedure uses the following network service primitives when operating over CONS:
a) N-DATA;
b) N-EXPEDITED DATA.
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The procedure uses the following network service primitive when operating over CLNS:
N-UNITDATA.

6.2.3  Procedure

The transport protocol data units (TPDUs) defined for the protocol are listed in 4.2.

When operatingover CLNS, the transport entities shall transmit aedeiveall TPDUs as NS-user data parameters of
N-UNITDATA primitives.

When operatingver CONS and when the network expeditediant has been selectét class 1the transport entities
shall transmit and receive ED and EA TPDUs as NS-user data parameters of N-EXPEDITED DATA primitives.

In all other cases, transport entities shall transmit and receive TPDUs as NS-user data parameters of N-DATA primitives.

When aTPDU is put into an NS-user data parametes,significance of the bits within an octetd the order obctets
within a TPDU shall be defined in 13.2.

NOTE — TPDUs may be concatenated (see 6.4).

6.3 Segmenting and reassembling

6.3.1 Purpose

The segmenting and reassembling procedure is used in all classes to map TSDUs onto TPDUs.

6.3.2  TPDU and parameter used

The procedure makes use of the following TPDU and parameter:
DT TPDU
— end of TSDU.

6.3.3 Procedure

A transport entity shalinap aTSDU onto an ordered sequence of onenore DT TPDUsThis sequence shall not be
interrupted by other DT TPDUs on the same transport connection.

All DT TPDUs except the last DT TPDU in a sequence greater than one shall have a length of data greater than zero.
NOTES
1 The EOT parameter of a DT TPDU indicates whether or not there are subsequent DT TPDUSs in the sequence.

2  There is no requirement that the DT TPDUs shall be of the maximum length selected during connection
establishment.

6.4 Concatenation and separation

6.4.1 Purpose

The procedure for concatenation and separation is used in classes 1, 2, 3 and 4 to convey multiple TPDUs in one NSDU.

6.4.2 Procedure

A transport entity may concatenate TPDUs fromgame or differentransport connections, while maintaining the order
of TPDUs for a given transport connection compatible with the protocol operation.

A valid set of concatenated TPDUs may contain

a) any number of TPDUsom the following list:AK, EA, RJ, ER, DC TPDUSs, provided that thd$eDUs
come from different transport connections;

b) no more than one TPDU from the following list: CR, DR, CC, DT, ED TPDUs; if this TPDU is present, it
shall be placed last in the set of concatenated TPDUSs.
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A transport entity shall accept a valid set of concatenated TPDUSs.
NOTES
1  The TPDUs within a concatenated set may be distinguished by means of the length indicator parameter.
2  The end of a TPDU containing data is indicated by the termination of the NSDU.

3 When operatingver CONSthe number of concatenated TPDUs referred ®4n2 a) is bounded by theaximum
number of transport connections which are multiplexed together except during assignment or reassignment.

When operatingpver CLNS,the number of TPDUs that may be concatenateldoisnded by the number of transport
connections established between two NSAPs and/or the maximum available NSDU size.

6.5 Connection establishment

6.5.1 Purpose

The procedure for connection establishment is used in all classes to create a new transport connection.

6.5.2 Network service primitives

When operating over CONS, the procedure uses the following network service primitive:
N-DATA.

When operating over CLNS, the procedure uses the following network service primitive:
N-UNITDATA.

6.5.3 TPDUs and parameters used

The procedure uses the following TPDUs and parameters:
a) CRTPDU
- CDT,;
— DST-REF (set to zero);
— SRC-REF;

— CLASS andOPTIONS(i.e. preferred class, use of extendednat, non-use of explicit flow control
in class 2);

— calling TSAP-ID;

— called TSAP-ID;

— TPDU size (proposed);

—  preferred maximum TPDU size (proposed);
—  version nhumber;

—  protection parameter;

—  checksum;

— additional option selection (i.e. use of network expedited in class 1, use of receipt confirmation in
class 1, non-use of checksum in class 4, use of transport expedited data transfer service, use of
selective acknowledgement, use of request acknowledgement);

— alternative protocol class(es);
— acknowledgement time;

— inactivity time;

—  throughput (proposed);

— residual error rate (proposed);
—  priority (proposed);

— transit delay (proposed);

— reassignment time;

— user data;
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b) CC TPDU
- CDT,;
— DST-REF,;
— SRC-REF;
— CLASS and OPTIONS (selected);
— calling TSAP-ID;
— called TSAP-ID;
— TPDU size (selected);
—  the preferred maximum TPDU size (selected);
—  protection parameter;
—  checksum;
— additional option selection (selected);
— acknowledgement time;
— inactivity time;
—  throughput (selected);
— residual error rate (selected);
—  priority (selected);
— transit delay (selected);

— user data.

6.5.4  Procedure for operating over CONS

A transport connection is established by means of one transport entity (the initiator) transmitting a CR TPDU to the other
transport entity (the responder), which replies with a CC TPDU.

Before sending the CR TPDU, the initiator assigns the transport connection being created tonone ifthhe splitting

procedure is being used) network connection(s). It is this set of network connections over which the TPDUs are sent.
NOTE 1 — Even if the initiator assigns the transport connection to more than one network connection, all the CR TPDUs (jf

repeated) or DR TPDUs withST-REFset to zero whiclare sent prior to the receipt of the GBDU shall besent on the same

network connection, unless &hiDISCONNECT indication is receivedlThis is necessary because the remote entity magupgort

class 4andtherefore may notecognize splitting.) Ithe initiatorhasmade other assignmentswiill use thenonly after receipt of a

class 4 CC TPDU (see also the splitting procedure 6.23).

During this exchange, all informati@nd parameters needdar the transport entities toperate shall be exchanged or
negotiated.

NOTE 2 — Except in class 4, it is recommendeat theinitiator starts aroptional timerTS1at thetime the CRTPDU is
sent. This timer should be stopped when the connection is considered as accepted or refused or unsuccessful. If the timer expires, the
initiator should reset or disconnect the network connectiad, inclasses land 3,freezethe reference (se€.18). For all other
transport connection(shultiplexed on the same network connection, the procedures for reset or disconnect as appropriate should be
followed.

When an unexpected duplicated CR TPDU is received (with class 4 as preferred class) it shall be ignored in classes 0, 1,
2, and 3 and a CC TPDU shall be returned in class 4.

After receiving the CC TPDUbr a classwvhich includes the procedufer retention untilacknowledgement of TPDUs
the initiator shall acknowledge the CC TPDU as defined in Table 5 (see 6.13).

When the network expeditadriant of the expedited data transfer (8ekl) haseen agreed (possible in class 1 only),
the responder shall not send an ED TPDU before the CC TPDU is acknowledged.

The following information is exchanged:

a) References Each transport entity chooses a reference to be used fiiyethentitywhich is 16 bits long
and which is arbitrary under the following restrictions:

1) it shall not already be in use nor frozen (see 6.18);
2) it shall not be zero.
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This mechanism is symmetricahdprovides identification ofhe transport connection independent of the
network connection. The range of references fettansport connections, in a given transport entity, is
a local matter.

b) Calling and called TSAP-IDs (optional}> When either network addressambiguously defines the
transport address, this information may be omitted.

c) Initial credit — Only relevant for classes which include the explicit flow control function.

d) User data— Not available if class 0 is the preferred class (see Note 3). Up to 32 octets in other classes.

NOTE 3 - If class 0 is ®alid response according to Table 3, inclusion of dsea in the CRFIPDU may cause
the responding entity to refuse the connection (for example, if it only supports class 0).

TABLE 3/X.224

Valid responses corresponding to the preferred class and
any alternative class proposed in the CR TPDU

Prg;esr;ed Alternative class
0 1 2 3 4 None
0 Not valid Not valid Not valid Not valid Not valid Class 0
1 Class1or0 Class1lor0 Not valid Not valid Not valid Class 1 or0
2 Class 2 or 0 Not valid Class 2 Not valid Not valid Class 2
3 Class3,20rQ Class3,2,10r0 Class 3 of 2 Class 3 or 2 Not valid Class 3 or 2
4 Class4,20rQ Class4,2,1o0r0 Class 4 of 2 Class 4,3 or 2 Class 4 or 2 Class 4 or 2

e) Acknowledgement timeOnly in class 4.
f)  Checksum parameterOnly in class 4.
g) Protection parameter This parameter and its semantics are user defined.

h) Inactivity time— Only in class 4. The inactivity time paramegball not be included in a CC TPDU if it
was not present in the corresponding CR TPDU.

The following negotiations take place:

i)  Protocol class- The initiator shalpropose a preferred claaad may propose any number of alternative
classes whiclpermit a valid response as defined in Table 3. The initgltouldassumewhen it sends
the CR TPDU that its preferred class will be agreedata,commencethe procedures associated with
that classexceptthat if class O or class 1 is an alternative class, multiplexing shatbnohenceuntil a
CC TPDU selecting the use of classes 2, 3 or 4 has been received.

NOTE 4 — Thismeans, for exampleéhat when thepreferred class includes resynchronization @del) the
resynchronization will occur if a reset is signalled during connection establishment.

The responder shall select one class definddibie 3 as a valid response correspondinipégreferred
classand to the class(es), dny, contained in the alternative clggsameter othe CR TPDU. It shall
indicate the selected class in the CC TPDU and shall follow the procedures for the selected class.

If the preferred class is not selected, then on receipt of the CC TPDU the initiator shall adjust its operation
according to the procedures of the selected class.
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NOTE 5 — The validesponses indicated in Table 3 result froath explicit negotiation, wherebgach of the
classes proposed is a valid response, and implicit negotiation whereby

a) if class 3 or 4 is proposed, then class 2 is a valid response;
b) if class 1 is proposed, then class 0 is a valid response.
NOTE 6 — Negotiation from class 2 to class 1 and from any class to an higher-numbered class is not valid.

NOTE 7 — Redundant combinations are not a protocol error.

j) TPDU size— The initiatormay propose a maximursize for TPDUsand the respondenay acceptthis
value or responavith any value betweei28 and theproposed value irthe set ofvalues available
(seel3.3.4 b).

NOTE 8 — The length of the CR TPDU does not exceed 128 octets (see 13.3).

NOTE 9 — Theransportentities may have knowledge, by some lonakns, of the maximuavailableNSDU
size.

k) Preferred maximum TPDU sizeThe value ofhis parameter, multiplied b$§28, yields theproposed or
accepted maximum TPDU size in octets. The initiator may proposed a preferred maximum size for TPDUs
and the responder may accept this value or respond with a smaller value.

NOTE 10 - Ifthis parameter is used in a RDU without also includinghe TPDU sizeparameter, thisvill
result in a maximum TPDU size @08 octets being selected if the remote entity doesrexagnizethe preferred
TPDU size parameter. Therefore, it is recommended that both parameters be included in the CR TPDU.

If the preferred maximum TPDU size parameter is present in a CR TPDU the responder shall

— either: ignore the preferredaximum TPDUsize parameteand follow TPDU size negotiation as
defined in 6.5.4 j);

— or. use the preferrechaximum TPDUsize parameter to determiribe maximum TPDU size
requested by the initiator and ignore ffieRDU size parameter. lihis casethe responder shall use
the preferrednaximum TPDUsize parameter ithe CC TPDUand shall not include thEPDU size
parameter in the CC TPDU.

If the preferred maximum TPDU size parameteatras present in the CR TPDU it shall not be included in
the corresponding CC TPDU. In this case TPDU size negotiation is as defined in 6.5.4 j).

I)  Normal or extended format Either normal or extended is availaBli¢hen extended is used, tlpplies
to CDT, TPDU-NR , ED-TPDU-NR, YR-TU-NR and YR-EDTU-NR parameters.

m) Checksum selectionThis defines whether or not TPDUs of the connection are to include a checksum.

n) Quality of service parametersThis defines the throughput, transit delay, priority and residual error rate.

NOTE 11 — Theransportservice definesransit delay as requiring @eviouslystatedaverage TSDU size as a
basis for any specification. This protocol as specified in 13.3.4 m), uses a vaR8oatets. Conversion tandfrom
specifications based upon some other value is a local matter.

0) The non-use of explicit flow control in class 2.
p) The use of network receipt confirmation and network expedited when class 1 is to be used.

g) Use of expeditedlata transferservice— This allows both TS-users to negotiate the use or non-use
of the expedited data transport service as definethéntransportservice (sedTU-T Rec. X.214 |
ISO/IEC8072).

r The use of selective acknowledgemernthis allows the transport entities to decide whether to use
procedures that allow acknowledgement of DT TPDUSs that are received out-of-sequence (only in class 4).

s) The use of request acknowledgemeitthis allows both transport entities to negotiate the use or non-use
of the request acknowledgement facility specified in 6.13.4.2 (only in classes 1, 3, 4).

The following information is sent only in the CR TPDU:
t)  Version number This defines the version of the transport protocol standard used for this connection.

u) Reassignment time parametef his indicates the time for which the initiator will persist in following the
reassignment after failure procedure.
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The negotiation rulefor the options are such that the initiatoay propose either to use oot to use the option. The
responder may either accept the proposed choice or select an alternative choice as defined in Table 4.

When aparameter[which is valid for the proposed class(es)] is absemtd a defaultvalue is defined inthis
Recommendation, this is equivalent to the presence of the parameter with the default value.

In class 2, whenever a transport entity requests or agréies t@ansport expedited data trandervice or tahe use of
extended formats, it shall also request or agree (respectively) to the use of explicit flow control.

TABLE 4/X.224

Negotiation of options during connection establishment

Obtion Proposal made by the| Valid selection by the

p initiator responder
Transport expedited data transfer service Yes Yes or No
(classes 1, 2, 3, 4 only) No No
Use of receipt confirmation Yes Yes or No
(class 1 only) No No
Use of the network expedited variant Yes Yes or No
(class 1 only) No No
Non-use of checksum Yes Yes or No
(class 4 only) No No
Non-use of explicit flow control Yes Yes or No
(class 2 only) No No
Use of extended format Yes Yes or No
(classes 2, 3, 4 only) No No
Use of selective acknowledgement Yes Yes or No
(class 4 only) No No
Use of request acknowledgement Yes Yes or No
(classes 1, 3, 4 only) No No
NOTE — Table 4 definethe procedures for negotiation of options. This negotidtasbeen designed such
that if the initiator proposes the mandatory implementation ogpewified in claus&4, the responder has
to accept use of this opti@mverthe transportonnection except for these of the transpoexpediteddata
transfer service whichmay be rejected by the TS-user. If the initiator proposes a non-mandatory
implementation option, the responder is entitleddtectuse of the mandatory implementation option for
use over the transport connection.

6.5.5  Procedure for operating over CLNS

A transport connection is established by means of one transport entity (the initiator) transmitting a CR TPDU to the other
transport entity (the responder), which replies with a CC TPDU. During this exchange, all inforamatjzarameters
neededor the transport entities toperate shall be exchanged or negotiafélden an unexpected duplicated CTRDU

is received (with class 4 as preferred class) a CC TPDU shall be returned.

After receiving the CC TPDU, the initiator shall acknowledge the CC TPDU as defined in Table 5 (see 6.13).

The following information is exchanged:

a) References Each transport entity chooses a reference to be used fiyethentitywhich is 16 bits long
and which is arbitrary under the following restrictions:

1) it shall not already be in use nor frozen (see 6.18);
2) it shall not be zero.
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b)

c)
d)

e)

9)
h)

This mechanism is symmetrical and provides identification of the transport connection itself. The range of
references used for transport connections, in a given transport entity, is a local matter.

Called and callingTSAP-IDs(optional) — Indicates the callirand called transposgervice access points.
When either network addressiambiguously defines the transport address, this informatin be
omitted.

Initial credit.

User data— Up to 32 octets.

Acknowledgment time

Checksum parameter

Protection parameter This parameter and its semantics are user defined.

Inactivity time— The inactivity time parametshall not be included in a CC TPDU if it was not present
in the corresponding CR TPDU.

Protocol class- Class 4 is thenly valid value forthe preferregrotocol class proposed Iiye initiator,
and for the class selected by the responder. An alternative class is not permitted.

The following negotiations take place:

20

)

K)

m)

n)

0)

TPDU size— The initiatormay propose a maximuraize for TPDUs inthe set ofvalues available [see
13.3.4b)]. This valuemay belimited by themaximum availabl&lSDU size if knownand cannoexceed

the maximumNSDU sizefor connectionless-mode network servicedagined inCCITT Rec. X.213 |

ISO/IEC 8348. The respondemay acceptthis value or responavith any value betweed28 and the

proposed value in the set of values available {$:8.4b)].

NOTE 1 — The length of the CR TPDU does not exceed 128 octets (see 13.3).

NOTE 2 — Theransportentities may have knowledge, by some lonakns, of the maximuavailableNSDU
size.

Preferred maximum TPDU sizeThe value ofhis parameter, multiplied b$28, yields theproposed or
accepted maximum TPDglze in octets. The initiatanay propose a preferred maximwize for TPDUs
and the responder may accept this value or respond with a smaller value.

NOTE 3 - Ifthis parameter is used in a ARDU without also includinghe TPDU sizeparameter, thisvill
result in a maximum TPDU size @08 octets being selected if the remote entity doesrexagnizethe preferred
TPDU size parameter. Therefore, it is recommended that both parameters be included in the CR TPDU.

If the preferred maximum TPDU size parameter is present in a CR TPDU the responder shall

— either: ignore the preferredaximum TPDUsize parameteand follow TPDU size negotiation as
defined in 6.5.5 ));

— or: use the preferrechaximum TPDUsize parameter to determirtbe maximum TPDU size
requested by the initiator and ignore ffRRDU size parameter. lihis casethe responder shall use
the preferrednaximum TPDUsize parameter ithe CC TPDUand shall not include thEPDU size
parameter in the CC TPDU.

If the preferred maximum TPDU size parameteras present in the CR TPDU it shall not be included in
the corresponding CC TPDU. In this case TPDU size negotiation is as defined in 6.5.5 j).

Normal or extended format Either normal or extended is availabli¢hen extended is used, tlapplies
to CDT, TPDU-NR, ED TPDU-NR, YR-TU-NR and YR-EDTU-NR parameters.

Checksum selection This defines whether or not TPDUs of the connection are to include a checksum.
Quality of service parametersThis defines the throughput, transit delay, priority and residual error rate.

NOTE 4 — Thetransportservice definesransit delay as requiring @reviouslystatedaverage TSDU size as a
basis for any specification. This protocol as specified in 13.3.4 m), uses a vaR8oatets. Conversion tandfrom

specifications based upon some other value is a local matter.

Use of expeditedata transferservice— This allows both TS-users to negotiate the use or non-use of the
expedited data transport service as defined in the transport service (ITU-T Rec. X.214 | ISO/IEC 8072).
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p) The use of selective acknowledgemerthis allows the transport entities to decide whether to use
procedures that allow acknowledgement of DT TPDUs that are received out-of-sequence.

g) The use of request acknowledgemeiithis allows both transport entities to negotiate the use or non-use
of the request acknowledgement facility specified in 6.13.4.3.

The following information is sent only in the CR TPDU:

) Version number This defines the version of the transport protocol standard used for this connection.

6.6 Connection refusal

6.6.1 Purpose

The connection refusal procedure is used in all classes when a transport entity refuses a transport connection in response
toa CR TPDU.

6.6.2 TPDUs and parameters used

The procedure uses the follow TPDUs and parameters:
a) DR TPDU
— SRC-REF;
—  reason;
— user data;
b) ER TPDU
— reject cause;
— invalid TPDU.

6.6.3 Procedure

If a transport connection cannot be accepted, the responder shall respond to the CR TPDU with a DR TPDU. The reason
shall indicatewhy the connection was not accepted. The source reference field in the DR TPDU shall beesetdo
indicate an unassigned reference.

If a DR TPDU is received, the initiator shall regard the connection as released.
The responder shall respond to an invalid CR TPDU by sending an ER or DR TPDU. If an ER TPDU is received in
response to a CR TPDU, the initiator shall regard the connection as released.

NOTES

1  When thenvalid CR TPDUcan beidentified as having class 0 as the preferred class, it is recommenespead
with an ER TPDU. For all other invalid CR TPDUs either an ER TPDU or DR TPDU may be sent.

2 If the optional supervisory timérS1hasbeen set for this connectiothen the initiator should stop thiner on
receipt of the DR or ER TPDU.

3 ltis a localmatter whether the initiator releases the network connectiontiineportconnections are now assigned
to it.

6.7 Normal release
6.7.1  Normal release when operating over CONS

6.7.1.1 Purpose

The release procedure is used by a transport entity in order to terminate a transport connection. The implicit variant is
used only in class 0. The explicit variant is used in classes 1, 2, 3 and 4.

NOTES

1 When themplicit variant isused (i.e. in clas®), thelifetime of the transportonnection is directly correlated with
the lifetime of the network connection.

2 The use of thexplicit variant ofthe release procedure enablestth@sportconnection to be released independently
of the underlying network connection.
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6.7.1.2 Network service primitives

The procedure uses the following network service primitives:
a) N-DISCONNECT;
b) N-DATA.

6.7.1.3 TPDUs and parameters used
The procedure uses the following TPDUs and parameters
a) DRTPDU
—  reason;

user data;

— SRC-REF;

— DST-REF;
b) DC TPDU.

6.7.1.4 Procedure for implicit variant

In the implicit variant either transport entity disconnects a transport connection by disconnecting the network connection
to which it is assigned. When a transport entity receives an N-DISCONM&EC3hould be considered as the release of

the transport connection.

6.7.1.5 Procedure for explicit variant

When the release of a transport connection is to be initiated, a transport entity
a) Ifit has previously sent or received a CC TPDU (see Note 3) shall
1) send aDR TPDU;
2) discard all subsequently received TPDUs other than a DR or DC TPDU;
3) consider the transport connection released on receipt of a DR or DC TPDU.
b) If a) is not applicable and if there is an outstanding CR TPDU, it shall

1) for classether than class 4 wafor the acknowledgement of the outstanding CR TPDU; if it
receives a CC TPDU, it shall follow the procedures in 6.7.1.5 a);

2) for class Zeither send a DR TPDU withzero value inthe DST-REF field ofollow the procedure
in 6.7.1.5 b) 1). In théormer casdurther receipt of a CC TPDU specifying class/#l be ignored.
Receipt of CC TPDU with another class will be processedlksvs: If the class is O the network
connection shall be disconnected, otherwise a DR TPDU with the DST-REF field sevatuthef
the SRC-REF field of theeceived CC TPDU shall be searid therelease procedure of the class is

continued.

A transport entity that receives a DR TPDU shall

c) Ifit haspreviouslysent a DR TPDUor the sametransport connection, consider the transport connection
released.

d) If it has previouslysent a CR TPDU that has not been acknowledged by a CC TPDU, consider the
connection refused (see 6.6),
if the SRC-REF is not zero a DC TPDU shall be sent using the SRC-REF as the DST-REF.

NOTE 1 - In this case, the DR has been associated regardless of its SRC-REF field (see 6.9.1.4 and 6.9.2.4).
e) If c) and d)are not applicable, send a DC TPRUWd consider the transport connection released. If the

received DR hashe DST-REF field set to zero, then a DC with SRC-REF sekto shall be sent,
regardless of the local reference.
NOTE 2 - Ifthe entityreceivingsuch a DRTPDU has previously decided to negotiate dowhe class, this

entity is always entitled to consideuch a DRTPDU asspurious.Since no associatiomasbeen made the transport
connection is not released at the responder Isidehe CCTPDU, whensent,will be answered by a DRPDU

(spurious CC TPDU).

NOTE 3 — This requirememnsures that the transperttity is aware of the remoteference fothe transport
connection.

NOTE 4 — When the transport connection is considered as releaskalheference is either available for re-
use or is frozen (see 6.18).
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NOTE 5 — Afterthe release of &ransportconnection, the network connection can be released or retained to
enable its re-use for the assignment of other transport connections (see 6.1.1).

NOTE 6 — Except in class 4, it is recommended that, if a transport entity daeseieéacknowledgement of a
DR TPDU within time TS2, it should either reset or disconnect the network connection, and freeze the reference when
appropriate (seé.18).For all othertransport connection(shultiplexed on this network connection the procedures
for reset or disconnect as appropriate should be followed.

NOTE 7 —When a transporentity is waiting for a CC TPDU before sending a DR TP&td the network
connection is reset or released, it should considetréinsportconnection releaseshd, inclasses othethanclasses
0 and 2, freeze the reference (see 6.18).

6.7.2 Normal release when operating over CLNS

6.7.2.1 Purpose

The release procedure is used by a transport entity in order to terminate a transport connection.

6.7.2.2 Network service primitives

The procedures makes use of the following network service primitive:
N-UNITDATA.

6.7.2.3 TPDUs and parameters used

The procedure uses the following TPDUs and parameters
a) DRTPDU;

- reason;

user data;
— SRC-REF;
— DST-REF,;

b) DC TPDU.

6.7.2.4 Procedure

When therelease of a transport connection is to be initiated, a transport entity shall send a DRAPPERAIl discard
all subsequently received TPDUs except for a DR or a DC TPDU.

On the receipt of a DR or a DC TPDU, it shall consider the transport connection to be ratehsieelocal reference
shall be frozen (se6.18). If a CCTPDU has beemreviouslysent or received bthe transport connection, then the
remote reference is knovand shall be useir the DST-REF in the DR TPDU to be sent. If teenote reference is not
known, then the DST-REF in the DRPDU may beset to zero, or the entitypay wait until a CCTPDU is received
before sending the DR TPDU.

NOTE - In case thahe entity decides to wait for the arrival of the TEDU for the connection, deadlock could result
from a CC TPDUhatnever arrives. Such a deadlock is preventethbyexpiration of the CRPDU retransmission counter, which
forces the DR TPDU to be sent.

A transport entity which receives a DR TPDU shall
a) consider the transport connection to be released if it has previously sent a DR TPDU for that connection;

b) consider the transport connection to be refused @€eif it haspreviouslysent a CR TPDUor that
connection and no CC TPDU has been received in acknowledgment;

c) consider the transport connection to be released and sendT®D\C in all other cases. If theceived
DR TPDU has the DST-REF field set to zettien a DCTPDU with SRC-REF set teero shall be sent,
regardless of the local reference.

6.8 Error release when operating over CONS

6.8.1 Purpose

This procedure is used only in classes 0 andr2léase a transport connection on the receipt df-BMSCONNECT or
N-RESET indication.
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6.8.2 Network service primitives

The procedure uses the following service primitives:
a) N-DISCONNECT request;
b) N-DISCONNECT indication;
¢) N-RESET indication;
d) N-RESET response.

6.8.3 Procedure

When, on the network connection to which a transport connection is assignBADIBCONNECT or N-RESET
indication is received, both transport entities shall consider that the transport connection is egldasgdform the
TS-users.

On receipt of an N-RESET indication:
— inclass 0, an N-DISCONNECT request shall be issued;

— inclass 2, it is a local choice to issue an N-RESET response or an N-DISCONNECT request; one of these
primitives shall be issuedHowever, ifthe Network Connection has other Transport Connections of a
different class assigned to it, the errecoveryprocedure of that class shall be used to determine which
primitive is issued.

6.9 Association of TPDUs with transport connections
6.9.1  Association of TPDUs with transport connections when operating over CONS

6.9.1.1 Purpose

This procedure is used in all classes to interpretcaived NSDU as TPDU(g)nd, if possible, to associate each such
TPDU with a transport connection.

6.9.1.2 Network service primitives

The procedure uses the following network service primitives:
a) N-DATA indication;
b) N-EXPEDITED DATA indication;
c) N-RESET request;
d) N-DISCONNECT request.

6.9.1.3 TPDUs and parameters used
The procedure uses the following TPDUs and parameters:
a) any TPDU except CR TPDU, DT TPDU in classes 0 or 1 and AK TPDU in class 1
— DST-REF,;
b) CR, CC, DR and DC TPDUs
— SRC-REF;
c) DT TPDU in classes 0 or 1 and AK TPDU in class 1.

6.9.1.4 Procedures

6.9.1.4.1 ldentification of TPDUs

If the received NSDU or expedited NSDU cannot be decoded (i.e. does not containnooe aorrect TPDUS) or is
corrupted (i.e. contains a TPDU with a wrong checksum), then the transport entity shall

a) if the network connection on which the error is detected has a class 0 or 1 transport connection assigned
to it, treat as a protocol error (see 6.22) for that transport connection;

24 Recommendation X.224  (11/93)



b) otherwise:

1) if the NSDU can be decoded but contains corrupted TPDUSs, discard the TPDUs @igsahd
optionally apply 6.9.1.4.1 b) 2);

2) if the NSDU cannot be decoded issue an N-RESEN-BMSCONNECT requestor the network
connection andor all the transport connections assigned to this network connddtiany), apply
the procedures defined for handling of network signalled reset or disconnect.

If the NSDU can be decoded and is not corrupted, the transport entity shall

a) if the network connection on which the NSDU was received has a class 0 transport connection assigned to
it, consider the NSDU afrming one TPDUand associate the TPDU with the transport connection
(see6.9.1.4.2);

b) otherwise, invokehe separation procedurasdfor each ofthe individual TPDUs in the order in which
they appear in the NSDU apply the procedure defined in 6.9.1.4.2.

6.9.1.4.2 Association of individual TPDU

If the received TPDU is a CR TPDU, and if the SRC-REF pararaattheremoteNSAP indicate an existing transport
connection at that receiving entitthen the CRTPDU is associated with that transport connection, otherwise it is
processed as requesting the creation of a new transport connection.

If the received TPDU is a DT TPDU and the network connection has no TC assigned to it, and the DT TPDU is a class 0
or class 1 TPDU (as recognized by the absence of a DST-REF field), then the TPDU should be ignored.

Otherwise, the DST-REparameter ofhe TPDU is used to identify the transport connection. The following cases are
distinguished:

a) Ifthe DST-REF is not allocated to a transport connection, then no association with a transport connection
is made and there are three cases:

1) Ifthe TPDU is a CC TPDU the transport entity shall respond osatine networkonnection with a
DR TPDU. The SRC-REF of the DR TPDtday beeither O or the DST-REfom the received
CC TPDU.

2) |Ifthe TPDU is a DR TPDU the transport entity shall respond osahree networkonnection with a
DC TPDU; except irthe casethat the DR is carrying an SRC-REF set to zéren no DCTPDU
shall be sent, or in thease wherghe transport entityonly supports class then the network
connection shall be disconnected.

3) Ifthe TPDU is neither a CC or DR it shall be discarded.

b) Ifthe DST-REF is allocated to a transport connectiom the TPDU igeceived on a network connection
to which this connection has not been assigned, then there are four cases:

1) If the transport connection is of clasadd if theTPDU is received on a network connectigith
the same pair oNSAPs as that of the CR TPDU, then fffeDU is associated with this transport
connection and considered as performing assignment.

2) Ifthe transport connection is not assignedry network connection (waitirfgr reassignment after
failure) and if the TPDU is received on a network connection witlsahge pair oNSAPs as that of
the CR TPDU, then the association with that transport connection is mxag@; inthe case of DC,
DR and CC TPDUs which are respectively described in 6.9.1.4.2 c), d), e).

3) In classes Jand 3, it isalso possible to receive a TPDU performing reassignment prior to the
notification of the disconnect of the current network connection (i.e. the transport connection is
assigned to a network connection, but a TPDU containing the appropriate DST-REEiVed on
another network connection). In this case it is recommended that the transport entity:

— issue an N-DISCONNECT request dhe network connection to which the transport
connection is currently assigned,

— apply toall transport connections assigned to this network connection the procedure for
processing a received N-DISCONNECT indication,

— and then process the TPDU performing reassignment.
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4) Otherwise, the TPDU is considered as having a DST-REF not allocated to a transport connection
[case a)].

c) Ifthe TPDU is a DC TPDUhen it is associated with the transport connection to which the DST-REF is
allocated, unless the SRC-REF is not the expected one, in which case the DC TPDU is discarded.

d) Ifthe TPDU is a DR TPDU, then there are four cases:

1) If the SRC-REF is not as expectieén a DCTPDU with DST-REF equal to the SRC-REF of the
received DR TPDU is sertack and no association is1ade, excepthat in thecase where the
transport entity only supports classafd cannot transmit a DC TPDU, it disconnectsrtéevork
connection instead of transmitting a DC TPDU.

2) Ifa CR TPDU is unacknowledgelen the DRTPDU is associated with the transport connection,
regardless of the value of its SRC-REF parameter.

3) If the transport entityimplements class 4and if the DST-REF is zeroand there is an
unacknowledged CC TPDU or T-CONNE@ESPONSE is awaited, then the DIRDU shall be
associated with the transport connection holding the SRC-REF as the remote reference.

4) Otherwise, the DR TPDU is associated with the transport connection identified BSTRREF
parameter.

e) Ifthe TPDU is a CC TPDU whose DST-Rp&rameter identifies an open connection (onenoich a
CC TPDU has beepreviously receivedyand the SRC-REF in the CIIPDU does not match thremote
reference, then a DR TPDU is sent back with DST-REF equal to the SRC-RERaifaived CC TPDU
and no association is made.

f)  If none of theabove cases appthen theTPDU is associated with the transport connection identified by
the DST-REF parameter.

6.9.2  Association of TPDUs with transport connections when operating over CLNS

6.9.2.1 Purpose

This procedure is used to interpreteaeived NSDU as TPDU(g)nd, if possible, to associate each such TPDU with a
transport connection.

6.9.2.2 Network service primitives

This procedure makes use of the following network service primitive:

N-UNITDATA.

6.9.2.3 TPDUs and parameters used

This procedure makes use of the following TPDUs and parameters:
a) all TPDUs except CR TPDU;
— DST-REF;
b) CR, CC, DR and DC TPDUs;
— SRC-REF.

6.9.2.4 Procedures

6.9.2.4.1 ldentification of TPDUs

If the received NSDU cannot be decoded (i.e. does not contain omareicorrect TPDUS) or orrupted (i.e. contains

a TPDU with a wrong checksunthen the transport entity shall ignore (discard) the TPDUSs. If the NSDU can be
decoded and is not corrupted, the transpotity shallinvoke the separation proceduraadfor each ofthe individual
TPDUs in the order in which they appear in the NSDU apply the procedure in 6.9.2.4.2.
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6.9.2.4.2 Association of individual TPDUs

Association of a received TPDU with a transport connection is generally performed by attempting to match the DST-REF
in thereceived TPDUand the NSARpair overwhich it wasreceivedwith those of an existing transport connection.
There are three exceptions to this general procedure: wheaciged TPDU is a CR TPDUhe SRC-REF is used
instead of the DST-REF; when theceived TPDU is either a DR or a DC TPDible SRC-REF is used in addition to

the DST-REF; and when theceived TPDU is a CC TPDU, whose DST-REF parameter identifies an open connection
(one for which a CC TPDU has been previously received), then the SRC-REF is used in addition to the DST-REF.

The following actions shall be taken in consequence to the inability to match the TPDU to an existing transport
connection:

a) fora CR TPDU, a new transport connection shall be created;

b) for a CC TPDU, a DR TPDWhall be sent using the SRC-REF abn8T-REF from the received
CC TPDU as the DST-REF and SRC-REF, respectively, of the DR TPDU,;

c) fora DR TPDU, there are four cases:

1) if a CR TPDU is unacknowledged ftite connection identified by the DST-REF in the DR TPDU,
then the DR TPDU is associated with that connection regardless of the SRC-REF in the DR TPDU;

2) if the CR TPDUfor the connection identified by the DST-REF of the DR TPDU has been
acknowledged and the SRC-REF is noeapected, then a DTPDU using the SRC-REF of the
DR TPDU as DST-REF is sent and no association is made;

3) if the DST-REF in the DR TPDU igero and there is an unacknowledged @®DU or a
T-CONNECT response is awaited for a transport connettidding remote referencequal to the
SRC-REF of the DR TPDU, then the DR TPDU is associated with that transport connection;

4) in all other situations, the DR TPDU is associated with the transport connection identified by the
DST-REF of the DR TPDU;

d) for all other TPDU types, the TPDU is discarded.

6.10 Data TPDU numbering

6.10.1 Purpose

Data TPDU numbering is used in classes 1ex@eptwhen the non-use of expliciltow control option is selected),
3 and 4. Its purpose is to enable the use of recovery, flow control and resequencing functions.

6.10.2 TPDUs and parameters used

The procedure uses the following TPDU and parameter:
DT TPDU
— TPDU-NR.

6.10.3 Procedure

A transport entity shall allocate the sequence nurnber tothe TPDU-NR ofthe first DT TPDU which it transmits for
a transport connection. For subsequent DT TPDUs sent osathetransport connection, the transport entity shall
allocate a sequence number one greater than the previous one.

When a DT TPDU is retransmitted, the TPDU-NR parameter shall have the same value as in the first transmission of that
DT TPDU.

Modulo 27 arithmetic shall be used when norrfimats have been selectadd modulo 231 arithmetic shall be used
when extendedormats have beegelected. In thilRecommendation the relationships “greater thamd “less than”
apply to aset of contiguous TPDU numbers whose range istleas the modulus and whose starting and finishing
numbers are known. The term “less than” means “occurring sooner in the window sequence” and the terrthégreater
means “occurring later in the window sequence”.
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6.11  Expedited data transfer
6.11.1 Expedited data transfer when operating over CONS

6.11.1.1 Purpose

Expedited data transfer procedures are selected during connection establishment. Thenoetvebritata variant may
be used in classes 1, 2, 3 and 4. The network expedited variant is only used in class 1.

6.11.1.2 Network service primitives

The procedure uses the following network service primitives:
a) N-DATA;
b) N-EXPEDITED DATA.

6.11.1.3 TPDUs and parameters used

The procedure uses the following TPDUs and parameters:

a) EDTPDU
—  ED TPDU-NR;
b) EATPDU
—  YR-EDTU-NR.

6.11.1.4 Procedures

The TS-user data parameter of edeBEXPEDITED DATA request shall beonveyed ashe data field of an Expedited
Data (ED) TPDU.

Each ED TPDU received shall be acknowledged by an Expedited Acknowledge (EA) TPDU.
No more than one ED TPDU shall remain unacknowledged at any time for each direction of a transport connection.

An ED TPDU with a zero length data field shall be treated as a protocol error.
NOTES

1  The network normadlatavariant is usedexcept when the network expedited variant (available in class 1 only), has
been agreed, in which case ED and EA TPDUs are conveyed in the data fields of N-EXPEDITED DATA primitives (see 6.2.3).

2 No TPDUcan be transmitted using the network expedited variant until th& RIJ becomes acknowledged, to
prevent the network expedited variant from overtaking the CC TPDU.

6.11.2 Expedited data transfer when operating over CLNS
6.11.2.1 Purpose
Expedited data transfer procedures are selected during connection establishment.

6.11.2.2 Network service primitives

The procedure makes use of the following network service primitive:
N-UNITDATA.

6.11.2.3 TPDUs and parameters used

The procedure makes use of the following TPDUs and parameters:

a) EDTPDU
—  ED TPDU-NR;
b) EATPDU
—  YR-EDTU-NR.
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6.11.2.4 Procedures

The TS-user data parameter of edeBEXPEDITED DATA request shall beonveyed ashe data field of an Expedited
Data (ED) TPDU.

Each ED TPDU received shall be acknowledged by an Expedited Acknowledge (EA) TPDU.
No more than one ED TPDU shall remain unacknowledged at any time for each direction of a transport connection.

An ED TPDU with a zero length data field shall be treated as a protocol error (see 6.22).

6.12 Reassignment after failure when operating over CONS

6.12.1 Purpose

The reassignment after failure procedure is used in classes 3 tocommence recovery from an NS-providanalled
disconnect.

6.12.2 Network service primitives

The procedure uses the following network service primitive:

N-DISCONNECT indication.

6.12.3 Procedure

When anN-DISCONNECT indication is receivedor the network connection to which a transport connection is
assigned, the initiator shall apply one of the following alternatives:

a) Ifthe TTR timer has not already run out and no DR TPDU is retained

1) assign the transport connection to a different network connectio.(sé&¢ and start itSTR timer
if not already started;

2) while waiting for the completion of assignment if
— an N-DISCONNECT indication is received, repeat the procedure from 6.12.3 a);
— the TTR timer expires, begin procedure 6.12.3 b);

3) when reassignment isomplete perform active resynchronization éyecuting the procedure
described in 6.14.4.1, and, if 6.14.4.1 b) has been performed, wait for the next event as follows:

— ifavalid TPDU is received as the result of the resynchronization, stop the TTR timer, or
— if TTR runs out, wait for the next event, or

— if an N-DISCONNECTiIndication is received, begin either proced6r&2.3 a) or 6.12.3 b)
depending on the TTR timer.

NOTE — After TTR expiresindwhile waiting forthe nextevent, it is recommended thiie initiator set dimer
with a value equal to TWR. lIthis timer expires before the neavent,the initiator should begin the procedure
in 6.12.3 b).

b) If the TTR timer has run outconsider the transport connection as releasedfraedethe reference
(see6.18).

c) Ifa DR TPDU is retainednd theTTR timerhas not run out, thefollow the actions in eithe$.12.3 a)
or 6.12.3 b).

The responder shall start its TWR timer if not already started. The arrivhé dfrst TPDU related to the transport
connection (because of resynchronization by the initiammpleteshe reassignmerafter failure procedure. The TWR
timer is stoppe@nd the responder shall continue with resynchronizgtiee6.14). Ifreassignment does not tajdace
within this time, the transport connection is considered released and the reference is frozen (see 6.18).

Recommendation X.224  (11/93) 29



6.12.4 Timers

The reassignment after failure procedure uses two timers:
a) TTR, the time to try reassignment/resynchronization timer;

b) TWR, the time to wait for reassignment/ resynchronization timer.

The TTR timer isused by the initiatorlts valueshall not excee@ min minus thesum ofthe maximumdisconnect
propagation delagnd themaximumtransit delay othe network connections (see Ndfe The value fothe TTR timer
may be indicated in the CR TPDU.

The TWR timer is used by the responder. If the reassigntinemfparameter is presenttime CR TPDU, the TWRmer
value shall be great¢han thesum ofthe TTR timerplus themaximumdisconnect propagation delay phire maximum
transit delay of the network connections.

If the reassignmertime parameter isot present in the CR TPDU, a defawdiue of2 min shall be usedor the TWR
timer.

NOTES

1  Provided that the required quality of service is met, TTR maebt zero (i.e. no reassignment). This may be done,
for example, if the rate of NS-provider generated disconnects is very low.

2 Inclusion of the reassignmetithe parameter in the CRPDU allowsthe responder to useTAVR value of lesshan
2 min.

3 Ifthe optional TS1 and TS2 timers are used, it is recommended
a) tostop TS1 or TS2 if running when TTR or TWR is started,;

b) to restart TS1 or TS2 if necessary when the corresporidimy) (CR TPDU or DR TPDU respectively) is
repeated;

c) to select for TS1 and TS2 values greater than TTR.

6.13 Retention and acknowledgement of TPDUs

6.13.1 Purpose

The retentionand acknowledgement of TPDUs procedure is used in classesahd34 to enable anchinimize
retransmission after possible loss of TPDUs.

The confirmation of receipt variant is usealy in class when it has been agreed during connection establishisemt
the Note).

The AK variant is used in classesa@d 4 andalso in class 1 when the confirmation of receipt variant has not been
agreed during connection establishment. In addition, in class 4, the option ofelsictive acknowledgementay be
agreed to during connection establishment.

The request acknowledgement procedure is selected during connection establatuhmeay beused in classes 3
and 4, and irclass 1 when the confirmation of receipt variant has not been admeed connection establishment. It
allows a transport entity to request acknowledgement of retained DT TPDUs by setting thpaR@¥eter in a

transmitted DT TPDU.

NOTE - Use otthe confirmation of receipt variant depends on dheilability of the network layer receipt confirmation
service and the expected cost reduction.

6.13.2 Network service primitives

When operating over CONS, the procedure uses the following network service primitives:
a) N-DATA;
b) N-DATA ACKNOWLEDGE.

When operating over CLNS, the procedure uses the following network service primitive:

N-UNIT DATA.
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6.13.3 TPDUs and parameters used

The procedure uses the following TPDUs and parameters:
a) CR,CC, DR andDC TPDUSs;

b) AK TPDU
—  YR-TU-NR
— selective acknowledgement parameters;
c) RJTPDU
—  YR-TU-NR;
d) DTTPDU
— TPDU-NR;
e) EDTPDU
— ED-TPDU-NR;
f) EATPDU
—  YR-EDTU-NR.

6.13.4 Procedures

6.13.4.1 Retention until acknowledgement of TPDUs

Copies of the following TPDUs shall be retained upon transmission to permit their later retransmission:
CR, CC, DR, DT and ED TPDUs.

except inthe following case: if a DR TPDU is sent in response to a CR TPDU there is no need to cefairofthe
DR TPDU.

A copy of each of these TPDUs shall be retained until
a) itis acknowledged, as specified in Table 5; or
b) the transport connection is released.

TABLE 5/X.224
Acknowledgement of TPDUs

Retained ' . . )
TPDU Variant Retained until acknowledged by:

CR Both CC, DR or ER TPDU

DR Both DC or DR (in case of collision) TPDU

CcC Confirmation of receipt variant N-DATA ACKNOWLEDGE indication, RJ, DT, EA or ED TPDU

cC AK variant RJ, DT, AK, ED or EA TPDU

DT Confirmation of receipt variant N-DATA ACKNOWLEDGE indication corresponding to aN-DATA
request which conveyed, or came after, the DT TPDU

DT AK variant AK or RJ TPDU for which the YR-TU-NR greaterthan TPDU-NR in
the DT TPDU. In case ddelectiveacknowledgement, if theelective
acknowledgement parameters in the ARDU includethe TPDU-NR
of the DT TPDU

ED Both EA TPDU for whichthe YR-EDTU-NR is equal tdhe ED-TPDU-NR
in the ED TPDU
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6.13.4.2 Confirmation of receipt variant

In the confirmation of receipt variant, applicable only in class 1, transport entities shall

a) setthe confirmation request parameter only if the data parameter contains a CC or DT TPDU (see Notes 1
and 2in 6.13.4.4);

b) issue an N-DATA ACKNOWLEDGErequest when itreceives an N-DATAindication with the
confirmation request parameter set.

6.13.4.3 Request of acknowledgement option

If the request acknowledgement procedure has been negotiated, transport entities

a) mayrequest acknowledgement of retained DT TPDUs by setting the p@#&meter in a transmitted
DT TPDU. The decision as to when the sending transport entity should request acknowledgement is a
local matter (see Note 4 in 6.13.4.4);

b) on receipt of a DT TPDU with the ROgarameter sethall transmit an AK TPDU containing up-to-date
window information.

6.13.4.4 Selective acknowledgement option

If the selective acknowledgement option has been negotiated, transport entities

a) may include selective acknowledgement parameters in a transmitted AK TPDU. These selective
acknowledgement parameters,iifcluded, shall contain acknowledgement bidbcks of TPDUs not
acknowledged by th&R-TU-NR field of the AK TPDU. This procedure allows transport entities to
acknowledge DT TPDUs that are within the window but that are not in sequence;

b) on receipt of an AK TPDU containing selective acknowledgement parameter(s) shall discard the
DT TPDUs specified.
NOTES (Notes 1 to 3 only apply when operating over CONS)

1 Itis a localmatter for eachransportentity to decide whiciN-DATA requests should hatke confirmation request
parameter set. This decision will normally be related to the amount of storage available for retained copies of the DT TPDUs.

2 Use of the confirmation request parameter may affect the quality of network service.

3 Inclass 3, and in class 1, when use of explicit AK variant is selected, if a tramgjitgrioes not send an ARPDU
after reception of each DT TPDU, it is recommended that it

—  starts a timer after reception of DT TPDU,

— sends an AKTPDU with up-to-date window information at expirationtb& timer if an AKTPDU with the
same window information has not been previously sent.

Selection of the value of this timer is a local matter but may affect performance.

4  Itis recommended that, if the sending transport entity has a restriction in the number of DT TPDUs that it can retain,
then it set theROA parameter taavoid a delay intransmitting DT TPDUgue to the remote transpaghtity operating an AK
withholding policy.

6.14  Resynchronization

6.14.1 Purpose

The resynchronization procedures are used in classes 1 and 3 to restore the transport connection to normal after a reset or
during reassignment after failure according to 6.12.

6.14.2 Network service primitives

The procedure uses the following network service primitive:
N-RESET indication.

6.14.3 TPDUs and parameters used

The procedure uses the following TPDUs and parameters:
a) CR,DR, CC and DC TPDUs;
b) RJTPDU
—  YR-TU-NR;
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c)

d)

e)

DT TPDU

TPDU-NR;

ED TPDU

ED-TPDU-NR,;

EA TPDU

YR-EDTU-NT.

6.14.4 Procedure

A transport entity which is notified of the occurrence of a N-RESET shall:

a)
b)

c)

if the transport entity is the responder, carry out the passive resynchronization procedure (see 6.14.4.2);

if the transport entity has elected not to reassign, do nothing;

otherwise, execute thactive resynchronization procedure describe®.i.4.1 and, if 6.14.4.1 b) has
been performed, wait for the next event as follows:

if a valid TPDU is received as the result of the resynchronization, stop the TTR timer, or
if TTR runs out, wait for the next event, or

if an N-RESET indication is received, perform 6.14.4.

6.14.4.1 Active resynchronization procedures

The transport entity shall carry out one of the following actions:

a)

b)

if the TTR timerhas beermreviously startednd has run out (i.e. n@lid TPDU has been received), the
procedures defined in 6.12.3 a) 3) shall apply;

otherwise, theT TR timer shall be started (unless it is alreadynning) and thefirst which become
applicable of the following actions shall be taken:

1
2)
3)

if a CR TPDU is unacknowledged, then the transport entity shall retransmit it;
if a DR TPDU is unacknowledged, then the transport entity shall retransmit it;

otherwise, the transport entity shall carry out the data resynchronization procedures (6.14.4.3).

6.14.4.2 Passive resynchronization procedures

The transport entity shall not seady TPDUsuntil aTPDU has been received. The transport entity shall start its TWR
timer if it has not already been startllie to aprevious N-DISCONNECT or N-RESERdication). If thetimer runs

out prior to the receipt of a valid TPDU whicbmmences resynchronizati¢ire. CR or DR or ED or RJ TPDU), the
transport connection is considered as released and the reference is frozen (see 6.18).

When avalid TPDU is receivedhe transport entity shall stop its TWiner and carry out one of the following
appropriate actions, depending on the TPDU:

a)

b)

if it is a DR TPDU, then the transport entity shall send a DC TPDU;

if it is a repeated CR TPDU (see Note 1) the transport entity cdrajlout the appropriate actidrom

the following:

1) ifa CC TPDU has already been sent, and acknowledged: treat as a protocol error;

2) if the responder wants to release the transport connection or refuse the CR TPDU: (re)transmit the
DR TPDU, setting the source reference to zero;

3) ifthe T-CONNECT response has not yet been received from the user: take no action;

4) otherwise: (re)transmit the CC TPDU, followed by retransmissionargf unacknowledged

ED TPDU (see Note 2and retransmission of the unacknowledged DT TPDUSs, subject to any
applicable flow control procedures.
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NOTES

1 Arepeated CRPDU can beidentified by being on a network connection with the appropriate network
addresses and having a correct source reference.

2 The transport entity should not use network expedited until theRILJ is acknowledged (s&e5). This
rule prevents the network expedited from overtaking the CC TPDU.

c) ifitisan RJ or ED TPDU, then one of the following actions shall be taken:
1) ifa DR TPDU is unacknowledged, then the transport entity shall retransmit it;

2) if a CC TPDU is unacknowledged, the RJ or ED TPDU shall be considered as acknowledging the
CC TPDU, and the transport entity shall carry out the data resynchronization procedures (6.14.4.3);

3) otherwise, the transport entity shall carry out the data resynchronization procedures (6.14.4.3).

6.14.4.3 Data resynchronization procedures

The transport entity shall carry out the following actions in the following order:
a) (re)transmit any ED TPDU which is unacknowledged.
b) transmit an RJ TPDU with YR-TU-NR field set to the TPDU-NR of the next expected DT TPDU,;

c) wait for the next TPDUfrom the other transport entity, unless an RJ or DR TPDUdf@ady been
received; if a DR TPDU is receivetie transport entity shall send a DC TPOdéezethe reference,
inform the TS-user of the disconnectiandtake no further action [i.e. it shall not follalve procedures
in 6.14.4.3 d)]. If an RJ TPDU is received, the procedure of 6.14.4.3 d) shall be followed. If an ED TPDU
is receivedthe procedures as described@Gril shall befollowed. If it is a duplicated ED-TPDU the
transport entity shall acknowledge it with an EA TPDU, discard the duplicated ED &RdWaitagain
for the next TPDU;

d) (re)transmit any DT TPDUs which are unacknowledged, subject to any applicable flow control procedures
(see the Note).

NOTE — The RJ TPDU may have reduced the credit.

6.15  Multiplexing and demultiplexing when operating over CONS

6.15.1 Purpose

The multiplexingand demultiplexing procedurese used in classes 2a8d 4 to allowseveral transport connections to
share a network connection at the same time.

6.15.2 TPDUs and parameters used

The procedure uses the following TPDUs and parameters:
CC, DR, DC, DT, AK, ED, EA, RJ, and ER TPDUs
— DST-REF.

6.15.3 Procedure
The transport entities shall be able to sandreceive onthe same networlkconnection TPDUs belonging to different
transport connections.

NOTES

1  When performing demultiplexing, thgansportconnection to which the TPDUs apply is determined by the
procedures defined in 6.9.

2 Multiplexing allowsthe concatenation of TPDUlonging to differentransportconnections to be transferred in the
same N-DATA primitive (see 6.4).

6.16  Explicit flow control

6.16.1 Purpose

The explicit flow control procedure issed in classes 2,a81d 4 to regulate thitow of DT TPDUs independently of the
flow control in the other layers.
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6.16.2 TPDUs and parameters used

The procedure uses the following TPDUs and parameters:
a) CR,CC, AKand RJTPDUs
- CDT,;
by DT TPDU
— TPDU-NR;
—  ROA;
c) AKTPDU
—  YR-TU-NR;
—  subsequence number;
— flow control confirmation;
— selective acknowledgement parameters;
d) RJTPDU
—  YR-TU-NR.

6.16.3 Procedure

The procedures differ in different classes. They are defined in the clauses specifying the separate classes.

6.17 Checksum

6.17.1 Purpose

The checksum procedure is used to detect corruption of TPDUs by the NS-provider.

NOTE - Although a checksum algorithimas to be adapted to tihype of errors expected on the network connection, at
present, only one algorithm is defined.

6.17.2 TPDUs and parameters used

The procedure uses the following TPDUs and parameters:
All TPDUs

—  checksum.

6.17.3 Procedure

The checksum shall be usedly in class 4. It shathlways beusedfor the CR TPDU, and shall be uséat all other
TPDUs unless the non-use of the checksum was selected during connection establishment.

The sending transport entity shall transmit TPDUs withctiecksum parameter smich that the followingormulae are
satisfied:

L
> @ = 0 (modulo255)

i=1

L
iaj = 0 (modulo255)
i=1

where
i is the number (i.e. position) of an octet within the TPDU (see 13.2);
a, s the value of octet in positian
L is the length of TPDU in octets.
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A transport entity whichieceives a TPDU for a transport connectionvibich the use of the checksum has been agreed
and which does not satisfy the above formulae shall discard the TPDU (see also Note 2).

When a spurious TPDU is received and an answer has to be sent, the transport entity shall

a) if it supports the checksum algorittand thereceived TPDU contains a checksum parametelude a
checksum parameter in the answering TPDU; or

b) in all other cases, not include a checksum parameter in the answering TPDU.

An entity not supporting the checksumay always suppos¢hat a CR TPDU with class groposed is correct and
therefore negotiate down to a class lower than 4.

NOTES
1  An efficient algorithm for determining the checksum parameters is given in Annex B.

2 If the checksum is incorrect, it is impossible to know with certainty to winatsportconnection theTPDU is
related; further action may be required dependent on the type of network service in use (see 6.9.1 for CONS and 6.9.2 for CLNS).

3 The checksum proposed is easy to calcw@atksowill not impose deavyburden onmplementations. However, it
will not detect insertion or loss of leading or trailing zeros and will not detect some octets misordering.

4 WhenCONS isused and &PDU is received on aetwork connection, it is impossible to know with certaithigit
only class 4 transport connections use this network connection as it may be a TPDU performing reassignment.

Consequently, the only way to check the validity is as follows:

a) if the network connection is used by a class O or class 1 transport connection, there is no checksum;
b) examine the TPDU code;

c) deduce the fixed part length;

d) from LI, deduce the variable part;

e) go through parameters and if the checksum parameter is found, then verify it;

f) ifitis incorrect, then assume that transport connection is class 4 and drop it;

g) ifitis correct, then associate th®DU with atransportconnection; if theransportconnectioruses the checksum, it
is correct; otherwise, it shall be considered as a protocol error.

6.18 Frozen references

6.18.1 Purpose

This procedure shall be used in ordeptevent re-use of a reference while TPDUs associaiitdthe old use of the
reference may still exist.

6.18.2 Procedure

When a transport entity determines that a particular connection is released filatalthe reference which it has
allocated to the connection infizen state according the procedures of the class. While frozen, the reference shall
not be re-used.

NOTE - The frozen reference procedure is necessary because retransmission or misamieduge TPDUs bearing a
reference to arrive at an entity afteh#dsreleased the connection for which it allocated the reference. Retransmission, for example,
can arise when the class includes either resynchronization (see 6.14) or retransmission on time-out (see 6.19).

6.18.2.1 Procedure for classes 0 and 2

This Recommendation does not specify frozen reference procedures for classes 0 and 2.
NOTE - For consistency with other classes, references may be frozen as a local matter.

6.18.2.2 Procedure for classes 1 and 3

The frozen reference procedure is used except in the following cases (see Note 1):
a) when the transport entity receives a DC TPDU in response to a DR TPDU which it has sent (see Note 2);

b) when the transport entity sends a DR or ER TPDU in response to a CR TPDU whicheitdiasd
(see Note 3);

c) when the transport entity has considered the connection to be reddmsdde expiration of the TWR
timer (see Note 4);
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d) when the transport entity receives a DR or ER TPDU in response to a CR TPDU which it has sent;

e) when the reference is zero.

The period of time for which the reference remains frozen shall be greater than the TWR time.
NOTES
1  However, even in these cases, for consistency freezing the reference may be done as a local decision.
2 When the DC TPDU is received it is certain that the other transport entity considers the connection released.

3 When the DR or ERPDU issent the peer transpattity has notbeen informed ofny reference assignment and
thus cannot possibly make use of a reference (this includes the case where a CC TPDU was sent, but was lost).

4 In c) the transport entity has already effectively frozen the reference for an adequate period.

6.18.2.3 Procedure for class 4

The frozen reference procedure shallused in class 4. The periddr which the reference remairiozen shall be
greater thaih. (see 12.2.1.1.6).

6.19 Retransmission on time-out
6.19.1 Purpose
The procedure is used in class 4 to cope with unsignalled loss of TPDUs by the NS provider.

6.19.2 TPDUs used

The procedure uses the following TPDUs:

CR, CC, DR, DT, ED, AK TPDUs.

6.19.3 Procedure

The procedure is specified in the procedures for class 4 [see 12.2.1.2 i) and 12.2.1.3 g)].

6.20 Resequencing

6.20.1 Purpose

The resequencing procedure is used in class 4 to cope with misordering of TPDUs by the network service provider.

6.20.2 TPDUs and parameters used

The procedure uses the following TPDUs and parameters:

a) DTTPDU
—  TPDU-NR;
b) ED TPDU
—  ED TPDU-NR.

6.20.3 Procedure

The procedure is specified in the procedures for class 4 (see 12.2.3.5).

6.21 Inactivity control

6.21.1 Purpose

The inactivity control procedure is used in class 4dpewith unsignalled termination of a network connection when
using CONS and the failure of a remote transport entity when using CONS or CLNS.

Recommendation X.224  (11/93) 37



6.21.2 Procedure

The procedure is specified in the procedures for class 4 (see 12.2.3.3).

6.22  Treatment of protocol errors
6.22.1 Treatment of protocol errors when operating over CONS

6.22.1.1 Purpose

The procedure for treatment of protocol errors is used in all classes to deal with invalid TPDUs.

6.22.1.2 TPDUs and parameters used

The procedure uses the following TPDUs and parameters:
a) ERTPDU
— reject cause;
— invalid TPDU;
b) DR TPDU

— reason code.

6.22.1.3 Procedure

A transport entity thateceives a TPDUWhat can be associated to a transport conneatidnis invalid or constitutes a
protocol error (se8.2.16 and 3.2.17) shalike one of the following actions so as not to jeoparaigeother transport
connections not assigned to that network connection:

a) transmitan ER TPDU;
b) reset or close the network connection; or

c) invoke the release procedures appropriate to the class.
Under certain circumstances it is also possible to discard the TPDU.

If an ER TPDU is sent in class 0 it shall contain the octets of the invalid TPDUamgl tecluding thedctet where the
error was detected (see Notes 3, 4 and 5).

If the TPDU cannot be associated with a particular transport connection the transport entitfiehalhe procedures
in 6.9.
NOTES

1 In general, no further action specified forthe receiver ofthe ERTPDU but it isrecommended that it initiates the
release procedure appropriate to the class. If th@BBRU hasbeenreceived as aanswer to a CR'PDU then theconnection is
regarded as released (see 6.6).

2 Care should be taken by a transport entity receiving several invalid TPDUs or ER TPDUs to avoid |dopiegair
is generated repeatedly.

3 If the invalid received TPDU igreaterthan theselected maximum TPDU size-inclusion time invalid TPDU
parameter of the ER TPDU may not be possible.

4 1t is recommended that the sender of the BMOU starts anoptional timer TS2 to ensure the release of the
connection. If the timer expires, tinsportentity shall initiate the release procedures appropriate to the class. The timer should be
stopped when a DR TPDU or an N-DISCONNECT indication is received.

5 In classes other than 0, it is recommended that the invalid TPDU be also included in the ER TPDU.
6.22.2 Treatment of protocol errors when operating over CLNS

6.22.2.1 Purpose

The procedure for treatment of protocol errors is used to deal with invalid TPDUs.
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6.22.2.2 TPDUs and parameters used

The procedure uses the following TPDUs and parameters:
a) ERTPDU
— reject cause;
— invalid TPDU;
b) DR TPDU

- reason.

6.22.2.3 Procedure

Invalid TPDUs and protocol errors shall be ignored (no action and TPDU discarded, or responded to with an ER TPDU),
except forthe following case: a CC TPDU isceived inwhich the class field does nspecify class 4nd apreviously
sent CR TPDU has not yet been acknowledged. In this case, the transport connection shall be terminated (see 6.7).

NOTE — It is recommended th#tie sender of the ERPDU starts anoptional timer TS2 to ensure the release of the

connection. If the timer expires, th@nsportentity shall initiate the release procedure appropriate to class 4. The timer should be
stopped when a DR TPDU is received.

6.23  Splitting and recombining when operating over CONS

6.23.1 Purpose

This procedure is useashly in class 4 to allow a transport connectionmakeuse of multiple network connections to
provide additional resilience against network failure, to increase throughput, or for other reasons.

6.23.2 Procedure

When this procedure is being used, a transport connatégnbeassigned (se6.1) to multiple network connections
(see Note 1). TPDUs for the connection may be sent over any such network connection.

If the use of class 4 is not accepted by thmote transport entity followinthe negotiation rules, then no network
connection except that over which the CR TPDU was sent may have the transport connection assigned to it.

NOTES
1  The resequencing function of class 4 (see 6.20) is used to ensure that TPDUs are processed in the correct sequence.

2  Either transporéntity may assign the connection to further network connections of which it is the ovamsrtiate
during the life of the transport connection, provided the following constraints are respected:

— the initiator does not start splitting before having received the CC TPDU,

— as soon as a new assignment is carried out it is recommensgedd@TPDU onthis network connection in
order to make the remote entity aware of this assignment.

3 A transportentity performing splitting should ensutteat TPDUs are sent at intervals on each supporting network
connection, for example, by sending successive TPDUs on successive network connectiortheveletref network connections is
used cyclically.

When splitting is used thimactivity control procedure defined in 223.3will not normally detect unsignalled network
connection failure. Any method of monitoring network connections to detect such failure is a local matter.

7 Protocol classes

Table 6 gives an overview @fhich elements of procedure are included in each class. In certain cases, the elements of
procedure within differentlasses are not identicahd, for this reason;Table 6 cannot be considered as part of the
definitive specification of the protocol.
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TABLE 6/X.224

Allocation of elements of procedures within classes

Not applicable

service
NOTES

m Negotiable procedure whose implementation in equipment is mandatory
o] Negotiable procedure whose implementation in equipment is optional
ao  Negotiable procedure whose implementation in equipment is optional and where use depends of availability within th

1 Not applicable in class 2 when non-use of explicit flow control is selected.

2
3 This function is provided in class 4 using procedures other than those used in the cross-reference.
4 This option is not applicable in class 1, when the confirmation of receipt variant has been selected.

Protocol mechanism Cross- Variant or 0 1 2 4 4
reference Option CONS | CLNS
Assignment to network connection6.1.1 X X X X
TPDU transfer 6.2 X X X X
Segmenting and reassembling 6.3 X X X X
Concatenation and separation 6.4 X X X X
Connection establishment 6.5 X X X X
Connection refusal 6.6 X X X X
Normal release 6.7 Implicit X
Explicit X X X X
Error release 6.8 X
Association of TPDUs with
transport connection 6.9 X X X X
TPDU numbering 6.10 Normal X m (Note 1) m m
Extended o (Note 1) o] o]
Expedited data transfer 6.11 Network Normal m x (Note 1) X X
Network ao
Expedited
Reassignment after failure 6.12 X (Note 3)
Retention and acknowledgement|d.13 Confirmation of ao
TPDUs receipt
AK m X
Use of selective
acknowledgement
Use of request o (Note 4) o] o]
acknowledgement
Resynchronization 6.14 X (Note 3)
Multiplexing and demultiplexing | 6.15 x(Note 2) X
Explicit flow control (with) 6.16 m X X
Explicit flow control (without) X X o]
Checksum (use of) 6.17 m m
Checksum (non-use of) X X X o] o]
Frozen references 6.18 X X X
Retransmission on time-out 6.19 X X
Resequencing 6.20 X X
Inactivity control 6.21 X X
Treatment of protocol errors 6.22 X X X X X
Splitting and recombining 6.23 X
X Procedure always included in class

Multiplexing may lead to degradation of the quality of service if the non-use of explicit flow control has been selected.

e network
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8 Specification for class 0: Simple class

8.1 Functions of class 0

Class 0 is designed tave minimum functionality. It provides ontiie functions needefibr connection establishment
with negotiation, data transfer with segmenting and protocol error reporting.

Class 0 provides transport connectiamish flow control based onthe networkservice provided flow control, and

disconnection based on the network service disconnection.

8.2 Procedures for class 0

8.2.1  Procedures applicable at all times
The transport entities shall use the following procedures:
a) TPDU transfer (see 6.2);
b) association of TPDUs with transport connections (see 6.9);
c) treatment of protocol errors (see 6.22);
d) error release (see 6.8).

8.2.2 Connection establishment

The transport entities shall use the following procedures:
a) assignment to network connection (see 6.1.1); then

b) connection establishment (see 6.5) and, if appropriate, connection refusal (see 6.6);

subject to the following constraints:

1) the CR and CAPDUs shall contain nparameter fields irthe variable part othe header other than
those for TSAP-ID, maximum TPDU size, and preferred maximum TPDU size;

2) the CR and CC TPDUs shall not contain a data field.
8.2.3  Data transfer

The transport entities shall use the segmenting and reassembling procedure (see 6.3).

8.2.4 Release

The transport entities shall use the implicit variant of the normal release procedure (see 6.7.1.4).

NOTE — The lifetime of the transport connection is directly correlated with the lifetime of the network connection.

9 Specification for class 1: Basic error recovery class

9.1 Functions of class 1

Class 1 provides transport connectiavith flow control based orthe networkservice provided flow control, error
recovery, expeditedata transfer, disconnection, aaldo the ability to support consecutive transport connections on a
network connection.

This class provides the functionality of class O plus the ability to recover after a §&goatled by the Networkervice,
without involving the TS-user.
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9.2 Procedures for class 1

9.2.1  Procedures applicable at all times

The transport entities shall use the following procedures:
a) TPDU transfer (see 6.2);
b) association of TPDU with transport connections (see 6.9);
c) treatment of protocol errors (see 6.22);
d) reassignment after failure (see 6.12);

e) resynchronization (se®14), orreassignment after failure (s€el2) together with resynchronization
(seeb.14);

f) concatenation and separation (see 6.4);

g) retention andcknowledgement of TPDUs (séel3); thevariant used, AK or confirmation of receipt,
shall be as selected during connection establishment (see the notes);

h) frozen references (see 6.18).
NOTES

1  The negotiation of the variant of retentiand acknowledgement of TPDUs procedure tousedover the
transportconnectionhasbeen designed sudhat if theinitiator proposes the use of the AK variant (i.e. the mandatory
implementation option), the respondexs toaccept use of this optiaand ifthe initiator proposes use of thenfirmation
of receipt variant the responder is entitled to select use of the AK variant.

2  The AK variant makes use of AK TPDUs to releaspies of retained DT TPDUs. The Cphrameter of
AK TPDUs in class 1 is not significant, and is set to 1111.

3 The confirmation of receipt variant is restricted to this clsdits use depends on ttevailability of the
network layer receipt confirmation service, and the expected cost reduction.

9.2.2 Connection establishment

The transport entities shall use the following procedures:
a) assignment to network connection (see 6.1.1); then

b) connection establishment (see 6.5) and, if appropriate, connection refusal (see 6.6).
9.2.3  Data transfer

9.2.3.1 General
The sending transport entity shall use the following procedures:
a) segmenting (see 6.3); then
b) the normal format variant of DT TPDU numbering (see 6.10).
The receiving transport entity shall use the following procedures:
1) the normal format variant of DT TPDU numbering (see 6.10); then

2) reassembling (see 6.3).

NOTE — The decision to issue &hRESETrequest in order téorce the remote entity to carry out the resynchronization
(see 6.14) may be made on a local basis.

9.2.3.2 Expedited data

The transport entities shall use either the network normal data or the network expedited variants of the expedited data
transfer procedure (see 6.11) if their use has been selected during connection establishment (see Note 1).

The sending transport entity shall not allocate the same EDTPDU-NR to successive ED TPDUs (see Notes 2 and 3).

When acknowledging an EDPDU by sending an EA TPDU the transport entity shall put intoYtReEDTU-NR
parameter of the EA TPDU the value received in the ED-TPDU-NR parameter of the ED TPDU.
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NOTES

1  The negotiation of the variant of expeditiata transfeprocedure to be usexverthe transportonnectiorhasbeen
designed such that if the initiator proposes the use of the network riatashriant (i.e. the mandatory implementation option), the
responder has to accept use of this option and if the initiator proposes use of the network expedited variant, the responder is entitled to
select use of the network normal data variant.

2 This numbering enables threceiving transportentity to discard repeated ED TPDUs when resynchronization
(see 6.14) has taken place.

3 No other significance is attached to the ED-TPDU-NR parameter. It is recommended, but not essential, that the values
used be consecutive modulo 128.

4  The use of RJ TPDUs during resynchronization &4) carlead to retransmission. Thus, tteeeipt of a duplicate
ED TPDU is possible. Such an ED TPDU is discarded.

9.2.4 Release

The transport entities shall use the explicit variant of the release procedure (see 6.7.1.5).

10 Specification for class 2: Multiplexing class

10.1 Functions of class 2

Class 2 provides transport connectiovith or without individualflow control; no error detection or errogcovery is
provided.

If the network connection resets or disconnects, the transport connection is terminated without the transport release
procedure and the TS-user is informed.

When explicit flow control is used, a credit mechanism is defined allothimgeceiver to infornthe sender of thexact
amount of data he is willing to receive and that the expedited data transfer is available.

10.2 Procedures for class 2

10.2.1 Procedures applicable at all times
The transport entities shall use the following procedures
a) association of TPDUs with transport connection (see 6.9);
b) TPDU transfer (see 6.2);
c) treatment of protocol errors (see 6.22.1);
d) concatenation and separation (see 6.4);
e) error release (see 6.8).
Additionally the transport entities may use the following procedures:

f)  multiplexing and demultiplexing (see 6.15).

10.2.2 Connection establishment
The transport entities may use the following procedures:

a) assignment to network connection (see 6.1.1); then

b) connection establishment (see 6.5) and, if applicable, connection refusal (see 6.6).
10.2.3 Data transfer when non-use of explicit flow control has been selected

If this option has been selected as a result of the connection establishment, the transport entities shall use the segmenting
procedure (see 6.3).

The TPDU-NR field of DT TPDUs is not significant and may take any value.
NOTE — Expedited data transfer is not applicable (see 6.5).
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10.2.4 Data transfer when use of explicit flow control has been selected

10.2.4.1 General

The sending transport entity shall use the following procedures:
a) segmenting (see 6.3); then

b) DT TPDU numbering (see 6.10).

The receiving transport entity shall use the following procedures:

1) DT TPDU numbering (see 6.10); if a DT TPDU is receiwdich is out of sequence it shall be treated as
a protocol error; then

2) reassembling (see 6.3).

The variant of the DT TPDU numbering which is used by both transport entities shall be that which was agreed at
connection establishment.

10.2.4.2 Flow control

The transport entities shall send an initial credit (whidy bezero) in theCDT field of the CR or CC TPDU. This
credit represents the initial value of the upper window edge allocated to the peer entity.

The transport entity thaeceivesghe CR or the CC TPDU shall consider its lower window edge as aedoitsupper
window edge as the value of the CDT field in the received TPDU.

In order to authorize the transmission of DT TPDUSs, by its peer, a transportreagityansmit an AK TPDU at any
time, subject to the following constraints:

a) theYR-TU-NR parameteshall be atmost one greatethan theTPDU-NR field of the lastreceived
DT TPDU or shall be zero if no DT TPDU has been received;

b) if an AK TPDU haspreviously beersent thevalue ofthe YR-TU-NR parameteshall not be lower than
that in the previously sent AK TPDU;

c) thesum ofthe YR-TU-NR andCDT fields shall not be leghan the upper window edge allocated to the
remote entity (see Note 1).

A transport entity whichieceives an AK TPDUhall consider th& R-TU-NR field asits new lower window edge, and
the sum of YR-TU-NRand CDT as its new upper window edge. If either of thieaee beemeduced or if the lower
window edge hadecome morehan onegreaterthan theTPDU-NR ofthe last transmitted DT TPDU, this shall be
treated as a protocol error (see 6.22.1).
A transport entity shall not send a DT TPDU with a TPDU-NR outside of the transmit window (see Notes 2 and 3).
NOTES
1  This means that credit reduction is not applicable.

2 This means that a transpemtity is required to stop sending if ti®DU-NR field ofthe next DTTPDU which
would be sent would be the uppeindow edge. Sending of DT TPDU may tesumed if an AKTPDU is received whicincreases
the upper window edge.

3 The rate at which &ansportentity progresses thepperwindow edge allocated to its peer entity constrains the
throughput attainable on the transport connection.

10.2.4.3 Expedited data
The transport entities shall follothe network normal data variant of the expedited data transfer procedudelifh if
its use has been agreed during connection establishmenan8EA TPDUs are not subject to tHow control

procedures inl0.2.4.2. The ED-TPDU-NRand YR-ETDU-NR fields of EDand EA TPDUs respectively are not
significant and may take any value.

10.2.5 Release

The transport entities shall use the explicit variant of the release procedure in 6.7.1.
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11 Specification for class 3: Error recovery and multiplexing class

11.1 Functions of class 3

Class 3 providethe functionality of class 2 (with use of explifibw control) plusthe ability torecover after a failure
signalled by the Network Layer without involving the TS-user.

The mechanisms used to achieve this functionality also allow the implementation of more flexible flow control.

11.2 Procedures for class 3

11.2.1 Procedures applicable at all times

The transport entities shall use the following procedures:
a) association of TPDUs with transport connections (see 6.9);
b) TPDU transfer (see 6.2) and retention and acknowledgement of TPDUs (AK variant only) (see 6.13);
c) treatment of protocol errors (see 6.22.1);
d) concatenation and separation (see 6.4);
e) reassignment after failure (see 6.12), together with resynchronization (see 6.14);

f)  frozen references (see 6.18).

Additionally, the transport entities may use the following procedure:

g) multiplexing and demultiplexing (see 6.15).

11.2.2 Connection establishment

The transport entities shall use the following procedures:
a) assignment to network connections (see 6.1.1); then

b) connection establishment (see 6.5) and, if appropriate, connection refusal (see 6.6).
11.2.3 Data transfer

11.2.3.1 General

The sending transport entity shall use the following procedures:
a) segmenting (see 6.3); then

b) DT TPDU numbering (see 6.10); after receipt of an RJ TPDU (see 11.2.3.2) the next DT TPDU to be sent
may have a value which is not the previous value of TPDU-NR plus one.

The receiving transport entity shall use the following procedures:

1) DT TPDU numbering (se6.10); theTPDU-NR field of each received DT TPDU shall be treated as a
protocol error if it exceedshe greatestalue received in a previous DT TPDU by mtran one (see the
Note); then

2) Reassembling (see 6.3); duplicated TPDUs shall be eliminated before reassembling is performed.

NOTE — Theuse of RJ TPDUs (sekl.2.3.2) carlead to retransmissioand reduction of credit. Thus theeceipt of a
DT TPDU which is a duplicate, or which is greater than or equal to the upper window edge allocated to the peer entity, is possible and
is therefore not treated as a protocol error.

11.2.3.2 Use of an RJ TPDU

A transport entitymay send an RJ TPDU ainy time in order to invite retransmission or to redilee upper window
edge allocated to the peer entity (see Note 1).
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When an RJ TPDU is sent, the following constraints shall be respected:

a) theYR-TU-NR parameteshall be aimost one greatdhan the greatesalue received in a previous DT
TPDU, or shall be zero if no DT TPDU has yet been received (see Note 2);

b) if an AK or RJ TPDU has been semeviouslythe YR-TU-NR parameteshall not be lower than that in
the AK or RJ TPDU sent previously.

When a transport entity receives an RJ TPDU (see Note 3):

c) the next DT TPDU to be transmitted, or retransmitted, shall béathahich thevalue ofthe TPDU-NR
parameter is equal to the value of the YR-TU-NR parameter of the RJ TPDU;

d) thesum ofthe values ofthe YR-TU-NR and CDT parameters dhe RJ TPDUbecomeshe new upper
window edge (see Note 4).

NOTES

1 An RJ TPDUcan also be sent gart of theresynchronization (se@ 14) andreassignment after failure (séel2)
procedures.

2 It is recommended that théR-TU-NR parameter be equal to tHEPDU-NR parameter of the nex¢xpected
DT TPDU.

3 These rules are a subset of thepecified forthe case when an RIPDU is receivedduring resynchronization
(see 6.14) and reassignment after failure (see 6.12).

4  This means that an RIPDU can be used to reduce the uppéndow edge allocated tthe peer entity (credit
reduction).

11.2.3.3 Flow control

The procedures shall be as defined in 10.2.4.2, except that

a) a credit reductiomaylead to the reception of a DT TPDU withT®DU-NR parameter whose value is
not, but wouldhave been lesthan the upper window edge allocated to témote entity prior to the
credit reduction. This shall not be treated as a protocol error;

b) receipt of an AK TPDU which sets the lower window edggethan onegreaterthan theTPDU-NR of
the last transmitted DT TPDU shall not be treated asotocol error, providedhat all acknowledged
DT TPDUs have been previously transmitted (see Notes 1 and 2).

NOTES

1  This can only occur during retransmission following receipt of an RJ TPDU.

2 The transport entity may either continue retransmission as before or retramigniitose DT TPDUs, not
acknowledged by the AK TPDU. In either case, copies of the acknowledged DT TPDUs need not be retained.

11.2.3.4 Expedited data

The transport entities shall follothe network normal data variant of the expedited data transfer procedudelifh if
its use has been agreed during connection establishment.

The sending transport entity shall not allocate the same ED-TPDU-NR to successive ED TPDUs.

The receiving transport entity shall transmit an EA TPBith the same value irits YR-EDTU-NR parametenf, and
only if, this number is differentrom that of the ED TPDUWerceived previously, shall it generatel & XPEDITED
DATA indication to convey the data to the TS-user (see Note 2).

NOTES

1  No other significance is attached to the ED-TPDU-NR parameter. It is recommientadtessential that thealues
be consecutive moduld' 2where n is the number of bits of the parameter.

2 This procedure ensures that the TS-user does not receive data corresponding to the same ED TPDU more than once.

11.2.4 Release

The transport entities shall use the explicit variant of the release procedure in 6.7.1.
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12 Specification for class 4: Error detection and recovery class

12.1 Functions of class 4

12.1.1 Functions of class 4 when operating over CONS

Class 4 provideshe functionality of class 3, plus the ability to detaad recover fromlost, duplicated, or out of
sequence TPDUs without involving the TS-user.

This detection of errors is made by extended usth@fDT TPDU numbering of class @nd class 3, by time-out
mechanisms, and by additional procedures.

Class 4 detects signalled and unsignalled network failures (i.e. resets or disconimetsivity) and recoversfrom
these failures by using time-out mechanisms.

This class detec@ndrecovers from damagelPDUs by using a checksum mechanism. The checkseananism shall
be available but its use or its non-use is subject to negotiation.

This class also provides additional resilience against network faihdencreased throughpcapability by allowing a
transport connection to make use of multiple network connections.

12.1.2 Functions of class 4 when operating over CLNS

Class 4 provides flow control between peer transport entitiescapability to detecand recover fromerrors which
occur as a result of a low grade service available from the network service pemddesiliencérom failure of thepeer
entity — the kind of errors to be detected include: TPDU loss, TB&Wery out of sequence, TPDU duplication and
TPDU corruption — these errors may affect control TPDUs as well as data TPDUs.

The detection of errors is made by use of TPDU numbering on DT, AKareDEA TPDUSs, byime-out mechanisms
and additional procedures such as the use dfemksum mechanism. The usetloé checksummechanism shall be
available but its use or its non-use is subject to negotiation.

12.2 Procedures for class 4
12.2.1 Procedures available at all times

12.2.1.1 Timers used at all times
This subclause defines timers that apply at all times in class 4. These timers are listed in Table 7.

This Recommendation does not define specific valoethe timersand the derivations described in this subclause are
not mandatory. The valuehould be chosen so that the required qualitgeofice can be provided, givéime known
characteristics of the network.

Timers that apply only to specific procedures are defined under the appropriate procedure.

12.2.1.1.1  NSDU lifetime Mg, MgL)

The NetworkLayer is assumed to provide, as an aspeits afrade of servicdor abound on themaximum lifetime of
NSDUs in the network. Thisalue may bedifferent in each direction of transfer through a network between two
transport entities. The value®r both directions of transfer, are assumed to be known by the transport entities. The
maximumNSDU lifetime local-to-remoteM, g) is themaximum timewhich may elapse between the transmission of an
NSDU from the local transport entity to the netwaakd receipt of anycopy ofthe NSDUfrom the network at the
remote transport entity. ThmaximumNSDU lifetime remote-to-localMg)) is the maximum timewhich may elapse
between the transmission of an NSEm the remote transport entity tthe network andeceipt of anycopy of the
NSDU from the network at the local transport entity.
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TABLE 7/X.224

Time parameters related to the operation of class 4

Symbol Name Definition
Mir NSDU lifetime local-to- A time bound for the maximurtime which may elapse betwetre transmission of an
remote NDSU by a locakransportentity and the receipt ofany copy of it by a remote pee
entity.
MgL NSDU lifetime remote-to- A time bound for the maximurtime which may elapse betwetre transmission of an
local NSDU from a remote transport entity and the receiptnyfcopy of it bythelocal peer
entity.

E r Expected maximum transit | A time boundfor the maximum delay suffered lajl but asmall proportion oNSDUs

delay local-to-remote transferred from the local transport entity to a remote peer entity.

ErL Expected maximum transit | A time boundfor the maximum delay suffered lajl but asmall proportion oNSDUs

delay remote-to-local transferred from a remote peer entity to the local transport entity.

AL Local acknowledgement time A tinundfor the maximuntime whichcan elapse between the receipt GiRDU
by the local transportentity from the network layerand the transmission of th
corresponding acknowledgement.

AR Remote acknowledgement | As A, but for the remote entity.

time

Tl Local retransmission time A timéound for the maximumtime the local transport entity will wait for
acknowledgement before retransmitting a TPDU.

R Persistence time A time bound for the maximtimme the local transportentity will continue to transmi
a TPDU that requires acknowledgement.

N Maximum number of A time boundfor the maximurmumber of times which thiecal transportentity will

transmissions continue to transmit a TPDU that requires acknowledgement.

L Time bound on references | A time boundfor the maximumtime betweerthe transmission of aPDU and the

and sequence numbers receipt of any acknowledgement relating to it.

I Local inactivity time A lowerboundfor thetime after whichthe local transportentity will, if it does not
receive a TPDU, initiat¢he release procedure to terminate titsportconnection.
(See Note)

Ir Remote inactivity time A loweboundfor thetime after whichthe remote transposntity will, if it does not
receive a TPDU, initiat¢he release procedure to terminate ttsportconnection.
(See Note)

W Window time A timeboundfor the maximuntime atransportentity will wait before retransmitting

=

1%

up-to-date window information.

NOTE - This parameter is required for protection against unsignalled failures.

12.2.1.1.2

Expected maximum transit delay E, g, ErL)

The NetworkLayer is assumed to provide, as an aspeisajrade of service, an expectedximumtransit delay for

NSDUs in the network. Thisalue may bedifferent in each direction of transfer through a network between two
transport entities. The value®r both directions of transfer, are assumed to be known by the transport entities. The

expected maximurniransit delaylocal-to-remote E, g) is themaximum delay suffered bgll but a small proportion of
NSDUs transferred through the netwdrkm the local transport entity to themote transport entity. The expected
maximumtransit delayremote-to-local Eg) is the maximum delay suffered bgll but a small proportion of NSDUs
transferred through the network from the remote transport entity to the local transport entity.
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12.2.1.1.3 Acknowledgement time fAg, A.)

Any transport entity is assumed to providdaundfor the maximum timewhich can elapse between its receipt of a
TPDU from the NetworkLayerand its transmission of the correspondiagponse. This value is referred toAas The
corresponding time given by the remote transport entity is referreddg as

12.2.1.1.4 Local retransmission time {T1)

The local transport entity is assumed to maintain a bound otintleeit will wait for an acknowledgement before
retransmitting the TPDU. Its value is given by

Tl=ERr+ ErL + AR * X

where
E| R is the expected maximum transit delay local-to-remote;
Eg_ is the expected maximum transit delay remote-to-local;
Ar is the remote acknowledgement time;

X s the local processing time for a TPDU.

NOTE — During connection establishmehe value of Az is not known. In this case a suitable bodad T1 may be
established either by estimating (or having a priori knowledgé8r by applying a suitable algorithm to ttransportconnection
establishment delay QOS parameter.

12.2.1.1.5 Persistence timeR)

The local transport entity is assumed to provid®andfor the maximum time fomwhich it may continue to retransmit a
TPDU requiringpositive acknowledgemerind which is not outside the current transmit windewen after credit
reduction. This value is referred toRs

The value is clearly related the time elapsed between retransmissibh, and themaximum number ofransmissions,

N. It is not less tham1 (N - 1) + x, wherex is a small quantity to allow for additional internal delays, the granularity of
the mechanisnmused toimplementT1, etc. Becaus® is a bound, the exagtlue ofx is unimportant as long as it is
bounded and the value of a bound is known.

12.2.1.1.6  Time bound of references and sequence numberls)(

A bound for the maximum timebetween the decision to transmit a TPRbd thereceipt of any acknowledgement
relating to it (L) is given by:

L =MpRr+ Mg+ R+ AR

where
M r isthe NSDU lifetime local-to-remote;
MgL is the NSDU lifetime remote-to-local;
R is the persistence time;

Ar is the remote acknowledgement time.

It is necessary to wafor a period of time beforeeusingany reference or sequence number in order to avoid confusion
when a TPDU referring to it is duplicated or delayed.

The period of time during which the sequence numbers for DT TPDUs should be frozen is the, psteidthgfrom the
time when the sequence number has fallen below the lower window edge.
NOTES

1 In practice, thevalue ofL may be too large. It may also be only a statistical figure at a certain confideate
A smaller value may therefore be used where this still allows the required quality of service to be provided.

2 The relationships between times discussed above are illustrated in Figures 3 and 4.
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12.2.1.1.7 Inactivity timer (I, IR)

Any transport entity is assumed to provide a lower bound for the time which can elapse without receipt of a TPDU before
it will initiate the release procedure to terminate the transport connection.vadlhis is referred to a§. The
corresponding time given by the remote transport entity is referredgo as
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FIGURE 3/X.224
Interrelationship of times for the average case in class 4
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FIGURE 4/X.224
Interrelationshp of times for maximum delay in class 4

12.2.1.2 General procedures when operating over CONS
The transport entity shall use the following procedures:
a) TPDU transfer (see 6.2);
b) association of TPDUs with transport connections (see 6.9.1);
c) treatment of protocol errors (see 6.22.1);
d) checksum (see 6.17);
e) splitting and recombining (see 6.23);

f)  multiplexing and demultiplexing (see 6.15);
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9)
h)

)

retention and acknowledgement of TPDUs (see 6.13);
frozen references (see 6.18);

retransmission procedures; when a transport entity $@mwe outstanding TPDUs that require
acknowledgement, it will check that nbl interval elapses without tharrival of a TPDU that
acknowledges at least one of the outstanding TPDUs. tinttee expiresthe first TPDU is retransmitted

and the timer is restarted except if the TPDU to be retransmitted is a DT TPDU and is outside the transmit
window due to credit reduction. Retransmission afRDU is subject to thavailability of a network
connection. If no network connection is availabded the retransmissiotimer runs out, then the
retransmission countenay beincremented without sending the TPDU subject to the retransmission
procedure. AfterN transmissions (i.eN-1 retransmissions) it is assumed that useWwb-way
communication is no longer possible and the release procedure is used, and the TS-user is informed,;

NOTES
1  This procedure may be implemented by different means. For example:

a) one interval is associated with each TPDUthE timer expires the associatd®DU will be
retransmitted and the tim&d will be restarted for all subsequent TPDUS; or

b) one interval is associated with each transport connection:
1) if the transport entity transmits a TPDU requiring acknowledgement, it startsTtimer

2) if the transportentity receives a TPDU that acknowledges onette TPDUs to be
acknowledged, it restartsner T1 unless theeceived TPDU is an AK which explicitly closes
the transmit window;

3) if the transport entity receives a TPDU that acknowledges the last TPDU to be acknowledged, it
stops timeiT 1.

For a decision whether the retransmission tim&ris maintained on a pefPDU or on aper transport
connection basis, throughput considerations have to be taken into account.

2  For DT TPDUs it is a local choice to retransmit either only the first DT TPDU or all TPDUs waiting for an
acknowledgement up to the upper window edge.

3 Itis recommended that aftBirtransmissions, the transport entity waiis+ W+ Mg, in order to provide a
higher possibility ofreceiving an acknowledgement befemrtering the releagghase For other TPDU types which
may be retransmitted, it is recommended that &fterlansmissions the transpamtity waitsT1 + Mg, in order to
provide a greater possibility of receiving the expected reply.

4 If use of selective acknowledgeméntsbeen negotiated, selective acknowledgement implicitly identifies
DT TPDUs notreceived. Sincsuch a DTTPDU could be a lost DT TPDU, or simply a delayed DT TPDU, it is a
local matter whether DT TPDUs not acknowledged inselective acknowledgemershould be retransmitted
immediately.

concatenation and separation (see 6.4).

12.2.1.3 General procedures when operating over CLNS

The transport entity shall use the following procedures:

a)
b)
c)
d)
e)
)
9)

TPDU transfer (see 6.2);

association of TPDUs with transport connections (see 6.9.1);
treatment of protocol errors (see 6.22.2);

checksum (see 6.17);

retention and acknowledgment of TPDUs (see 6.13);

frozen references (see 6.18);

retransmission procedures; when a transport entity dwmse outstanding TPDUs that require
acknowledgment, it will check that n®1 interval elapses without tharrival of a TPDU that
acknowledges at least one of the outstanding TPDUs.

If the timer expires, except the TPDU to be retransmitted is a DT TPRbd it is outside th&ansmit
window due to credit reduction, thi'st TPDU is retransmittecand thetimer is restarted. After

N transmissions (i.e\ — 1 retransmissions) it is assumed that useful two-way communication is no longer
possible and the release procedure is used, and the TS-user is informed;
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h)

NOTES
1  This procedure may be implemented by different means. For example:

a) one interval is associated with each TPDUthE timer expires the associatd®DU will be
transmitted and the timarl will be restarted for all subsequent TPDUS; or

b) one interval is associated with each transport connection:
1) if the transport entity transmits a TPDU requiring acknowledgment, it startsTimer

2) if the transportentity receives a TPDU that acknowledges onette TPDUs to be
acknowledged, it restartsner T1 unless theeceived TPDU is an AK which explicitly closes
the transmit window;

3) if the transport entity receives a TPDU that acknowledges the last TPDU to be acknowledged, it
stops timeiT 1.

For a decision whether the retransmission tim#ris maintained on a pefPDU or on aper transport
connection basis, throughput considerations have to be taken into account.

2 For DT TPDUs it is a local choice to retransmit either only the first DT TPDU or all TPDUs waiting for an
acknowledgment up to the upper window edge.

3 Itis recommended that aftirtransmissions, the transpentity waitsT1+ W+ Mg_to provide a higher
possibility for receiving amcknowledgment before entering the relgaisase For other TPDU types which may be
retransmitted, it is recommended that aftetransmissions the transpamtity waitsT1+ Mg, to provide a higher
possibility of receiving the expected reply.

4 If use of selective acknowledgeméntsbeen negotiated, selective acknowledgement implicitly identifies
DT TPDUs notreceived. Sincsuch a DTTPDU could be a lost DT TPDU, or simply a delayed DT TPDU, it is a
local matter whether DT TPDUs not acknowledged inselective acknowledgemershould be retransmitted
immediately.

concatenation and separation (see 6.4).

12.2.2 Procedures for connection establishment

12.2.2.1 Timers used in connection establishment

There are no timers specific to connection establishment.

12.2.2.2 General procedures when operating over CONS

The transport entities shall use the following procedures:

52

a)

b)

assignment to network connection (see 6.1.1);
When a network connection to which the transport connection is assigned is released (NDISind received):

1) if a CC TPDU is awaited the initiator shakrform anew assignment according to Q@8d the
retransmission procedure (i.e. not sending the CR TPDU for mor&thiit);

2) if there is at least one other network connection to which the transport connection is assigned both
initiator andacceptomay either perform anew assignment or continue operation using one of the
remaining network connections;

3) if the transport connection becomes unassigneddbeptomay eitherperform anew assignment or
wait (there is no risk of deadlock as eitfidror I will be running); the initiator shaperform a new
assignment (except in the closing state);

connection establishment (sée) and ifappropriate connection refusal (sé€) together with the
additional procedures:

1) a connection is not considered established until stecessful completion of a 3-way TPDU
exchange. The sender of a CR TPDU shall respond to the corresponding CC Tirirdeyately
sending a DT, ED, DR, or AK TPDU;

2) as a result of duplication or transmission, a CR TRy bereceived specifying a source reference
which isalready in usavith the sending transport entity. If theceiving transport entity is in the
data transfer phase, having completied 3-way TPDU exchange procedure, omiaiting for the
T-CONNECT responsi&om the TS-user, the receiving transport entity shall discard such a TPDU.
Otherwise a CC TPDU shall be transmitted,;

3) as a result of duplication or retransmission, a CC TRBDAY bereceived specifying a paired
reference which is already in use. The receiving transport entity shall only acknowledge the duplicate
CC TPDU according to the procedure in 12.2.2.2.b)1);
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4) a CC TPDU may be received specifying a reference which is in the frozen state. The response to such
a TPDU shall be a DR TPDU;

5) the retransmission procedures (see 12.2.1.2) are used for both the CR TPDU and CC TPDU.

NOTE - After receiving a CR TPDU, it is recommendkedt the transporentity enforce a time limitpon the transport
service user so that late acceptance of the transport connection will not cause a delayed CC TPDU to be sent.

12.2.2.3 General procedures when operating over CLNS

The transport entity shall use the procedure of connection establishme6tysaad ifappropriate connection refusal
(see 6.6) together with the additional procedures:

1) a connection is not considered established until shecessful completion of a three-way TPDU
exchange. The sender of a CR TPDU shall respond to the corresponding CC THDhduiately
sending a DT, ED, DR or AK TPDU,;

2) as a result of duplication or retransmission, a CR Thf2ly bereceived specifying a source reference
which isalready in usevith the sending transport entity. If theceiving transport entity is in the data
transfer phase, having completéite three-way TPDU exchange procedure, or is waitfog the
T-CONNECT responsérom the TS-user, the receiving transport entity shall discard such a TPDU.
Otherwise a CC TPDU shall be transmitted,;

3) as a result of duplication or retransmission, a CC ThRa2ly bereceived specifying a paired reference
which isalready in use. The receiving transport entity shall only acknowldgdgduplicate COPDU
according to the procedure in 12.2.2.3.1);

4) a CC TPDUmay bereceived specifying a referenadnich is in thefrozen state. The responsestach a
TPDU shall be a DR TPDU,;

5) the retransmission procedures (see 12.2.1.3) are used for both the CR TPDU and CC TPDU.

NOTE - After receiving a CR TPDU, it is recommendkedt the transporentity enforce a time limitpon the transport
service user so that late acceptance of the transport connection will not cause a delayed CC TPDU to be sent.

12.2.3 Procedures for data transfer
12.2.3.1 Timers used in data transfer

12.2.3.1.1  Timers used in data transfer when operating over CONS

The data transfer procedures use one additional timer:
—  Window timer (V)

A transport entity maintains a timer interval to enstinat there is a bound on tmeaximum interval
between window updates.

NOTE — A suitableupper boundralue forW s such thatV < Igr — E g. It is recommended that thelue forW be

sufficiently lessthan (g — E_g) such that thénactivity control procedure in 12.2.3c&n be operateldaving regard to the
possibility of TPDU loss.

12.2.3.1.2 Timers used in data transfer when operating over CLNS

The data transfer procedures use one additional timer:
—  Window timer (V)

A transport entity maintains a timer interval to enstin& there is a bound on tmeaximum interval
between window updates.

NOTE — A suitableupper bandsalue forWis such thatW < Ig - E| g. It is recommended that th@lue forW be

sufficiently lessthan (g — E_g) such that thénactivity control procedure in 12.2.3c&n be operateldaving regard to the
possibility of TPDU loss.

Recommendation X.224  (11/93) 53



12.2.3.2 General procedures for data transfer

The transport entities shall use the following procedures:
a) inactivity control (see 6.21);
b) expedited data (see 6.11);

c) explicit flow control (see 6.16).

The sending transport entity shall use the following procedures in the following order:
1) segmenting (see 6.3);
2) DT TPDU numbering (see 6.10).

The receiving transport entity shall use the following procedures in the following order:
— DT TPDU numbering (see 6.10);
— resequencing (see 6.20);

— reassembling (see 6.3).

12.2.3.3 Inactivity control

If the interval of the inactivity timer | expires without receipsofmneTPDU, the transport entity shall initiate the release
procedures. To prevent expirationtbe remote transport entity's inactivity timethen no data is being sent, the local
transport entity must send AK TPDUs at suitable intervals in the absence of data, having regapidioattility of
TPDU loss. The window synchronization procedures (see 12.2.3.8) ensure that this requirement is met.

NOTE - It is likely thatthe release procedure initiatelde to the expiration of thimactivity timer will fail, as such
expiration indicates probable failure of the supporting network connection or of the remote transport entity.

12.2.3.4 Expedited data

12.2.3.4.1 Expedited data when operating over CONS

The transport entities shall follow the network normal data variant of the expedited data transfer procedifiels {3ee
if the use of the transport expedited service option has been agreed during connection establishment.

The ED TPDU shall have a TPDU-NR which is allocated from a separate sequence space from that of the DT TPDUs.

A transport entity shall allocate the sequence number z¢he 8D TPDU-NR ofthe first ED TPDU which it transmits
for a transportonnection. For subsequent ED TPDUs sent ors#ineetransport connection, the transport entity shall
allocate a sequence number one greater than the previous one.

Modulo 27 arithmetic shall be used when nornf@imats have been selectadd modulo 23! arithmetic shall be used
when extended formats have been selected.

The receiving transport entity shall transmit an EA TREith the samesequence number in ¥R-EDTU-NR field. If
this number is one greatdran in thepreviously received in-sequence ED TPObk receiving transport entity shall
transfer the data in the ED TPDU to the TS-user.

If a transport entity does nakceive an EA TPDU in acknowledgement to an ED TPDWshiall follow the
retransmission procedures (see Note and 12.2.1.2).

The sender of an ED TPDU shall not seardy new DT TPDU createdrom a T-DATA request subsequent to the
T-EXPEDITED DATA request, until it receives the EA TPDU.

NOTE - This procedurensures that ED TPDUs adelivered tothe TS-user in sequenesd thatthe TS-user does not
receivedatacorresponding to the same HIPDU morethanonce. Also itguarantees the arrival of the EI’PDU beforeany data
subsequently sent by the TS user.

12.2.3.4.2 Expedited data when operating over CLNS

The transport entities shall follothe expedited data transfer procedure6.irl.2, if the use of thigansport expedited
data service option has been agreed during connection establishment.

The ED TPDU shall have a TPDU-NR which is allocated from a separate sequence space from that of the DT TPDUs.
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A transport entity shall allocate the sequence number zéhe 8D TPDU-NR ofthe first ED TPDU which it transmits
for a transportonnection. For subsequent ED TPDUs sent orsénestransport connection, the transport entity shall
allocate a sequence number one greater than the previous one.

Modulo 27 arithmetic shall be used when nornf@imats have been selectadd modulo 23! arithmetic shall be used
when extended formats have been selected.

The receiving transport entity shall transmit an EA TRREith the samesequence number in i¥R-EDTU-NR field. If
this number is one greatdran in thepreviously received in-sequence ED TPObk receiving transport entity shall
transfer the data in the ED TPDU to the TS-user.

If a transport entity does ncgceive an EA TPDU in acknowledgment to an ED TPD&hdll followthe retransmission
procedures (see Note and 12.2.1.3).

The sender of an ED TPDU shall not seardy new DT TPDU createdrom a T-DATA request subsequent to the
T-EXPEDITED DATA request, until it receives the EA TPDU.

NOTE - This procedurensures that ED TPDUs adelivered tothe TS-user in sequenesd thatthe TS-user does not
receivedatacorresponding to the same HIPDU morethanonce. Also itguarantees the arrival of the EII’PDU beforeany data
subsequently sent by the TS user.

12.2.3.5 Resequencing

The receiving transport entity shall deliver all DT TPDUs to the TS-user in the order specified by the saguéece
field.

DT TPDUs received out-of-sequence kithin the transmit window shall not be delivered to & useruntil all in-
sequence TPDUs have been received. DT TPDUs received out-of-segnenoatside the transmit window shall be
discarded butnay result in transmission of an AK TPDU witlp-to-date window information (se¥2.2.3.8). If the
selective acknowledgement option has been agreed to at connection establishment, DT THi2Ms Hesn selectively
acknowledged shall be retained by the receiving transport emtitlydelivered to the TS-usefhey shall be retained
even if the selectively acknowledged DT TPDUs later fall outste transmit window due to a subsequent credit
reduction.

NOTE - It is recommended th#te transporentity sending the AKTPDU maintains a bound on the numbertiaies a
DT TPDU is selectively acknowledged in order to reduce the processing at the transport entity receiving the AK TPDU.

Duplicate TPDUs can be detected because the sequence maatbbeshat of previously received TPDUSequence
numbers shall not be reustmt the period Lafter theirprevious use. Otherwise, a new, valid TPDU could be confused
with a duplicated TPDU which had previously been received and acknowledged.

Duplicated DT TPDUs shall be acknowledged, since the duplicated TiRBJJbethe result of a retransmission
resulting from the loss of an AK TPDU.

The data contained in a duplicated DT TPDU shall be discarded.

12.2.3.6 Explicit flow control

The transport entities shall send an initial credit (whidy take thevalue 0) inthe CDT field of the CR TPDU or
CC TPDU. This credit represents the initial value of the upper window edge of the peer entity.

The transport entity whicleceivesthe CR TPDU or CC TPDU shall consider its lower window edgeeasand its
upper window edge as the value in the CDT field in the received TPDU.

In order to authorize the transmission of DT TPDUs by its peer, a transport entity may transmit an AK TPDU at any time.

The sequence number of an AK TPDU shall not exceed the sequence number of the next expected DT TPDU, i.e. it shall
not be greater than the highest sequence number of a received DT TPDU, plus one.

A transport entitymay send a duplicate AK TPDU containing tsamesequence number, CDBnd subsequence
number field at any time.

A transport entity may increase or decrease the upper window edge at any time.
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A transport entity which receives an AK TPDU shall consider the value of the YR-TU-NR field as its new lower window
edge if it is greatethanany previously received in a YR-TU-NR fieldnd thesum of YR-TU-NRandCDT as its new

upper window edge subject to the proceddoessequencing AK TPDUs (sek2.2.3.8). Atransport entity shall not
transmit or retransmit a DT TPDU with a sequence number outside the transmit window.

12.2.3.7 Sequencing of received AK TPDUs

To allow a receiving transport entity to properly sequence a series of AK TB@AUall contain thesamesequence
numberandthereby usehe correciCDT value, AK TPDUsmay contain a subsequence parameter.tRerpurpose of
determining the correct sequence of AK TPDUSs, the absence of the subsqupranceteshall be equivalent to the
value of the parameter set to zero.

An AK TPDU is defined to be in sequence if
a) the sequence number is greater than any previously received AK TPDU, or

b) the sequence number is equal to the highesynpreviously received AK TPDWnd the subsequence
parameter is greatéhan inany previously received AK TPDU havirthe same value for YR-TU-NR
field, or

c) the sequence numband subsequengarameter are boigual to the highest iany previously received
AK TPDU and the credit field igreaterthan or equal to that iany previously received AK TPDU
having the same YR-TU-NR field.

When the receiving transport entity recognizes an out-of-sequence AK TPDU it shall discard it.
12.2.3.8 Procedures for transmission of AK TPDUs

12.2.3.8.1  Transmission of AK TPDUs

An in-sequence DT TPDU shall be acknowledgeithin time A_, by the transmission of an AK TPDU whose
YR-TU-NR parameter is set to at ledbe sequence number of tiheceived DT TPDU plus one. the selective
acknowledgement option has been agreed to at connection establishment, out of sequence DmayFdds be
acknowledged within tim@, . The YR-TU-NR parameter shall be set to one greater than the highest sequence number of
an in-sequence DT TPDU and the selective acknowledgement parameter will be appropriately set.

An AK TPDU shall be transmitted containing up-to-date window information if

a) aDT TPDU is received whose sequence number is lower than the lower window edge, buhgreater
equal to the lower window edge minus the maximum credit v@taegiven fothis transport connection,
or

b) a DT TPDU is received whose sequence numbabadsethe current upper window edge, but following
credit reduction is within the upper window edge which has been granted and then withdrawn.

NOTE 1 — A simpler implementation maend an AKTPDU upon reception of any DTTPDU outsidethe transmit
window.

NOTE 2 — The procedure a) is required so that loss of an AK TPDU is correctly recovenetienethe sender of the
DT TPDU retransmits it following non-receipt of an acknowledgement.

NOTE 3 — The procedure b) is requirdde to thepossibility of loss of the AKTPDU indicatingthe uppemwindow edge
reduction, which could otherwise cause incorrect termination of the transport connection.

NOTE 4 — Wherever proceduresar)d b)areinvokedandselective acknowledgemeaption is beingused, theselective
acknowledgement parameters, if required, of the AK TPDU will be appropriately set.

A transport entity shall not allow an inter\&ito pass without the transmission of an AK TPDU. If the transport entity is
not using the procedure following setti@PT to zero (sed2.2.3.8.3) or reduction of theépper window edge (see
12.2.3.8.4), andoes nohave to acknowledge receipt of any DT TPDkkn it shallachievethis by retransmission of
the most recent AK TPDU, with up-to-date window information.

NOTE 5 — The use of the procedures definetiar2.3.8.3 and 12.2.3.8.4adstional forany transport entityThe protocol
operates correctly either with or without these procedures which are defined to enhance the efficiency of its operation.
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12.2.3.8.2  Sequence control for transmission of AK TPDUs

To allow the receiving transport entity psocess AK TPDUs irthe correct sequence, as described 2r2.3.7, the
subsequence parametdrall be included following reduction of CDT. If tvalue ofthe subsequence number to be
transmitted is zero, then the parameter should be omitted.

The value othe subsequengmarameter, ifused, shall beero (either explicitly or by absence tbie parameter) if the
sequence number is greater than the parameter in previous AK TPDUSs, sent by the transport entity.

If the sequence number is the same as the previous AK TPDU sent and the CDT field is equal to thayjreébe=CDT
field in the previous AK TPDU sent then the subsequence parameter, if used, shall be equal to thedviotisty sent
AK TPDU.

If the sequence number is thame ashe previous AK TPDU senand theCDT field is lesghan thevalue ofthe CDT
field in theprevious AK TPDU senthen the subsequenparameter, itised, shall be one greatean thevalue in the
previous AK TPDU.

NOTE - If a transport entity never reduces credit, then it does not need to use the subsequence number.

12.2.3.8.3 Retransmission of AK TPDUs after CDT set to zero

Due to the possibility of loss of AK TPDUs, the upper window edgeeeaseived bythe transport entity transmitting an
AK TPDU may differ from that perceived bythe intended recipient. Tavoid the possibility of extra delay, the
retransmission procedure (sE22.1.2 and 12.2.1.3) can fadlowed for an AK TPDU, if it openshe transmit window
which has previously been closed by sending an AK TPDU with CDT field set to zero.

The retransmission procedure, if used, terminates and the procedure in 12.2.3.8.1 is used when

a) an AK TPDU is received containiriige flow control confirmation parameter, whose lowgndow edge
andyour subsequence fields aegual to the sequence numlaerd subsequenceumber in the retained
AK TPDU and whose credit field is not zero;

b) an AK TPDU is transmitted with a sequence number hitirear that in the retained AK TPDU, due to
reception of a DT TPDU whose sequence number is equal to the lower window edge;

c) N transmissions of the retained AK TPDU have taken place. In this case the transport entity shall continue
to transmit the AK TPDU at an interval bf

An AK TPDU which is subject to the retransmission procedure shall not contaifiotihecontrol confirmation
parameter. If it is required to transrttiis parameter concurrently, auditional AK TPDU shall be transmitted having
the same values in the sequence, subsequence (if applicable) and credit fields.

12.2.3.8.4 Retransmission procedures following reduction of the upper window edge

This subclause specifigse procedurdor retransmission of AK TPDUs after a transport enti#g reduced the upper
window edge (se&2.2.3.6).This procedure is usathtil thelower window edge exceeds the highesltie ofthe upper
window edgeevertransmitted (i.e. thealue existing athe time of credit reduction, unless a higher value is retained
from a previous credit reduction).

The retransmission procedure should be followed for any AK TPDU which increases the upper window edge, unless it is
known that the remote transport entity has an open window. This is known if

— a flow control confirmation(FCC) parameter has been received corresponding to an AK TPDU
transmitted following the most recent credit reduction, and;

— this FCCparameter conveys an uppeindow edge value (i.¢he sum ofthe lower window edge and
credit fields) which is greater than the lower window edge of the transmitted AK TPDU.
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This retransmission procedure for any particular AK TPDU shall terminate when

a) an AK TPDU is received containirtige flow control confirmation parameter, whose lowgndow edge
and your subsequence fields are equal to the lower windowaediggubsequencrimber in the retained
AK TPDU; or

b) N transmissions of the retained AK TPDU have taken place. In this case the transport entity shall continue
to transmit the AK TPDU at an interval i

An AK TPDU which is subject to the retransmission procedure shall not contaifiotthecontrol confirmation
parameter. If it is required to transrttiis parameter concurrently, auditional AK TPDU shall be transmitted having
the same values in the sequence, subsequence (if applicable) and credit fields.

NOTE - Retransmission of AK TPDUs is normalipt necessary, excepollowing explicit closing ofthe window
(i.e. transmission of an AKPDU with CDTfield set to zero). Iflata areavailable for transmissiothe retransmission procedure for
DT TPDUswill ensure that an ARPDU is receivedyranting further credit where this @&vailable; following crediteduction, this
may no longer be so, because retransmission may be inhibitbe loyedit reduction. The rules described in this clavséd extra
delay.

The rules for determining whetherapplythe retransmission procedure to an AK TPl beexpressed alternatively
as follows. Let

LWE = Lower window edge
UWE = Upperwindow edge
KUWE = Lower bound on upper window edge held by remote transport entity.

The retransmission procedure is to be applied whenever:

(UWE > LWE) and (KUWE = LWE)

i.e. when the window is opened and it is not known definitely that the remote transport entity is aware of this.
KUWE is maintained as follows:

When credit is reducedKUWE is set to LWE. Subsequently, it is increased only upon receipt of a valid flow control
confirmation (i.e. one which matches the retained lower window edge and subsequence). In this case KUWE is set to the
implied upper window edge of tHfeow control confirmation,i.e. thesum of its lower window edgand your credit

fields. By using this method, it can be ensured that KUWdways lesshan or equal to the actual upper windesige

used by the transmitter of DT TPDUs.

12.2.3.9 Use of flow control confirmation parameter

An AK TPDU containing a flow control confirmation parameteay betransmitted at any time. The lowaindow
edge, your subsequenaadyour credit fieldsshall be set to theame values athe corresponding fields in theost
recently received in-sequence AK TPDU.

An AK TPDU containing a flow control confirmation parameter should be transmitted whenever

a) a duplicate AK TPDU is receivedjth thevalue of YR-TU-NR, CDTand subsequence fields equal to
the most recently received isequence AK TPDU, but not itself containing fleev control confirmation
parameter;

b) an AK TPDU is received which increases the upper window edge but not the lower window edge, and the
upper window edge was formerly equal to the lower window edge; or

c) an AK TPDU is received which increases the upper window edge but not the lower window edge, and the
lower window edge is lower than the higheatue ofthe upper window edgeceivedand subsequently
reduced (i.e. following credit reduction).

12.2.4 Procedures for release

12.2.4.1 Timers used for release

There are no timers used only for release.
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12.2.4.2 General procedures for release

The transport entity shall use the explicit variant of normal release (see 6.7).

Although the retransmission procedure atgaply tothe DR TPDU in the release phase, the transport entity may
however considethat the transport connection has been released if it woultebessary to open a new network

connection in order to retransmit the DR TPDU.

13 Structure and encoding of TPDUs

13.1  Validity

Table 8 specifies those TPDUs which are valid for each class and the code for each TPDU.

TABLE 8/X.224

TPDU codes
Validity within classes See sub-
0 1 2 3 4 clause Code
CR Connection request X X X X X 13.2 1110 xxxx
CC Connection confirm X X X X X 134 1101 xxxx
DR Disconnect request X X X X X 13.E 1000 0000
DC Disconnect confirm X X X X 13.€ 1100 0000
DT Data X X X X X 13.7 1111 000y
ED Expedited data X NF X X 13.€ 0001 0000
AK Data acknowledgement NRC NF X X 13.¢ 0110 zzzz
EA Expedited data acknowledgement X NF X X 13.10 0010 0000
RJ Reject X X 13.11 0101 zzzz
ER TPDU error X X X X X 13.12 0111 0000
Not available (see the Note) - 0000 0000
- 0011 0000
- 1001 xxxx
- 1010 xxxx

xxxx (bits 4to 1) Used to signal the CDT (set to 0000 in classes O to 1).
zzzz (bits 4to 1) Used to signal CDT in classes 2, 3, 4 set to 1111 in class 1.
y (bit 1) Used to signaROA if the request acknowledgement proceduas been agreed at connection establishn

(classes 1, 3, 4 only). This bit shall be set to 0 if the request acknowledgement procedure has not been
NF Not available when the non-explicit flow control option is selected.
NRC Not available when the receipt confirmation option is selected.

NOTE — These codes are already in use in related protocols defined by standards organizations other than ITU-T and ISC
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13.2 Structure

All the transportprotocol dataunits (TPDUSs) shall contain an integraimber of octets. The octets in a TPDU are
numbered startinfrom 1 and increasing in the ordéney are put into an NDSU. The bits in an octet are numbered
from 1 to 8 where bit 1 is the lowest order bit.
When consecutive octets are used to represent a binary number, the lower octet number has the most significant value.
NOTES
1  The numbering of bits within an octet is a convention local to this Recommendation.

2  The use of the terms “high ordeghd “low order” is common tahis Recommendatioand to adjacent layer
standards.

3 The use of the above conventions does not affect the order of bit transmission on a serial communications link.

4 As described in6.2.3, both transporentities respect these béind octet ordering conventionghus allowing
communication to take place.

5 Inthis clause the encoding of TPDUs is represented in the following form:
a) octets are shown with the lowest numbered octet to the left; higher numbered octets being further to the right;
b)  within an octet, bits are shown with bit 8 to the left and bit 1 to the right.

TPDUs shall contain, in the following order:

a) the header, comprising
1) the length indicator (LI) field;
2) the fixed part;
3) the variable part, if present;

b) the data field, if present.

The structure is illustrated below:

Octets
1 2 3 4 ... n n+l1 ... p p+1 .. end

LI Fixed part Variable part Data field

e - Header - ———————————— — -

13.2.1 Length indicator field

The field is contained in the first octet of the TPDUs. The length is indicated by a binary nwittb@nmaximum value
of 254 (1111 1110)The length indicated shall be the header length in octets inclp@iragneters, but excluding the
length indicator field and user data, if any. The value 255 (1111 1111) is reserved for possible extensions.

If the length indicated exceeds or is equal to the size of the NS-user data which is present, this is a protocol error.
13.2.2 Fixed part

13.2.2.1 General

The fixed part contains frequently occurring parameters including the code of the TPDU. Thatehtté structure of
the fixed part are defined by the TPDU cadel in certaircases by therotocol classand theformats inuse (normal or
extended). If any of the parameters of the fixed lpave an invalid value, or the fixed part cannot be containedhin
the header (as defined by LlI), this is a protocol error.

NOTE - In generalthe TPDU code definethe fixed part unambiguouslyHowever, differentvariants may exist for the
same TPDU code (see normal and extended formats).
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13.2.2.2 TPDU code

This field contains the TPDU codmd is contained inctet 2 of the header. It is used to define the structure of the
remaining header. This field is a full octet except in the following cases:

1110 xxxx  Connection request
1101 xxxx  Connection confirm
1111 000y Data

0101 xxxx  Reject

0110 xxxx  Data acknowledgement
where
xxxx (bits 4 to 1) is used to signal the CDT.

y (bit 1) is used to signal ROA if the request acknowledgement has been agreed at connection establishment
(class 1, 3, 4 only). This bit shall be set to 0 if the request acknowledgement procedure has not been agreed.

Only those codes defined in 13.1 are valid.

13.2.3 Variable part

The variable part isised to define less frequently uggatameters. Ithe variable part is present, shall contain one or
more parameters.

NOTE 1 — Thenumber of parameters that may be contained irvéin@blepart isindicated by the length of theriable
part which is LI minus the length of the fixed part.

Each parameter contained within the variable part is structured as follows:

Octets Bits 8 7 6 5 4 3 2 1
n+1 Parameter code
n+2 Parameter length indication

(for example m)

n+3
n+2+m

Parameter value

The parameter code field is coded in binary.

NOTE 2 — Without extensions, it provides a maximoomber of255 different parameterddowever, asnoted below,
bits 8 and 7cannot takeevery possible value, sthe practical maximum number of different parameters is less. Paratoeter
11111111 is reserved for possible extensions of the parameter code.

The parameter length indication indicates the length, in octets, of the parameter value field.

NOTE 3 — The length is indicated bykénary number, m, with a theoretical maximumlue of 255. The practical
maximum value of m is lower. For example,tive case of a single parameter contained within the vaneblgetwo octets are
required for the parameter code and the parameter length indication itself. Thus, the value of m is R#8e€otolarger fixedoarts
of the header and for each succeeding parameter, the maximum value of m decreases.

The parameter value field contains the value of the parameter identified in the parameter code field.
No parameter code uses bits 8 and 7 with the value 00.

The parameters defined in the variable part may be in any order. If any parameter is duplicated then the last value shall be
used. Aparametenot defined in thilRecommendation shall be treated as a protocol ermmyirreceived TPDU except

a CR TPDU; in a CR TPDU it shall be ignored. A call&®AP-ID parameter in a CC TPDWith a length indicator set

to zero shall be treated as havitg “nil selector value” (se8.5.2 of CCITT Rec. X.650 |ISO/IEC7498-3). If the
responding transport entity selects a classaoich aparameter othe CR TPDU is not defined, ihay ignore this
parameter, except if it is the class and option parametdre @iternativeprotocol class parametesich shallalways be
interpreted. A parameter defined in this  Recommendation but having an invalid
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value shall be treated as a protocol error in any received TPDU except a CR TPDU. In a CR TPDU it shall be treated as a
protocol error if it is either the class and option parameter or the alternative class parameter; bits 8 to 7, and bits 6 to 1, if
not meaningfufor the class proposed, of the additional optipasameteshall be ignored; otherwise it shall be either
ignored or treated as a protocol error.

13.2.3.1 Checksum parameter (class 4 only)

All TPDU typesmay contain a 16-bit checksum parametethieir variable part. This parametshall be present in a
CR TPDU and shall be present in all other TPDUs except when the non-use of checksum option is selected.

Parameter code: 1100 0011
Parameter length: 2
Parameter value: Result of checksum algorithm; this algorithm is specified in 6.17.

13.2.4 Data field

This field contains transparent user data. Restrictions on its size are noted for each TPDU.

13.3  Connection request (CR) TPDU
The length of the CR TPDU shall not exceed 128 octets.

13.3.1 Structure

The structure of the CR TPDU shall be as follows:

1 2 3 4 5 6 7 8 p p+1 end
| | |
L CR CDT DST-REF SRC-REF CLASS Variable User
1110 XxxX 0000 0000 0000 0000 | OPTION part data
| |
13.3.2 LI
See 13.2.1.

13.3.3 Fixed part (octets 2 to 7)

The structure of this part shall contain:
a) CR: Connection request code: 1110. Bits 8 to 5 of octet 2;

b) CDT: Initial credit allocation (set to 0000 in classes 0 and 1 when specified as preferred class). Bits 4 to 1
of octet 2;

c) DST-REF: Set to zero;

d) SRC-REF: Reference selected by the transport entity initiating the CR TPDU to identify the requested
transport connection;

e) CLASS andOPTION: Bits 8 to 5 of octet 7 define the preferred transpootocol class to be operated
over the requested transport connection. When operatigg CONS, this field shaltake one of the
following values:

0000 Class 0
0001 Class 1
0010 Class 2
0011 Class 3
0100 Class 4
When operating over CLNS, this field shall take the value 0100 to indicate class 4.
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The CR TPDU contains the first choice of class in the fixed part. Semotidsubsequerthoices are listed in the
variable part if required.

Bits 4 to 1 of octet 7 define options to be used on the requested transport connection as follows:

Bit Option
4 =0 Always
3 =0 Always
2 =0 Use of normal formats in all classes
=1 Use of extended formats in classes 2, 3, and 4
1 =0 Use of explicit flow control in class 2
=1 No use of explicit flow control in class 2

Bits related to options particular to a class are not meaningful if that classpsoposedand may therefore take any
value.

NOTES

1  The connection establishment procedure G&gdoes not permit @iven CR TPDU torequest use of transport
expedited data transfer service (additional option parameter) and not use of explicit flow control in class 2)(bit 1

2  Bits4to 1 are always zero in class 0 and have no meaning.

13.3.4 Variable part (octets 8 to p)

The following parameters are permitted in the variable part:
a) Transport Service Access Point Identifier (TSAP-ID)

Parameter code: 1100 0001 for the identifier of the calling TSAP
1100 0010 for the identifier of the called TSAP

Parameter length:  not defined in this Recommendation

Parameter value: identifier of the calling or called TSAP respectively.

If a TSAP-ID is given in the request it may be returned in the confirmation.
b) TPDU size

This parameter defines the proposed maximum TPDU size (in octets including the header) tmberused
the requested transport connection. The coding of this parameter is

Parameter code: 1100 0000

Parameter length: 1 octet

Parameter value:

0000 1101 892 octets (not allowed in class 0)
0000 1100 4996 octets (not allowed in class 0)
0000 1011 D48 octets

0000 1010 D24 octets

0000 1001 512 octets

0000 1000 256 octets

0000 0111 128 octets

Default value: 0000 0111 (128 octets).
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c) Preferred maximum TPDU size

This parameter defines the proposed maximum TPDU size (in octets including the header) tookerused
the requested transport connection.

The coding of this parameter is:
Parameter Code: 1111 0000
Parameter length: upto 4

Parameter value: a binary value. The binary value inditheasiaximum TPDUsize, expressed as a
multiple of 128 octets [se®.5.4 k) and 6.5.%)]. This binary value shall be greater
than or equal to 1.

d) Version number(not used if class 0 is the preferred class)

Parameter code: 1100 0100

Parameter length: 1 octet

Parameter value field: 0000 0001

Default value: 0000 0001 (not used in class 0).

e) Protection parametergnot used is class 0 is the preferred class)
This parameter is user defined.
Parameter code: 1100 0101
Parameter length:  user defined
Parameter value: user defined.
f)  Checksunfused only if class 4 is the preferred class) (see 13.2.3.1)

This parameteshall always be present in a CR TPDehuesting class 4ven ifthe checksum selection
parameter is used to request non-use of the checksum facility.

g) Additional option selectiofnot used if class 0 is the preferred class)
This parameter defines the selection to be made as to whether or not additional options are to be used.
Parameter code: 1100 0110
Parameter length: 1
Parameter value:

Bit Option

6 =1 Use of request acknowledgement in class 1, 3, 4
=0 Non-use of request acknowledgement in classes 1, 3, 4

5 =1 Use of selective acknowledgement in class 4
=0 Non-use of selective acknowledgement in class 4

4 =1 Use of network expedited in class 1
=0 Non-use of network expedited in class 1
3 =1 Use of receipt confirmation in class 1
=0 Use of explicit AK variant in class 1
2 =0 16-bit checksum defined in 6.17 shall be used in class 4
=1 16-bit checksum defined in 6.17 shall not be used in class 4
1 Use of transport expedited data transfer service

or

Non-use of transport expedited data transfer service

Default value: 0000 0001.
Bits 8 and 7 shall be set to zero when sending the TPDU and ignored upon receipt.

Bits related to options particular to a class are not meaningful if that class jsoposedand may
therefore take any value.

64 Recommendation X.224  (11/93)



h)

K)

Alternative protocol class(eghot used if class 0 is the preferred class or when operating over CLNS)
Parameter code: 1100 0111
Parameter length: n

Parameter value: Encoded as a sequence of single octets; each encoded as for octet 7 but with bits 4 to
1 set to zero (i.e. no alternative option selections permitted).

Acknowledgement tin{esed only if class 4 is the preferred class)

This parameteconveysthe maximum acknowledgement tinfg to theremote transport entity. It is an
indication only, and is not subject to negotiation (see 12.2.1.1.3).

Parameter code: 1000 0101
Parameter length: 2

Parameter value: n, a binary number whene is themaximum acknowledgement time, expressed in
milliseconds.

Throughput(not used if class 0 is the preferred class)
Parameter code: 1000 1001

Parameter length: 12 or 24

Parameter value:

1st 12 octets: maximum throughput, as follows:

first 3 octets: target value, calling-called user direction;

second 3 octets: minimum acceptable, calling-called user direction;

third 3 octets: target value, called-calling user direction;

fourth 3 octets: minimum acceptable, called-calling user direction.
2nd 12 octets (optional): average throughput, as follows:

—  fifth 3 octets: target value, calling-called user direction;

— sixth 3 octets: minimum acceptable, calling-called user direction;
— seventh 3 octets: target value, called-calling user direction;

— eighth 3 octets: minimum acceptable, called-calling user direction.

Where average throughput is omitted, it is considered to have the same valumasittenthroughput.
Values are expressed in octets per second.

Residual error rat€not used if class 0 is the preferred class)
Parameter code: 1000 0110

Parameter length: 3

Parameter value:

—  1st octet: target value, power of 10;

—  2nd octet: minimum acceptable, power of 10;

— 3rd octet: TSDU size of interest, expressed as a power of 2.
Priority (not used if class 0 is the preferred class)
Parameter code: 1000 0111

Parameter length: 2

Parameter value: integer (0 is the highest priority)
Transit delay(not used if class 0 is the preferred class)
Parameter code: 1000 1000

Parameter length: 8
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n)

0)

Parameter value:

— first 2 octets: target value, calling-called user direction;

— second 2 octets: maximum acceptable, calling-called user direction;

— third 2 octets: target value, called-calling user direction;

—  fourth 2 octets: maximum acceptable, called-calling user direction.

Values are expressed in milliseconds, and are based upon a TSDU size of 128 octets.

Reassignment tim@ot used if class 0 or 2 is the preferred class; if class 4 is preferdethss 3 is an
alternate, it may be used)

This parameteconveysthe Time to Try Reassignment (TTRyhich shall be used when following the
procedure for reassignment after failure (see 6.12).

Parameter code: 1000 1011

Parameter length: 2

Parameter value: n, a binary number whereis the TTR value expressed in seconds.
Inactivity timer(used only if class 4 is the preferred or selected class)

This parameter conveys the inactivity tinheto the remote transport entity. It is an indication only, and is
not subject to negotiation (see 12.2.1.1.7).

Parameter code: 1111 0010
Parameter length: 4

Parameter value:  a binary value. This binary value indictites inactivity time expressed in
milliseconds.

13.3.5 User data (octets pt+ 1 to the end)

No user data are permitted in class 0, and are optional in other classes. Where permitted, they shall not exceed 32 octets.

13.4  Connection Confirm (CC) TPDU

13.4.1 Structure

The structure of the CC TPDU shall be as follows:

1 2 3 4 5 6 7 8 p p+1 end
) | |
CCCDT CLASS Variable User
L 1101 xxxx DSTiREF SRcl REF OPTION part data
|

13.4.2 LI
See 13.2.1.

13.4.3 Fixed part (octets 2 to 7)

The fixed part shall contain

a)
b)
c)
d)

e)

CC: Connection confirm code: 1101. Bits 8 to 5 of octet 2;
CDT: Initial credit allocation (set to 0000 in classes 0 and 1). Bits 4 to 1 of octet 2;
DST-REF: Reference identifying the requested transport connection at the remote transport entity;

SRC-REF: Reference selected by the transport entity initiating the CC TPDU to identifynfinimed
transport connection;

CLASS OPTION: Defineghe selected transpoprotocol classand option to beoperated over the
accepted transport connection according to the negotiation rules specified in 6.5.
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13.4.4 Variable part (octets 8 to p)

The parameters are defined 113.3.4 andare subject to the constraints stated6i® (connection establishment).
Parameters ruled out by selection of an alternative class and option shall not be present.

13.4.5 User data (octets pt+ 1 to the end)

No user data are permitted in classa@d are optional in the other classes. Where permittegly shall not exceed
32 octets. The user data are subject to the constraints of the negotiation rules (see 6.5).

13.5 Disconnect Request (DR) TPDU

13.5.1 Structure

The structure of the DR TPDU shall be as follows:

1 2 3 4 5 6 7 8 p p+1 end
' | |
DR Variable User
DST-REF RC-REF
LI 1000 0000 S | S <:| REASON part data
|

13.5.2 LI
See 13.2.1.

13.5.3 Fixed part (octets 2 to 7)

The fixed part shall contain

a) DR: Disconnect request code: 1000 0000;
b) DST-REF: Reference identifying the transport connection at the remote transport entity;

c) SRC-REF: Reference identifying the transport connection at the transport entity initiating the TPDU.
Value zero when reference is unassigned;

d) REASON: Defines the reasdor disconnecting the transport connection. This field shall take one of the
following values:

The following values may be used for classes 1 to 4:

Normal disconnect initiated by session entity

Remote transport entity congestion at connect request time
Connection negotiation failed [i.e. proposed class(es) not supported]
Duplicate source reference detected for the same pair of NSAPs.
Mismatched references

Protocol error

Not used

Reference overflow

Connection request refused on this network connection

Not used

Header or parameter length invalid.

The following values can be used for all classes:

1) 128+0
2) 128+1
3) *128+2
4) 128+3
5) 128+4
6) 128+5
7) 128+6
8) 128+7
9) 128+38
10) 128+9
11) 128+10
12) 0

13) 1

Reason not specified
Congestion at TSAP
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14) *2 Session entity not attached to TSAP

15) *3 Address unknown.

NOTE - Reasonmarked with an asterisk (*) may be reported to the TS-user as persistent, other reasons
as transient.

13.5.4 Variable part (octets 8 to p)

The variable may contain
a) a parameter allowing additional information related to the clearing of the connection;
Parameter code: 1110 0000

Parameter length:  any value providiedt the length of the DR TPDU does not exceedhthgimum
agreed TPDU size dr28 when the DR'PDU is used during the connectioefusal
procedure.

Parameter value: additional information; the content of this field is user defined.
b) checksum (see 13.2.3.1).
13.5.5 User data (octets pt 1 to the end)

This field shall not exceed 64 octedsd is used t@arry TS-userata. The successful transfer of this data is not
guaranteed by the transport protocol. When a DR TPDU is used in class 0 it shall not contain this field.

13.6  Disconnect Confirm (DC) TPDU

This TPDU shall not be used in class 0.

13.6.1 Structure

The structure of the DC TPDU shall be as follows:

1 2 3 4 5 6 7 p
ch | | |
DST-REF RC-REF i
L 1100 0000 S | s CI Vanablle part
|
13.6.2 LI
See 13.2.1.

13.6.3 Fixed part (octets 2 to 6)

The fixed part shall contain
a) DC: Disconnect confirm code: 1100 0000;
b) DST-REF: see 13.4.3;
c) SRC-REF: see 13.4.3.

13.6.4 Variable part

The variable part shall contain the checksum parameter if the condition defined in 13.2.3.1 applies.
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Data (DT) TPDU

13.7.1 Structure

Depending on the class and the option the DT TPDU shall have one of the following structures:

a) Normal format for classes 0 and 1

1 2 3 4 5 ... end
| TPDU-NR
DT ROA -
LI 1111 000y and EOT User data
|

b) Normal format for classes 2, 3 and 4

1 2 3 4 5 6 p p+1 end
| | TPDU-NR Variabl
DT ROA - ariable
L 1111 000y DSTlREF and EOT part User data
|

c) Extended format for use in classes 2, 3 and 4 when selected during connection establishment

1 2 3 4 56,78 9 P p+1 end
| | .
LI 1211R0c())€y DSTiREF T;B%’Sf Va;:?'e User data
|
LI
See 13.2.1.

13.7.3 Fixed part

The fixed part shall contain

a) DT: Data transfer code: bits 8 to 5 shall be set to 1111. Bits 4 to 2 shall be set to zero.

b) ROA: Request of acknowledgememfark: If the request acknowledgement procedures has not been
agreed during connection establishment, bit 1 shall be setto 0 in all DT TPDUs.

When the requesicknowledgement procedure has been agreed during connection establishment, bit 1
(ROA) is used to request acknowledgement in classesand34. When set to one, ROA indicates that

the sending transport entity requests an acknowledgenoemthe receiving transport entity. Otherwise
ROA is set to zero.

c) DST-REF: See 13.4.3;

d) EOT: When set to ONE, it indicates that the currentTP’DU is the last datanit of acomplete DT
TPDU sequence (end of TSDU). EOT is bit 8 of octet 3 in classd0l and bit 8 abctet 5 for classes 2,
3 and 4;

e) TPDU-NR: TPDU send sequence number (zero in Oladday take any value in classvdthout explicit
flow control. TPDU-NR is bits 7 to 1 of octet 3 for classear@ 1, bits 7 to 1 obctet 5 for normal
formats in classes 2 3, and 4 and bits 7 to 1 of octet 5 together with octets 6, 7 and 8 for extended format.

NOTE — Depending on the class, the fixed part of the DT TPDU uses the following octets:
— classes 0 and 1: octets 2 to 3;

— classes 2, 3, 4 (normal format): octets 2 to 5;

— classes 2, 3, 4 (extended format): octets 2 to 8.
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13.7.4 Variable part

The variable part shall contain the checksum parameter if the condition defined in 13.2.3.1 applies.

13.7.5 User data field

This field contains data of the TSDU being transmitted.

NOTE — The length ofhis field is limited tothe negotiatedPDU size forthis transportconnection minus 3 octets in
classes and 1, andminus 5 octets (normal header format) or 8 octets (extended header format) in the other classet@ablée
part, if present, may further reduce the size of the user data field.

13.8  Expedited data (ED) TPDU

This ED TPDU shall not be used in class 0 or in class 2 when the no ekplcitontrol option is selected evhen the
expedited data transfer service has not been selected for the connection.
13.8.1 Structure

Depending on thdormat negotiated at connection establishment the ED TPDU é$laa# one ofthe following
structures:

a) Normal format (classes 1, 2, 3, 4)

1 2 3 4 5 6 p p+1 end
| | ED TPDU-NR |  Variabl
ED - ariaple
L 0001 0000 DSTiREF and EOT vart User data
|

b) Extended format (for use in classes 2, 3 and 4 when selected during connection establishment)

1 2 5,6,7,8 9 p p+1 end
| | ED TPDU-NR Variabl
ED - ariable
LI 0001 0000 DSTiREF and EOT part User data
|

13.8.2 LI
See 13.2.1.

13.8.3 Fixed part
The fixed part shall contain
a) ED: Expedited data code: 0001 0000;

b) DST-REF: see 13.4.3;

c) ED TPDU-NR: Expedited TPDU identification number. ED TPDU-NRSsd in classes 1,81d 4 and
may take any value in class 2. For nornfadmats bits 7 to 1 of octet &dfor extendedormats bits 7
to 1 of octet 5 together with octets 6, 7 and 8;

d) EOT: End of TSDU always set to 1 (bit 8 of octet 5).
NOTE — Depending on the format the fixed part shall be either octets 2 to 5 or 2 to 8.

13.8.4 Variable part

The variable part shall contain the checksum parameter if the condition defined in 13.2.3.1 applies.

13.8.5 User data field
This field contains an expedited TSDU (1 to 16 octets).
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13.9

This TPDU shall not be used in class 0 or in class 2 when the no eftplicitontrol option is selected, néor class 1

Data acknowledgement (AK) TPDU

when the network receipt confirmation option is selected.

13.9.1 Structure

Depending on the class and option agreed the AK TPDU shall have one of the following structures:

a) Normal format (classes 1, 2, 3, 4)
1 2 3 5
| |
AK CDT )
LI 0110 7777 DSTlREF YR-TU-NR Variable part
|
b) Extended format (for use in classes 2, 3 and 4 when selected during connection establishment)
1 2 4 5,6,7,8 9 10 11
| |
AK )
DST-REF TU-
L 0110 0000 S | YR-TU-NR coT Variable part
|
13.9.2 LI
See 13.2.1.

13.9.3 Fixed part

The fixed part shall contain (in octets 2 to 5 when normal format is used or in octets 2 to 10) the following parameters:

a) AK: Acknowledgement code: 0110;

b) CDT: Credit value (set th111 inclassl). CDT is bits 4 to 1 of octet 2 for normal formatsd octets 9
and 10 for extended formats;

c) DST-REF: See 13.4.3;

d) YR-TU-NR: Sequence number indicating the next expected DT TPDU number. For rformats,

bits 7 to 1 of octet 5; bit 8 of octet 5 is not significant shalltake thevalue 0. For extendeidrmats,
bits 7 to 1 of octet 5 together with octets @ 8; bit 8 obctet 5 is not significaraind shalltake the
value 0.

13.9.4 Variable part

The variable part contains the following parameters:

a)
b)

c)

Checksum if the condition in 13.2.3.1 applies;

Subsequence number when optionally useder the conditions defined in class 4. Thésameter is
used to ensure that AK TPDUs are processed in the correct sequence. If it is absent, this is equivalent to
transmitting the parameter with a value of zero.

1000 1010

Parameter length: 2

Parameter code:

Parameter value: 16-bit subsequence number;

Flow control confirmation when optionally usadder the conditions defined in class 4. Tipdsameter
contains aopy ofthe informatiorreceived in an AK TPDU, to allothe transmitter of the AK TPDU to
be certain of the state of the receiving transport entity (see 12.2.3.9).
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d)

Parameter code: 1000 1100
Parameter length: 8
Parameter value: defined as follows:

1) Lower window edge(32 bits). Bit 8 ofoctet 1 of theparameter value field is set to zero, the
remainder contains théR-TU-NR value ofthereceived AK TPDUWhennormal formathas been
selected, onlyhe least significanseven bits (bits 1 to 7 of octet 4 thie parameter value field) of
this field are significant.

2) Your subsequencé€l6 bits). Contains th@alue of the subsequencparameter ofthe received
AK TPDU, or zero if this parameter was not present.

3) Your credit (16 bits). Contains thvalue ofthe CDT field ofthereceived AK TPDUWhennormal
formathas been selected, orlye least significant four bits (bits 1 to 4 of octet 2 of the Your Credit
field) of this field are significant.

Selective acknowledgement parametghen optionally usedunder conditions defined in class 4, to
acknowledge out of sequence DT TPDUs receivedthgy entity transmitting the AK TPDU. All
consecutive DT TPDUSs received shall be acknowledged by a single block. Different groups of DT TPDUs
that are consecutive within group but not across groups shall be acknowledged using separate blocks [e.g.,
if DT TPDU numbers 3, 4, 5, 7, 82, 13, 14, 15 and 1are receiveavith 3 the firstout-of-sequence DT

TPDU, then 3, 4, Jorm one group, 7, 8 another ar@, 13, 14, 15 a third, and 17feurth. The
corresponding blocks would be (3, 5), (7, 8), (12, 15) and (17, 17)].

Parameter code: 1000 1111

Parameter length:  2n (normal format) or @xtendedormat) octets where n the number if distinct
blocks being selectively acknowledged. Tlesgth is constrained by thmaximum
header size of 254 octets.

Parameter value: In the nornfatmat, the first octet of a pair of two octets shall represent the lower
edge and the secomdtet the upper edge of each block. Bit 8 of each octet is set to
zero, the remainder represents the sequence number of the edge.

In the extended format, the first four octets of a set of eight octets represent the lower
edge and the subsequémtir octets represent the upper edge. For each edgarof
octets, Bit 8 of the first octet is not significand is set to 0; bits 7 to 1 of tfiest

octet together with the seconthird and fourthoctets represent the sequence
number.

Whether normal or extended formats are used, each set of two or eightragtéis
repeated as many times as there are blocks to be acknowledged.

13.10 Expedited data acknowledgement (EA) TPDU

The EA TPDU shall not be used for class 0, or for class 2 when the “no explicit flow control” option is selected, or when
the expedited data transfer service has not been selected for the connection.

13.10.1 Structure

Depending on the option (normal or extended format) the TPDU structure shall be:

a)

Normal format (classes 1, 2, 3, 4)

1 2 3 4 5 6 P
! |
L EA DST-REF YR-EDTU-NR Variable part
0010 0000 | anabie pa
|
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b) Extended format (for use in classes 2, 3 and 4 if selected during connection establishment)
1 2 3 5,6,7,8 P
[
L EA DST!REF YR-EDTU-NR Variable part
0010 0000 | anaule pa
|
13.10.2 LI
See 13.2.1.

13.10.3 Fixed part

The fixed part shall contain (in octets 2 to 5 when normal format is used or in octets 2 to 8) the following parameters:

a)
b)
c)

EA: Expedited acknowledgement code: 0010 0000;

DST-REF: See 13.4.3;

YR-EDTU-NR: Identification othe ED TPDU being acknowledgeday take any value in class 2. For
normal formats bits 7 to 1 of octet Bit 8 of octet 5 is not significardnd shalltake thevalue 0. For
extended formats, bits 7 to 1 of octet 5 togethigh octets 6, 7and 8; bit 8 ofoctet 5 is not significant

and shall take the value 0.

13.10.4 Variable part

The variable part may contain the checksum parameter (see 13.2.3.1).

13.11 Reject (RJ) TPDU

The RJ TPDU shall not be used in classes 0, 2, and 4.

13.11.1 Structure

The RJ TPDU shall have one of the following formats:

a) Normal format (classes 1 and 3)
1 2 4 5
! |
RJ CDT
L 0101 zzzz DSTiREF YR-TU-NR
|
b) Extended format (for use in class 3 if selected during connection establishment)
1 2 5,6,7,8 9 10
! |
RJ
LI 0101 0000 DSTiREF YR-TU-NR CcDT
|
13.11.2 LI
See 13.2.1.
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13.11.3 Fixed part

The fixed part shall contain (in octets 2 to 5 when normal format is used or in octets 2 to 10) the following parameters:

a)
b)

c)
d)

RJ: Reject code: 0101. Bits 8 to 5 of octet 2;

CDT: Credit value (set td111 inclassl). Fornormal formats bits 4 to 1 of octetehd for extended
formats octets 9 and 10;

DST-REF: See 13.4.3;

YR-TU-NR: Sequence number indicating the next expected TRDk which retransmission should
occur. For normal formats, bits 7 to 1 of octet 5, bit 8 of octet @oissignificant and shaliake the
value 0. For extended formats, bits 7 to 1 of octet 5 togetitieroctets 6, &and 8; bit 8 obctet 5 is not
significant and shall take the value 0.

13.11.4 Variable part

There is no variable part for this TPDU type.

13.12 TPDU error (ER) TPDU

13.12.1 Structure

1 2 3 4 5 6 P
| |
ER .
DST-REF
u 0111 0000 S | REJECT CAUSE Variable part
|

13.12.2 LI

See 13.2.1.

13.12.3 Fixed part

The fixed part shall contain the following parameters:

a)
b)
c)

ER: TPDU Error code: 0111 0000;
DST-REF: See 13.4.3;

REJECT CAUSE:

0000 0000Reason not specified
0000 0001Invalid parameter code
0000 0010Invalid TPDU type
0000 0011Invalid parameter value.

13.12.4 Variable part

The variable part may contain the following parameters:
a) Invalid TPDU
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Parameter code: 1100 0001
Parameter length:  number of octets of the value field

Parameter value: contains the bit pattern of the rejected TPDU headeang tocluding theoctet
which caused the rejection. This parameter is mandatory in class 0.

b) Checksum

This parameter shall be present if the condition in 13.2.3.1 applies.
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14 Conformance

14.1 A system claiming to implemerthe procedures specified in tHkecommendation shatlomply with the
requirements in 14.2-14.4.

14.2 The system shall implement class 0. This implies operation over CONS.
14.3 If the system implements class 3 or class 4, it shall also implement class 2.

14.4 For each class which the system claims to implement, the system shall be capable of

a) initiating CR TPDUs or responding to CR TPDUs with CC TPDUs or both. Where dRIRJ
proposing class 2, 3 or 4 is initiated, class 0 shall be explicitly indicated as an alternatiexaspssf
there is already one (or several) transport connection(s) assigtednietwork connection (multiplexing
being possible);

b) responding to any other TPDduhd operating network service in accordandéh the procedurefor the
class;

c) operating all the procedures for the class listed as mandatory in Table 9;
d) operating those procedures for the class listed as optional in Table 9 for which conformance is claimed;
e) handling all TPDUs of lengths up to the lesser value of

1) the maximum length for the class if the preferred maximum TPDU size parameter is not implemented
[see 13.3.4 b)];

2) the maximum for which conformance is claimed (see Note 2);
NOTES

1  The procedures for classes 0 to 4secified in clauses 8 to 12 respectively. The procedures refer to the
elements of procedures specified in clause 6.

2  Therequirement in 14.4 e) indicates that TPDU size of 128 octets is always implemented.

TABLE 9/X.224

Provision of options

Procedures Class 0 Class 1 Class 2 Class|3 Class 4
TPDU with checksum Not applicable Not applicable Not applicable Not applicable Mandatary
TPDU without checksum Mandatory Mandatory Mandatory Mandatory Optional
Expedited data transfer Not applicable Mandatory| Mandatory Mandatory Mandatary
No expedited data transfer Mandatory Mandatory Mandatory Mandatory Mandatary
Flow control in class 2 Not applicable Not applicable Mandatory Not appligable Not applicable
No flow control in class 2 Not applicable Not applicable Optional Not applicable Not applicable
Normal formats Mandatory Mandatory Mandatory Mandatory Mandatory
Extended formats Not applicable Not applicable Optional Optional Optional
Use of receipt confirmation in class 1 Not applicaple Optional Not appligable Not applicable Not applicable
No use of receipt confirmation in class 1 Not applicable Mandatory Not applicable Not applicable Not applicable
Use of network expedited in class 1 Not applicable  Optional Not applicable Not applicable Not applicable
No use of network expedited in class 1 Not applicable Mandatory Not applicable Not applicable Not applicable
Use of selective acknowledgement in class |4 Not applicable Not applicable Not applicable Not applicable Optional
Use of request of acknowledgement in classésot applicablel Optional Not applicable Optional Optional
1,34
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14.5 Claims of conformance shall state
a) which class or classes of protocol are implemented;
b) whether class 4 can be operated over the connectionless-mode network service;
c) whether the system is capable of initiating or responding to CR TPDUSs or both;
d) which of the procedures listed as optional in Table 9 are implemented,;

e) for each clasghe maximumsize of TPDU implemented [s€3.3.4 b) and 13.3.4)]. If the preferred
maximum TPDUsize parameter isot implementedhe value shall be chosdrom the following list and
all values in the list which are less than this maximum shall be implemented:

128, 256, 512, 1 024, 2 048, 4 096 or 8 192 octets.

If the preferredmaximum TPDUsize parameter is implemented, angximumsize of TPDU that is a
multiple of 128 octets is allowed. All values, excepttBat are a multiple 0128 octets, less than the
maximum claimed shall be implemented.

14.6 The supplier of a protocol implementation which is claimed to conform t®R#demmendation shatbmplete
a copy ofthe PICS proforma provided i\nnex D and shalprovide the informationnecessary to identify both the
supplier and the implementation.

Annex A
(normative)

State tables
(This annex forms an integral part of this Recommendation)

A.l General
This annex provides a more precise description of the protocol.
The state tables also define the mapping between service and protocol events that TS-users can expect.

This annex describes the transpprbtocol in terms of state tables. The state tables gshewstate of a transport
connection, the events that occur in the protocol, the actions taken and the resultant state.

The state tables describe only the operation of a single transport connection. They do not necessarily describe all possible
combinations of sequences of events at trangputtnetworkservice boundary, nor do they describe exacimapping
between TPDUs and NSDUs.

A.2 Conventions
A.2.1 Incoming events are represented in the state tables by their abbreviated name, as defined in Table A.1.
A.2.2  States are represented in the tables by their abbreviated name, as defined in Table A.2.

A.2.3  The intersection of each statedeventwhich is invalid is left blank. The action to be takerthis case shall
be one of the following:

a) for an event related to the transport service (i.e. coming from the TS-user), take no action;

b) for an event related to a received TPDU, follow the procedure for treatment of protocol err6ra@Zsée
the state of the supporting network connection makes it possible;

c) for an event fallingnto neither of theabove categorie@ncluding those which arempossible by the
definition of the behaviour of the transport entity or NS-provider), take no action.
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A.2.4

A.2.5

A.3

At each intersection of state aadentwhich is valid the state tablspecify anaction whichmayinclude one
of the following:

a) one action constituted of a list afiy number of outgoing evenfsone, one, omore) given bytheir
abbreviated name defined in Tatkle3 followed by theabbreviated name dhe resultant statésee

TableA.2):

b) conditional actions separated by a semi-colon (;). Each conditional action contains a predicate followed by
a colon (:) and by an action as defined in ®)e predicates are boolean expressions given by their
abbreviated nameand defined in the clauses related to the dttées of each class. Only the action

corresponding to the predicate which is true shall be taken.

The state tables also include

a) informal comments giving explanatory materials;

b) references to notes using the following notation: (note number);

c) references to other actions defined in separate tables using the following notation: [action number].

Tables

TableA.1 specifiesthatnamesandabbreviated names tifie incoming events, classified as TS-user evésprovider
events or TPDU events.

TABLE A.1/X.224

Incoming events

Abbreviated name Category Name
TCONreq TS-user T-CONNECT Request primitive
TCONresp TS-user T-CONNECT Response primitive
TDTreq TS-user T-DATA Request primitive
TEXreq TS-user T-EXPEDITED DATA Request primitive
TDISreq TS-user T-DISCONNECT Request primitive
NDISind NS-provider N-DISCONNECT Indication primitive
NCONconf NS-provider N-CONNECT Confirm primitive
NRSTind NS-provider N-RESET Indication primitive
CR TPDU Connection Request TPDU
CcC TPDU Connection Confirm TPDU
DR TPDU Disconnect Request TPDU
DC TPDU Disconnect Confirm TPDU
AK TPDU Data Acknowledgement TPDU
EA TPDU Expedited Data Acknowledgement TPDU
DT TPDU Data TPDU
ED TPDU Expedited Data TPDU
ER TPDU TPDU Error TPDU
RJ TPDU Reject TPDU
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Table A.2 specifies the names and abbreviated names of the states.

78

TABLE A.2/X.224

States

Abbreviated name

Name

WFNC Wait for network connection

WFCC Wait for the CC TPDU

WBCL Wait before releasing (wait for CC TPDU before sending the TPDU DR
OPEN Transport connection is open

CLOSING Release in progress

WFTRESP Wait for T-CONNECT response

CLOSED Transport connection is closed

WFNC-R Wait for network connection and reassignment in progress
WFCC-R Wait for CC TPDU and reassignment in progress

WBCL-R Wait before releasing and reassignment in progress
OPEN-R Open and reassignment in progress

OPEN-WR Open and wait for reassignment

CLOSING-R Release in progress and reassignment in progress
CLOSING-WR Release in progress and wait for reassignment
WFTRESP-WR Wait for T-CONNECT response and wait for reassignment
WBCL-WR Wait before releasing and wait for reassignment

WBOC Wait before open complete (CC is unacknowledged)
WBOC-WR Wait before open complete and wait for reassignment
CLOSING BOC Wait before open complete and release in progress

CLOSING BOC-WR

Idem and wait for reassignment

AKWAIT

Waiting for acknowledgement of CC TPDU

REFWAIT

Waiting for frozen reference time
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Table A.3 specifiesthe namesand abbreviated names tie outgoingevents classified as TS-provider events, NS-user
events or TPDU events.

TABLE A.3/X.224

Outgoing event

Abbreviated name Category Name
TCONind TS-provider T-CONNECT Indication primitive
TCONCconf TS-provider T-CONNECT Confirm primitive

TDTind TS-provider T-DATA Indication primitive

TEXind TS-provider T-EXPEDITED DATA Indication primitive
TDISind TS-provider T-DISCONNECT Indication primitive
NDISreq NS-user N-DISCONNECT Request primitive
NRSTresp NS-user N-RESET Response primitive
NCONreq NS-user N-CONNECT Request primitive

CR TPDU Connection Request TPDU

CcC TPDU Connection Confirm TPDU

DR TPDU Disconnect Request TPDU

DC TPDU Disconnect Confirm TPDU

AK TPDU Data Acknowledgement TPDU

EA TPDU Expedited Data Acknowledgement TPDU
DT TPDU Data TPDU

ED TPDU Expedited Data TPDU

ER TPDU TPDU Error TPDU

RJ TPDU Reject TPDU

A4 State tables for classes 0 and 2

This clause provides a more precise description of a transport entity for a transport connection of class 0 or class 2.
The description uses predicates defined in Table A.4, and specific actions defined in Table A.5.

The description does not includecamplete specification ahe data transfer procedures lmikes reference to the

specification of the classes (see clause 8 and 10). Table A.6 gives the state automata for classes 0 and 2.
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TABLE A.4/X.224

Predicates for classes 0 and 2

Name Description

PO T-CONNECT request unacceptable

P1 Unacceptable CR TPDU

P2 No network connection available

P3 Network connection available and open

P4 Network connection available and open in progress

P5 Class in class 0 (class selected in CC)

P6 Unacceptable CC

pP7 Class is class 2

P8 Acceptable CC

P9 Class 4 CR

P10 Local choice

TABLE A.5/X.224
Specific actions for classes 0 and 2

Name Description

(1]

If the network connection is naised by another transpo
connection assigned to it, it may be disconnected. §Se#.3
Note 3)

(2]

See 6.22 (receipt of an ER TPDU)

(3]

See data transfer procedures of the class

(4]

See expedited data transfer procedure of the class

(3]

An N-RESETresponséias to bassued once fothe network
connection if the network connectidras notbeen released
In class 0, an N-DISCONNECT request has to be issued.

(6]

The DC TPDU contains 8RC-REF fieldset to zeroand a
DST-REF field set to the SRC-REF of the DR TPDU receive
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TABLE A.6/X.224

State table for classes 0 and 2

State WBCL CLOSING
WENC WECC (Class 2 OPEN (Class 2 WFTRESP CLOSED
Event only) only)
TCONreq PO: TDISind
CLOSED;
P2: NCONreq
WFNC,;
P3: CR WFCC;
P4: WENC
TCONresp cC
OPEN
TDTreq [3] OPEN
TEXreq DOES NOT EXIST IN CLASS 0
[4] OPEN
TDISreq [1] not P7: P5: NDISreq DR
CLOSED NDISreq CLOSED; CLOSED
CLOSED; P7: DR
P7: WBCL CLOSING
NCONconf | CR WFCC
NRSTind TDISind [1] [5] TDISind [1] [5] TDISind
[1] [5] CLOSED [1] [5] CLOSED [1] [5]
CLOSED CLOSED CLOSED
NDISind TDISind TDISind CLOSED TDISind CLOSED TDISind
CLOSED CLOSED CLOSED CLOSED
CR P9: P9: P9: P1: DR (1)
OPEN CLOSING WFTRESP CLOSED;
not P1: TCONind
WFTRESP
DR TDISind P5: (2) P10: DC [6] (5| CLOSED (4)
[1] [1] P7: DC TDISind [1] TDISind DC CLOSED
CLOSED CLOSED CLOSED CLOSED CLOSED
DC DOES NOT EXIST IN CLASS 0 (2) CLOSED
P7:[1]
CLOSED
cC P8: TCONconf P5: (3) CLOSING DR
OPEN; NDISreq CLOSED
P6 and P5: CLOSED;
TDISind P7: DR
NDISreq CLOSING
CLOSED;
P6 and P7:
TDISind DR
CLOSING
AK DOES NOT EXIST IN CLASS 0 (2) CLOSED
[3] OPEN CLOSING
EA DOES NOT EXIST IN CLASS 0 (2) CLOSED
[4] OPEN CLOSING
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TABLE A.6/X.224(end)

State table for classes 0 and 2

State WBCL CLOSING
Event only) only)
ED DOES NOT EXIST IN CLASS 0 (2) CLOSED

[4] OPEN CLOSING

DT [3] OPEN CLOSING CLOSED

ER TDISInd | [1] CLOSED ) ) CLOSED
[1] CLOSED

(1) An ER TPDU should be sent in certain cases (see 6.6).

(2) If received it should be processed as a protocol error (see 6.22).

(3) A CR with class 2 has been sent and a CC class 0 is received.

(4) If DCis not available (i.e. class 0 only implemented) or SRC-REF is zero.

(5) This happens only when the preferred class of the CR TPDU received is class 4.

A5 State tables for classes 1 and 3

This clause provides a more precise description of a transport entity for a transport connection of class 1 or 3.
The description uses the predicates defined in Table A.7.

Specific actions are defined in Table A.8 and specific additional notes are given in Table A.9.

The description does not includeamplete specification dhe data transfer bumakes reference the specification of
the classes (see clauses 9 and 11). Table A.10 gives the state automata for classes 1 and 3.

TABLE A.7/X.224

Predicates for classes 1 and 3

Name Description
PO T-CONNECT Request unacceptable
P1 No available network connectiaran be usedor assignment or
reassignment
P2 A network connection can hesedfor assignment or reassignment;
the network connection opening is in progress
P3 A network connection can hesedfor assignment or reassignment;
the network connection is open
P4 TTR timer has previously run out
P5 Local choice
P6 Initiator of the transport connection
pP7 Unacceptable CR TPDU
P8 TWR is running
P9 Class 4 CR
P10 Class selected in CC is class 0 or 2
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TABLE A.8/X.224

Specific actions for classes 1 and 3

Name

Description

(1]

The network connection can be disconnected ifusetd by any transport
connection assigned to it

(2]

Retransmit expeditedatawhich are unacknowledged or whibave been
stored when waiting for reassignmdiitany). If an RJTPDU hasbeen
received, enable alsdata TPDU transmission(if any). If an ED was
received, handle according to procedures for class if not a duplicate

(3]

Network connection can be disconnected if nsed by any transport
connection and was locally opened

(4]

Start TWR timer if not alreadyunning. Disable sending DT TPDUs unti
an RJ TPDU is received (see Note 3)

(3]

Stop TWR timer

(6]

Issue an N-RESET response if not already done

(71

See data transfer procedure for the class

(8]

Start TTR timer if not already running. The sending credit is also se
zero in order not to send DT TPDUSs until an RJ TPDU is received.

(0]

Stop TTR timer ifrunning orremove informatiorthat TTR timerhas run
out (see Notes 1 and 2)

[10]

Store information that TTR timer has run out (see Note 1)

[11]

Store request

[12]

See state table appropriate to the class selected in the CC TPDU

[13]

Close the network connection to which thiansport connection is
currently assigned, apply to aitansportconnections assigned to th
network connection the procedure for processing NDISind then
process the TPDU reassignment

[14]

The DC TPDU contains 8RC-REF fieldset to zerand aDST-REF field
set to the SRC-REF of the DR TPDU received

NOTES

1 This information is used by predicate P4.

2 This action is not performed if thieansportentity is the responder or if neithe
reassignment nor resynchronization is in progress.

3 The method of disabling transmission of DT TPDUs Iscal matter. In class 3 for
example, it may be effected by setting credit to zero. In clafiisimay beeffected by
setting of a boolean indicator.
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TABLE A.9/X.224

Specific notes for classes 1 and 3

Recommendation X.224  (11/93)

Name Description

(1) Any TPDU except DR and CC having an unknown destination reference

(2) CC TPDU having arunknown destinatiorreference or a mismatched
source reference

3) CR TPDU which isnot duplicatedbut rejected. If the CRTPDU is
duplicated, ignore it

4) Or send any DT or EDPDU waiting fortransmission or usdl-DATA
ACKNOWLEDGE request if available and selected (class 1 only)

5) Same as for (9) and issue a T-DISCONNECT indication

(6) If the resultant state SLOSED,thereference should be frozen except |in
the cases described in 6.18

©) An ER TPDU should be sent in the cases defined in 6.6

(8) Receipt of a DC TPDU is a protocol error since Edhinot be used fo
reassignment. It is recommended to stop TMER timer ([5]) and to
consider the transport connection as released (CLOSED STATE)

9) Receipt of one of these TPDUs this state is gprotocol error. It is
recommended to stop tHBNVR timer ([5]), and send a DR'PDU and
enter the closing state

(10) Or a DRwith mismatched source reference has been received

(11) Receipt of CR inthis state isonly valid if the TPDU is received on &
network connection to which thieansportconnection is not assigned. It is
recommended to apply action [13]

(12) Receipt ofthis TPDU in this state is possible either on the netwark
connection to which th&ansportconnection is currently assigned or on
another network connection (for the responder only). In the former case
the action is as stated in the state table. In the latter case |it is
recommended to apply action [13]

(13) This happen®nly whenthe preferred class of the CRPDU received is
class 4



(First part: connection - responder side)

TABLE A.10/X.224

State table for classes 1 and 3

State WFTRESP- CLOSING | CLOSING
Event CLOSED WFTRESP WR WBCL-WR WBOC | WBOC-WR BOC BOC-WR
TDISreq DR WBCL-WR DR CLOSING

CLOSED CLOSING | BOC-WR
(6) BOC
TCONresp P10: (12); | WBOC-WR
not P10: CC
WBOC
NRSTind [4] [6] [6] (6] [4] [6] [6] [4] [6] [6]
WETRESP- | WFTRESP-| WBCL-WR | WBOC-WR | WBOC-WR| CLOSING | CLOSING
WR WR BOC-WR | BOC-WR
NDISind [4] [4] [4]
WETRESP- | WFTRESP-| WBCL-WR | WBOC-WR| WBOC-WR| CLOSING | CLOSING
WR WR BOC-WR | BOC-WR
CR P7: DR P9: [5] [5] DR P9: WBOC;| [5]CC P9: DR [5]
(3and 7) | WFTRESP; | WFTRESP | CLOSED (6)| not P9: (11) WBOC CLOSING |CLOSED (6
CLOSED (6); not po: (11) BOC,;
not P7: not P9: (11)
TCONind;
WFTRESP
DR DC P5: DC [14] TDISind DC (5) CLOSED [5] DC
CLOSED (13) DC TDISind (6) (12) |CLOSED (6
TDISind CLOSED CLOSED
CLOSED (6) (12)
RJ or ED CLOSED OPEN [7] [5][2] CLOSING [5] DR
(12) RJ OPEN (12) CLOSING
DC CLOSED CLOSED (8)
First TPDU| CLOSED OPEN [7] CLOSING 9)
other than
CR, DR,
DC, ED,
ER or RJ
TWR TDISind CLOSED (6) TDISind CLOSED (6
time-out CLOSED (6) CLOSED (6
TDTreq [7] [11]
WBOC | WBOC-WR
TEXreq [7] [11]
WBOC | WBOC-WR
ER TDISind DC CLOSED (6
CLOSING
BOC
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TABLE A.10/X.224(cont'd)

State table for classes 1 and 3
(Second part: connection initiator side)

State
CLOSED WFNC WFNC-R WFCC WFCC-R WBCL WBCL-R
Event
TCONreq PO: TDISind
CLOSED; not
(POandP1):
NCONreq
WFNC;
not (PO and
P2): WENC;
not (PO and
P3): CR
WFCC
NCONCconf CR WFCC CRWFCC CRWFCC CR WBCL
NRSTind P4: TDISind [6] P4: [6] CLOSED
(6) [1] [1;
CLOSED; not P4: CR [6] [8
not P4: CR [6] WBCL
[8] WFCC
NDISind P1: NCONrec P1: P4: TDISind | P1: NCONreq| P4 or P5: [1 and P5: CLOSED (6
WFNC-R [8];| NCONreq | CLOSED (6); WFCC-R; 9] (6) CLOSED; [91;
P2:[8] WFNC-R; (not P4) and | P2: WFCC-R;| (not (P4 or P5))| (not P5) and P1:
WFNC-R; | P2: WFNC-R; P1: [8] P3: CRWFCC  and P1:[8] NCONreq
P3: CR[8] |P3: CRWFCG NCONreq NCONreq WBCL-R;
WFCC WFCC-R; WBCL-R; (not P5) and P2:
(not P4) and (not (P4 or P5))] WBCL-R;
P2: [8] and P2:[8] | (not P5) and P3:
WFCC-R; WBCL-R; CR WBCL
(not P4) and (not (P4 or P5))
P3:[8] CR and P3: [8] CR
WFCC WBCL
TDISreq [1] CLOSED| [1] CLOSED WBCL P5: CLOSED (6
(6) (6) [9] [1 and 9];
not P5:
WBCL-R
DR (10) TDISind [1] [9]
DC [1] [9] CLOSED (6)
CLOSED (12 CLOSED (6)
cC DR P10: [12]; P10: [12];
CLOSED not P10: not P10: DR
TCONconf [9]
AK (4) OPEN CLOSING
19l
1) CLOSED
2) DR
CLOSED
TTR TDISind [10] TDISind [10] [1]
time-out [1] [1] CLOSED (6)
CLOSED (6) CLOSED (6)
ER TDISind [1] [9]
[1] [9] CLOSED (6)
CLOSED (6)
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TABLE A.10/X.224(end)

State table for classes 1 and 3
(Third part: OPEN and CLOSING states)

State
OPEN OPEN-R OPEN-WR CLOSING CLOSING-R| CLOSING-W
Event
NCONconf RJ [2] DR
OPEN CLOSING
TDISreq P8: CLOSING; CLOSING-R | CLOSING-WR
not P8: DR CLOSING
NRSTind P6and P4: (6) [6] [3] P6 and P4: (6) [6]
TDISind CLOSED; [3] CLOSED;
(P6 and not P4): [6] P6 and not P4: [6]
[2] [8] RJ OPEN; [8] DR CLOSING;
not P6: [4 and 6] not P6: [4, 6]
OPEN CLOSING
NDISind P6 and P4: TDISind P1: NCONreq P6 and (P5 or P4); P5: CLOSED (6)
CLOSED (6); OPEN-R; CLOSED (6); | (notP5 and P1)
(P6 and not P4) and P2: OPEN-R; P6 and not (P4 or NCONreq
P1: [8] NCONreq P3:[2] RJ P5) and P1:[8] | CLOSING-R;
OPEN-R; OPEN NCONreq (not P5) and P2
(P6 and not P4) and CLOSING-R; CLOSING-R;
P2: [8] OPEN-R; P6andnot(P4orP5) (not P5) and P3
(P6 and not P4) and and P2: [8] DR CLOSING
P3: [8] [2] RJ OPEN CLOSING-R;
not P6: [4] P6 and not (P4 or
OPEN-WR P5) and P3: [8]
DR CLOSING;
not P6: [4]
CLOSING-WR
RJ or ED P8: [5] [2] RJ OPEN; RJ [5 and 2] P8: [5] DR DR [5]
not P8: [7] [9] OPEN OPEN CLOSING; CLOSING
(12) not P8: [9]
CLOSING (12)
TWR time- | TDISind (6) CLOSED TDISind (6) CLOSED (6) CLOSED (6)
out CLOSED
DR P8: TDISind DC (6) TDISind DC [5] P8: [5] DC (6) [5] CLOSED
[5] CLOSED; CLOSED (6) CLOSED; (6) DC
not P8: TDISind DC not P8:[3] [9] (6)
(6) [9] CLOSED (12) CLOSED (12)
DC P8: (8); (8)
not P8: [3] [9]
CLOSED (6)
DT, AK, or [7] OPEN (5) CLOSING 9)
EA TPDU
TTR time- [10] TDISind [10] CLOSED
out CLOSED [1] (6 [1] (6)
TDTreq P8: [11] OPEN; [11] [11]
not P8: [7] OPEN OPEN-R OPEN-WR
TEXreq P8: [11] OPEN; [11] [11]
not P8: [7] OPEN OPEN-R OPEN-WR
ER TDISind TDISind CLOSED CLOSED
DR CLOSING DR CLOSING (6) (6)
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A.6 State tables for class 4 over CONS

This clause provides a more precise description of a class 4 Transport Connection.

Tables A.11, A.12 and A.13 give the predicates, actions and notes for class 4 respectively.
Table A.14 is the state table for a class 4 transport connection.

The following assumptions and notations are used:

a) the state of every network connection is known as being open or opening (i.e. a NCONreq has been issued
and the NCONconf is awaited);

b) for each transport connectitime transport entity maintains the set of network connections to which the
transport is assigned. A network connection in this set is either in open or opening state;

c) when anN-CONNECT confirmation, N-RESET indication &-DISCONNECT indication isreceived
this event is associated with the transport connection if the network connection belongs to the set;

d) when anN-DISCONNECT is receivedthe network connectiobbecomesunexisting and igherefore
withdrawn from the set. When a NCONCconf is received the state of the nc becomes “open”;

NOTE — This is not shown by axplicit action inthe state tableConverselyadding a network connection to a
set and setting its state to “opening” is shown by an explicit action.

e) when the statgoes back to CLOSED or REFWAIT state, it is assutimed all timers are stopped (if
running), the count is set to zero and the set becomes empty;

f) when a TPDU is received the network connection on which it has been received is assumed to be known;

g) thevariable “current-nc” isused to designate either the network connection on which a TPDU has been
received otthe network connection which has been chdsem new assignment (either an existing one
or a new one which is created);

h) the following variables are also used:
local-ref: the reference (local) of the TC is chosen when sending the CR or when accepting a CR;

remote-refithe reference afemote entity is initially set to zemnd initialized wherprocessing the CC
except if the CC is ignored;

SRC-REF: designates the corresponding field of the received TPDU;
DST-REF: designates the corresponding field of the received TPDU,;
src-ref, dst-ref: designates the corresponding field of the sent TPDU;
count: designates the number of times a TPDU has been sent (retransmissions);
i) the data transfer phase is not completely described in the state table but refers to the main text;

j) a spontaneous event callétkw network connection assignment” has been introducedaytoccur at
any time provided P1 or P2 dree (se€lableA.11) and thaemote ref iot zero (i.e. a CR TPDU has
been received or a CC TPDU has been received and processed);

k) when an N-RESET indication is received, an N-RESET response is issued.
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TABLE A.11/X.224

Predicates for class 4 over CONS

Name Description
PO T-CONNECT Request is acceptable
P1 An assignment can be done to a suitable networinection
(either open or opening)
P2 It is possible to open a new network connection
P3 Local choice
P4 A CR TPDU has never been sent
P5 The transport entity is the initiatorand the set of network
connections is now empty (i.e. a new assignment shall be done) or
a new assignment is decided as a local choice
P6 Local choice not to perform a new assignment if the set of network
connections is empty (for Closing state only)
P7 Count= maximum
P8 Acceptable CR TPDU
P9 Acceptable class 4 CC TPDU
P10 Unacceptable class 4 CC TPDU
P11 CC TPDU not specifying class 4
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TABLE A.12/X.224

Specific actions for class 4 over CONS

Name Description
[0] Set reference timer
[1] Count= count+ 1
2] Count=0
[3] Set retransmission timer
[4] Stop retransmission timer if running
[5] Set window timer
[6] Stop window timer if running
[7] Set inactivity timer
[8] Stop inactivity timer
[9] Set initial credit for sending according to the received CR/CC TPDU
[10] Set initial credit for controlling reception according the the sent CR/CC TPDU
[11] Send the CR TPDU if there is a network connection in the open state in the set
[12] Add the current network connection to the set, if not already included
[13] The current network connection is now in opening state
[14] Send the CC TPDU if a network connection in the open state is in the set
[15] Send the DR TPDU if a network connection in the open state is in the set. TRIBMR
is sent with SRC-REE local-ref and DST-REE remote-ref (may be zero)
[16] Send the DRIPDU if a network connection ithe open state is in the set. The DRDU
is sent with SRC-REE 0 and DST-REFE remote-ref
[17] Send a TPDU according to data transfer procedure
[18] See state table of the class specified in the CC TPDU (refer to data transfer)
[19] See state table of the class (refer to release procedarsg).a DRTPDU if the class is not
0, otherwise issue an N-DISCONNECT request
[20] Store request and exercise flow control to the user
[21] Send a DR TPDU with SRC-REF field set to zero
[22] Send a DC TPDU except if the SRC-REF field of the received DR TPDU is equal to Z

ero
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TABLE A.13/X.224

Specific notes for class 4 over CONS

Name Description

(1) Not possible as no set of Network Connections is associated with this transport connection

2) It is also possible to remain in the same state (T1 is still running) until
— a CC TPDU is received which performs a new assignment;
— anew assignment is tried (spontaneous event);
— T1 runs out and the count is equal to the maximal value

3) No new assignment wagsossible: if the set is empty, theansportentity waits until a new
assignment is received, or can be locally performed (spontaneous event)

4) It is also possible to perform a new assignment. (This may be done in triggersngtihénew
network connection assignment”)

5) Not a duplicated CR TPDU. If the CR TPDU is duplicated, ignore it

(6) Since a new network connection is now assigned, it is recommended that the appropriate TPDU be
sent on this network connectiqif open) in order to make the remote entity aware of this
assignment. It is also possible to allow the normal retransmission procedures to cause the TPDU to
be sent; howeverthe first TPDU available for sendinghould be sent on the new network
connection

@) As a local choice it is also possible to apply the following: [0], TDISind, REFWAIT

8) Association to this transport connection is carried out regardless of the SRC-REF fiel &RGhe
REF is not zero, a DC TPDU is sent back

9) At least an AK TPDU shall bgent if the transporntity is in the initiator in order to ensutteat
the responder will complete its three-way handshake

(10) If association has been made, and DST-REF is zero, then th®DQ contains &RC-REF field
set to zero

(11) If the CLOSING state hadeen entered, coming from WFCate, theremote-ref is zero. The
SRC-REF field othe CCTPDU is ignored (i.e. ithe DRTPDU isretransmitted, iwill be with
DST-REF field set to zero)

(12) If the CLOSING state hadeen entered, coming from WFGtate, theemote-ref (which is zero
shall be set with SRC-REF in order to comply with the release procedure of the negotiated glass

(13) The DR TPDU may be either repeated immediately or when T1 will run out

(14) If the set is empty, thisvent may beused as ariteria for triggering theevent “new network
connection assignment”

(15) Previously stored-DATA or T-EXPEDITED DATA requests are ready for processing according
to data transfer procedures

(16) See data transfer procedures

17) When anN-RESET indication is received, an N-RESE&sponsehas to beissued once

independent of the state automata
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TABLE A.14/X.224

Class 4 connection/disconnection over CONS

o ©

o ©

State REFWAIT | CLOSED WFCC WBCL OPEN WFTRESR AKWAIT CLOSING
Event
TCONreq not PO:
TDISind
CLOSED;
PO and P1:
[12,1, 3, 10
and 11]
WFCC,;
PO and not
P1 and P2:
[13,12,1,3
and 10]
NCONreq
WFCC,;
PO and not
P2: TDISind
CLOSED
TCONresp [3,2,1,10
and 14]
AKWAIT
TDISreq P4: CLOSED [6,8,4,3,2 [16] [4,3,2,1
(not P4) and 1 and 15] | CLOSED and 15]
P3: WBCL; CLOSING CLOSING
(not P4) and
(not P3): [4, 3
2,1 and 15]
CLOSING
NDISind 1) 1) P1:[12] P3:[0] P5 and P1: WFTRESP| P5 and P1: P6: [0]
WFCC; REFWAIT; | [12 and 17] 4) [12 and 14]] REFWAIT;
(not P1) and| (not P3) and| (6) OPEN,; (6) AKWAIT;| (not P6) and P5
P2:[13 and 12] P1: [12 and | P5 and (not P5 and (not and P1: [12 an
NCONreq 11] WBCL; | P1) and P2 P1) and P2] 15] CLOSING
WEFCC,; (not P3) and| [13 and 12] [13 and 12] (6);
(not P1) and| (not P1) and] NCONreq NCONreq | (not P6) and P5
(not P2): [0] | P2:[13 and OPEN; AKWAIT; |and (not P1) an
[2] TDISind 12] P5 and (not P5 and (not P2: [13 and 12
REFWAIT NCONreq | P1) and (not P1) and (not NCONreq
WBCL; P2): OPEN P2): CLOSING;
(not P3) and 3); AKWAIT (3);| (not P6) and P5
(not P1) and| not P5: not P5: |and (not P1) an
(not P2): [0] OPEN AKWAIT (not P2):
REFWAIT CLOSING (3);
(not P6) and (nc
P5): CLOSING
NRSTind a7 a7 @an @an a7 a7)
TDTreq (16) OPEN [20]
TEXreq AKWAIT
NCONconf 1) 1) CR CR [17] WFTRESP| CC AKWAIT [15] CLOSING
WEFCC (6) WBCL (6) | OPEN (6) (6) (6)
New P1:[12 and P1:[12] | P1:[12 and P1:[12 and 15
network 17] OPEN | WFTRESP| 14] (6) (6) CLOSING;
connection (6); (6); AKWAIT; | (not P1) and P2:
assignment (not P1) and(not P1) and(not P1) and [13 and 12]
P2: [13 and P2: [13 and P2: [13 and  NCONreq
12] 12] 12] CLOSING
NCONreq | NCONreq | NCONreq
OPEN | WFTRESP| AKWAIT
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TABLE A.14/X.224(end)

Class 4 connection/disconnection over CONS

State REFWAIT | CLOSED WFCC WBCL OPEN WFTRESRH AKWAIT CLOSING
Event
Retrans- P7 and P3: [0] P7 and P3:| P7:[6, 8, 3, P7:[3,2,1 P7:[0]
timer TDISind [0] 2,1 and 15] and 15] REFWAIT;
REFWAIT; REFWAIT; TDISind TDISind not P7:[1, 3
P7 and (not | P7 and (not| CLOSING (14) and 15] (14)
P3):[3,2,1| P3):[3,2,1 (14); CLOSING; CLOSING
and 15] and 15] | not P7: (16) not P7: (1, 3
TDISind CLOSING | (14) OPEN and 14] (14
CLOSING (14); AKWAIT
(14); not P7: [1,
not P7:[1,3| 3and 11]
and 11] WFCC  WBCL
Inactivity- [6, 4,3, 2,
timer 1 and 15]
TDISind
CLOSING (7
Reference | CLOSED
timer
CR not P8: [21] [12,8 and 7 [12] [12 and 14] [12]
CLOSED OPEN | WFTRESP| AKWAIT CLOSING
5 (13)
P8: [9 and
12]
TCONind
WFTRESP
5
CcC DR DR P9: [12, 09, 2,4, P11:[19]; [12, 17,8 P11:[19]
REFWAIT | CLOSED | 5,7 and 17] not P11: | and 7] (9) (12);
TCONCconf (9) [12, 2, 4, 3, OPEN not P11:
OPEN,; 1 and 15] [12]
P10: [12, 4, 3] CLOSING CLOSING
2,1 and 15] (11)
TDISind
CLOSING;
P11:[18]
ER REFWAIT| CLOSED | [0] TDISind [0] [12, 6, 8, 4, 3, [12, 4,3, 2, [0]
REFWAIT REFWAIT | 2,1 and 15] 1 and 15] REFWAIT
TDISind TDISind
CLOSING CLOSING
DR [22] [22] (8) TDISInd [0]  (8) [0] DC (10) [0]| DC (10) | DC (10) [0] [0]
REFWAIT | CLOSED REFWAIT REFWAIT TDISind TDISind TDISind REFWAIT
REFWAIT | CLOSED | REFWAIT
DC REFWAIT | CLOSED [0]
REFWAIT
EA REFWAIT | CLOSED [12,8 and 7 [12]
OPEN (16) CLOSING
(13)
DT/AK/ED | REFWAIT | CLOSED [12,8 and 7 [12 and 7] [12]
OPEN (16) OPEN CLOSING
(15) (16) (13)
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A7 State tables for class 4 over CLNS

This clause provides a more precise description of a class 4 transport connection when operating over CLNS.
Tables A.15, A.16 and A.17 give the predicates, actions and notes for class 4 respectively.

Table A.18 is the state table for a class 4 transport connection when operating over CLNS.

The following assumption and notations are used
a) local-ref: the reference (local) of the TC is chosen when sending the CR or when accepting a CR;

remote-ref: the reference of the remote entity is initially set to zero and initialized when processing the CC
except if the CC is ignored;

SRC-REF: designates the corresponding field of the received TPDU,;
DST-REF: designates the corresponding field of the received TPDU,;
src-ref, dst-ref: designates the corresponding fields of the sent TPDU;
count: designates the number of times a TPDU has been sent (retransmissions);
b) the data transfer phase is not completely described in the state table but refers to the main text;

c) itis assumed that the network service is continuously available;

The operations resulting from signalled inaccessibility of the network service are a local matter.

TABLE A.15/X.224

Predicates for class 4 over CLNS

Name Description
PO T-CONNECT request is acceptable
P3 Local choice
P7 Count= maximum
P8 Acceptable CR TPDU
P9 Acceptable class 4 CC TPDU
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TABLE A.16/X.224

Specific actions for class 4 over CLNS

ing

Name Description

[0] Set reference timer

[1] Count=count+ 1

2] Count=0

[3] Set retransmission timer

[4] Stop retransmission timer if running

[5] Set window timer

[6] Stop window timer if running

[7] Set inactivity timer

[8] Stop inactivity timer if running

[9] Set initial credit for sending according to the received CR/CC TPDU

[10] Set initial credit for controlling reception according to the sent CR/CC TPDU

[15] Send the DR TPDU. This DRPDU is sent with src-ref= local-ref and dst-ref = remote-ref
(may be zero)

[16] Send the DR TPDU. The DR TPDU is sent with sr=réfand dst-ref remote-ref

[17] Send a TPDU according to data transfer procedure

[20] Store request and exercise flow control to the user

[21] Send a DC TPDU with SRC-REF equal to zero

[22] Send a DC TPDU except if the SRC-REF field of the received DR TPDU is equal to zero

[23] Send a DR TPDU with src-reflocal-ref and dst-ref SRC-REF in CC TPDU

TABLE A.17/X.224
Specific notes for class 4 over CLNS
Name Description

5) Not a duplicated CR TPDU. If the CR TPDU is duplicated, ignore it

@) As a local choice it is also possible to apply the following [0], TDISind, REFWAIT

8) Association to thi§ransportconnection is done regardless of 8BRC-REF field. If SRC-REF is
not zero, a DC TPDU is set back

9) At least an AK TPDU shall bgent if the transpontity is the initiator in order to ensure that the
responder will complete its three-way handshake

(10) If association has been made, and DST-REF is zero, then th®DQ contains a src-réield set
to zero

(11) If the CLOSING state hadeen entered, coming from WFCate, theremote-ref is zero. The
SRC-REF field othe CCTPDU is ignored (i.e. ithe DRTPDU isretransmitted, iwill be with
the dst-ref field set to zero)

(13) The DR TPDU may be either repeated immediately or when T1 will run out.

(15) Previously stored-DATA or T-EXPEDITED-DATA requests are ready for processing accord
to data transfer procedures

(16) See data transfer procedures
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TABLE A.18/X.224

Class 4 connection/disconnection over CLNS

State
Event REFWAIT | CLOSED WFCC WBCL OPEN WFTRESRH AKWAIT CLOSING
TCONreq not PO:
TDISind
CLOSED;
PO:
[1,3,10] CR
WFCC
TCONresp [3,2,1,10]
cC
AKWAIT
TDISreq P3: [6,8,4,3, [16] [4,3,2,1,15]
WBCL,; 2,1,15] CLOSED | CLOSING
not P3: CLOSING
[4,3,2,1,15]
CLOSING
TDTreq (16) [20]
TEXreq OPEN AKWAIT
Retrans- P7 and P3: | P7 and P3: P7: P7: P7:
timer [0] [0] [6,8,3,2,1,15] [3,2,1,15] [0]
TDISind REFWAIT; TDISind TDISind REFWAIT;
REFWAIT; P7 and CLOSING; CLOSING; not P7:
P7and(notP3); (not P3): not P7: not P7: [1,3,15]
[3,2,1,15] [3,2,1,15] (16) [1,3], CC CLOSING
TDISind CLOSING; OPEN AKWAIT
CLOSING; not P7:
not P7: [1,3], CR
[1,3], CR WBCL
WFCC
Inactivity- [6,4,3,2,1,15]
Timer TDISind
CLOSING
)
Reference- | CLOSED
timer
CR not P8: [8,7] WFTRESP CcC CLOSING
[21] OPEN AKWAIT (13)
CLOSED;
P8:
[1,9,3]
TCONind
WFTRESP
(5)
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TABLE A.18/X.224(end)

Class 4 connection/disconnection over CLNS

State
Event REFWAIT | CLOSED WFCC WBCL OPEN WFTRESR AKWAIT CLOSING
CcC DR DR Po: Po: [17,8,7] Po:
REFWAIT | CLOSED | [9,2,4,5,7,17] [2,4,3,1,15] 9) (11)
TCONCconf CLOSING OPEN CLOSING
(9)
OPEN;
not P9:
[4,3,2,1,23]
TDISind
CLOSING
ER REFWAIT| CLOSED [0] [0] [6,8,4,3,2, [4,3,2,1,15] [0]
TDISind REFWAIT 1,15] TDISind REFWAIT
REFWAIT TDISind CLOSING
CLOSING
DR [22] [22] 8) 8) DC (10) DC (10) DC (10) [0]
REFWAIT | CLOSED [0] [0] [0] TDISind [0] REFWAIT
TDISind REFWAIT TDISind CLOSED | TDISind
REFWAIT REFWAIT REFWAIT
DC REFWAIT | CLOSED [0]
REFWAIT
EA REFWAIT | CLOSED [8,7] CLOSING
OPEN (16) (13)
DT/AK/ED | REFWAIT | CLOSED [8,7] [7] CLOSING
OPEN (16) OPEN (13)
(15) (16)
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Annex B
(normative)
Network connection management subprotocol

(This annex forms an integral part of this Recommendation)

B.1 Introduction

The objectives of this annex are to

a) Provide for more flexibility irthe use of the network connections established between two cooperating
transport entities, thus enlarging the field of application of the trangpmidcol as presently defined in
the mainbody of this Recommendation. In particular it allows for an optimizationttef use of the
network connections by allowing both transport entities at each end of a network connection to assign and
reassign transport connections to a network connection;

b) Allow more information to beent explainingvhy a network connection is released in order to be able to
optimize recovery.

The protocol described in this annex is called the network connection management subprotocol (NCMS).

The procedures defined in this annex are optional extensions to the main body of this Recommendation.

B.2 Scope

The procedures specified in this annex are an extension dfafie procedure defined in the mdnody of this
Recommendatioand therefore do not prevent communication between transport entities conformtinig ecom-
mendation with this annex and those conforming to this Recommendation without this annex.

The basic network connection managemtwett is specified in the maibody of this Recommendation allows for
assignment or reassignment of transport connections on an existing network connection by its owner, who is currently
restricted to be the transport entity that initiated this network connection. This annex describes the prexehsay

to extend this basic management to peth@tpeer transport entity (i.¢he acceptor of a network connection)decome

also the owner of the network connection and consequently to be able to assign or reassign transport connections to it.

Whenperforming multiplexing of transport connectithis feature allows a network connection tofliéy shared thus
increasing the scope of the multiplexing classes of the transport protocol (i.e. classes 2, 3 and 4).

In order to control the number of shared network connectiongpéeatentities are willing to use simultaneously (one
or more), a mechanism is provided to resolve collisivhen simultaneous network connection establishments occur,
especially in the case of recovery after network failure.

B.3 Definitions

For the purposes of this annex, the following definitions apply.

NOTE - The definitions contained in this clause make use of abbreviations defined in clause B.4.

B.3.1  owner (of a network connection) The transport entity that issued tNeCONNECT request leading to the
creation of the network connection if the NCM TPDU is not used or the transport @mityibly both)which is
designated to have the right of performing assignment in accordance WHIEHREGHT field of the NCM TPDU when
the NCM TPDU is used (see B.6.2.2).

NOTE — This definition extends the definition of the owner of the network connection given in 3.2.28.

B.3.2  network connection reference (or nc-reference)An identifier which is associated with a network connection
and used to resolve collisions when network connections are reopened.
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B.4 Abbreviations

B.4.1  Types of transport-protocol-data-units
NCM TPDU Network connection management TPDU
DIAG TPDU Diagnostic TPDU
NCMC TPDU  Network connection management confirmation TPDU

The following TPDU is used by this annard is defined byTU-T Rec. X.264 [ISO/IEC 11570, Transport protocol
identification mechanism:

UN TPDU Use of network connection TPDU

B.4.2 TPDU fields
NC-REF Network connection reference (field)
NC-TYPE Network connection type (field)
NC-RIGHT Network right (field)

LI Length indicator (field)

NC-PREF Network connection preference (field)
NC-COL Network connection collision indicator
NC-REC Network connection recovery indicator

The following fields of the UN TPDU are used by this annex and are defined by ITU-T Rec. X.264 | ISO/IEC 11570:
SHARE Sharing option (field)
PRT-ID Protocol identifier (field)

B.4.3 Timers

TTR-NC Time to try to reopen a network connection using a given NC-REF
TPD-NC Time to consider a given NC-REF as pending
TFR-NC Time to consider a given NC-REF as frozen

B.4.4  Miscellaneous

NCMS Network connection management subprotocol

NSAP Network-service-access-point

AA Assignment right to all

SA Sender has assignment right

RA Receiver has assignment right

AFI Authority and Format Identifier (of the NSAP address)
IDI Initial Domain Identifier (of the NSAP address)

DSP Domain specific part (of the NSAP address)

B.5 Overview of the protocol

NCMS allows for:

a) identification of the protocol to be used on top of a given network connection;

NOTE — Theuse ofNSAP addresses as it is defined@CITT Rec.X.650 |ISO/IEC 7498-3provides greater
flexibility in distinguishing betwee@®SI| and non-OSlusers of the networkervice. If howevethe use oNSAPs
incurs unacceptable penalties, for example where BEAP ischarged for by the network providehen the
protocol identification mechanism (see ITU-T Rec. X.264 | ISO/IEC 11570) is available.
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b) Explicit designation of the transport entity (or entities) which has the right to assign transport
connection(s) to a specific network connecteomd istherefore considered as the (co-)owner of the
network connection;

c) Resolution of connection establishment collisions when a network connection is first established or
recovered after failure.

NCMS assumes the use of the network service defined in CCITT Rec. X.213 | ISO/IEC 8348.

When operating NCMS the transport entities oa#y the networkservice primitiveslisted in Table B.1 (the other
network service primitives are used as defined in 5.2).

TABLE B.1/X.224

Network Service Primitives Used for NCMS Operation

Primitives Parameters A/BIC

N-CONNECT request Called address A
indication Calling address A

response NS user-data B

confirm QOS parameter set A

Responding address A

Receipt confirmation selection A

N-DISCONNECT request NS user-data C
indication Originator C

Reason A

A This parameter is used in accordance with the procedspesified inthe main body of this
Recommendation.

B When operatingNCMS this parameter is used in requestd indication and in response and
confirmation if the NCMC TPDU is used.

C This parameter may be optionally used when operating NCMS.

B.6 Elements of procedure

B.6.1  TPDU transfer
The transport-protocol-data-units (TPDUSs) defined for this annex are listed in B.4.1.

The transport entities shall transraitdreceivethe UN (sedTU-T Rec. X.264 |SO/IEC 11570) and NCMTPDU in
the NS-user data parameter of the N-CONNECT request and indication primitive only.

The sending transport entity shall:
a) Either not transmit any TPDU in the NS-user data parameter of the N-CONNECT request primitive;

b) Or transmit the UN TPDU (sd&U-T Rec. X.264 |SO/IEC 11570)followed by the NCM TPDU in the
NS-user data parameter of the N-CONNECT request primitive.

When used the DIAG TPDU is transmitted in the NS-user data parameter of N-DISCONNECT primitive.
When used the NCMTPDU is transmitted in the NS-user daerameter of N-CONNECT responsed confirmation

primitive.
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B.6.2  Network connection management

B.6.2.1 General

When the procedure described in B.6.1 b) is used

a) The sending transport entity shall use the procedure described below teggthbe procedure defined
in the main body of this Recommendation;

b) The receiving transport entity shall

1) either ignore the NCM TPDlAnd operatethe procedure described in the mdiady of this
Recommendation;

2) or recognizeand processthe NCM TPDU and therefore operat¢he procedure describduktlow
together with those defined is the main body of this Recommendation.

When a transport entity hggocessed an NCM TPDU receivedm a givenNSAP [seeB.6.2.1 b)2)] it shalprocess
further NCM TPDUSs received from the same NSAP.

B.6.2.2 Assignment right

When anN-CONNECT request primitive isssued by a transport entity to request the opening of a new network
connection, the transport entityay choosevhether or not to include the NCM TPDU in the NS-user gatameter of

the primitive. The recipientnay choosenot to processhe NCM TPDUand tooperatethe procedures defined in the
main body of this Recommendation instead.

The owner(smay use the network connectidor assigning or reassigning transport connectigith the following
restrictions:

a) a transport entity which is the owner of the network connection shall not assign a transport connection
with a preferred class 0 or 1 if its peer is also the owner of the network connection (see Note 2);

b) atransport entity which is the owner of the network connection can assign a transport connection with an
alternative class 0 or 1, but shall not, when receiving a CR TPDU proposing 0 or 1 as an alternative class,
select one of these classes (see Note 3).

A transport entity shall be designated the “owner” of a network connection according to the Table B.2.

TABLE B.2/X.224

Determination of assignment rights

Entity Network Network
connection connection

Event initiator responder

No NCM sent Y N

NCM sent but not processed Y N
Right=SA or AA

NCM sent but not processed N N
Right=RA (see Note 4) (see Note 4)

NCM sent and processed Y N
Right=SA

NCM sent and processed N Y
Right= RA

NCM sent and processed Y Y
Right=AA

Y Owner

N Not owner
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NOTE 1 — The use of a network connection by a called transport entity to initiate new transport connectionslghoeild
made when thealledtransportentity is adequatelgssured of the trueentity of thecalling transportentity (i.e. there isrust in the
calling NSAP identification provided by the Network Layer) or the data to be transferred is not sensitive.

NOTE 2 — Thisgivesthe guarantee that transpednnections of classes 0 or 1 cannot be opened simultaneously at both
ends of a network connection.

NOTE 3 — This allows &ransportentity whichhas sent th&lCM TPDU to still propose classes 0 or 1 as an alternative
class. If the peer transport entity has not processed the NCM TPDU it may still select class 0 or class 1.

NOTE 4 — Use of NC-RIGHT with the NCM TPDU allows explicit controhsSignment rights whilst also permitting both
entities to be able to recover a failed network connection. This is not possible when the NCM is used.

Provided that the restriction statedBr6.2.2 a) and B.6.2.2 l@re respected, both transport entities at eschof the
network connection shall follow the procedures defined in the main body of this Recommendatiorthakt¢leetowner
of the network connection is defined as in B.6.2.2.

NOTE 5 — Theransportprotocol defined in the main body of this Recommendation mage®f thedefinition of owner
of a network connection for defining the entity which can perform assignment and reassignment.

B.6.2.3 Network connection reference (nc-reference) management

When a transport entity elects to use the NORDU it shallkeep track othe nc-references used in the NO¥DUs
sent or received in the NS-user data parameter of the N-CONNECT request or indication primitives.

An nc-reference is associated with

a) the pair of NSAPs addressiesolved inthe network connection on which the NCM TPDU has been
transferred;

b) the source of the allocation: the nc-reference has been remotely or locally allocated.

The nc-reference is exchanged as the NC-REF parameter of the NCM TPDU. The NC-TYPE parameter of
the NCM TPDU indicates the source of allocation:

1) NC-TYPE setto NEW indicates a new nc-reference allocated by the sender of the NCM TPDU,

2) NC-TYPE set to MY indicates a recovery using an nc-reference previously allocatedldgnder of
the NCM TPDU,

3) NC-TYPE set to YOURS indicatesracoveryusing an nc-referencgreviously allocated by the
receiver of the NCM TPDU;

NOTE 1 — Use othe NC-TYPE MY permitsthe explicit distinction betweerhe two cases where the
NC initiator either has or has not received the N-CONNECT confirm.

c) the state of the nc-reference which can be

1) OPEN: There is one network connection associated withntheeferenceand for which an
N-CONNECT confirm has been received or an N-CONNECT respsest and no subsequent
N-DISCONNECT primitive exchanged,

2) OPENING: There is one network connectionvdrich anN-CONNECT confirm is awaitednd the
nc-reference has never been previously in the OPEN state,

3) RECOVER: There is one network connection associated withntheference forwhich an
N-CONNECT confirm is awaited and the nc-reference has previously been in the OPEN state,

4) PENDING: There is no network connection associated with the nc-reference;
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d)

e)

the assignment right allocatéat the use of the network connection associated withntheeference.
It can be

1) my-side: The local transport entity is the only owner of the network connection,
2) remote-side: The remote transport entity is the only owner of the network connection,

3) both-sides: Both the local and the remote transport entities are the owners of the network connection;

NOTE 2 — Due tdhe collision andrecoverymechanisms, it is possible that different network connections
— initiated either by thdocal or the remote transporéntity — be consecutively associated ttee same
nc-reference. The assignment righte attached with thec-referenceand remain unchanged independent of
whichever transport entity is the initiator of the network connection currently used.

The preference to hesed in the collision resolutianechanism (seB.6.2.5). Thisvalue is equal to the
value ofthe field of the last NCM TPDU seand isonly significantwhen anN-CONNECT confirm is
awaited (i.e. the nc-reference is either in the OPENING or in the RECOVERY state).

When amnc-referencevhich has beefocally allocated is no longereeded, thec-reference shall not be
reused before a TFR-NC period of time. No information is associated with this frozen referentieaather
the TRF-NC timer and will be considered unknown if received in an NCM TPDU.

NOTE 3 — In order to prevethat, incollision cases, two nc-references hakie samevalue, it is required to
allocate values at random, for example based on the time of their allocation.

B.6.2.4 Timers

The network connection management procedure makes use of the following timers:

a)

b)

c)

the TTR-NC timer defineghe period oftime that shall not be exceeded when reopening a network
connection associated with given nc-reference aftehe receipt of arN-DISCONNECT indication

in OPENING or RECOVERY statefl TR NC shall be less thafPD-NC by at leasthe sum of the
maximum disconnection and maximum connection propagation delays of the network service;

the TPD-NC timer defineghe minimum time a transport entityhall maintain an nc-reference in the
PENDING state. A value of 2 min is used for TPD-NC;

the TFR-NC timer defineghe minimum timethat shall elapséefore an entitymay reuse a locally
allocated nc-reference. A value of 2 min is used for TFR-NC.

B.6.2.5 Association of a received NCM TPDU with a known nc-reference

When an NCMTPDU is received according 8.6.1 ¢) and B.6.2 angrocessed (a transport entihay always elect to
process or ignore an NCM TPDUhe NCM TPDU is associated with an existimgreference if one dhe following

holds:

a)

either the three following conditions are met:
1) the reference number received in the NC-REF parameter is the same as the one stored; and

2) the pair of NSAPs addresses in MeCONNECT indication irwhich the NCM TPDU waseceived
is the same as those stored with the reference; and

3) the parameter received in the NCM TPDU indicateséme source @llocation as that stored with
the nc-reference, as indicated in Table B.3;
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TABLE B.3/X.224

Matching source of nc-reference allocation

NeTvRE Remote Hocal
NEW S D
YOUR D S
MY S D

S Same allocation source
D Different allocation source

b) or there is no nc-reference known thye transport entity corresponding Bo6.2.5 a)l)aboveand the
following three conditions hold:

1) the NC-TYPE parameter has the value NEW;

2) there is an nc-reference, locally allocated, joirtimgsame pair oNSAPs addresses, @PENING
state and having the assignment right defined as follows:

— assignment right ismy-side” and theRIGHT field of the received NCM TPDU holds the
value RA (receiver has assignment right);

— or assignment right is “remote-sidesid theRIGHT field of thereceived NCM TPDU holds
the value SA (sender has assignment right);

— or assignment right is “both-sideahd theRIGHT field of thereceived NCM TPDU holds the
value AA (assignment right to all);

3) acceptance of both network connections would result in the establishnmeotemfonnections than
the transport entity is prepared to support.

An NCM TPDU which is not associated but carriegadue differentfrom NEW in the TYPEparameter has to be
considered an error.

B.6.2.6 Collision

B.6.2.6.1 Collision cases

A collision is detected when:
a) an NCM TPDU is associated with a known nc-reference (see B.6.2.5) and;

b) there is an N-CONNECT confirm pending for the network connection used for the nc-reference.

NOTE - In othemwords acollision is an associatiowith an nc-reference either in OPENING RECOVERY
state.

B.6.2.6.2 Collision resolution mechanism

B.6.2.6.2.1 Collision winner

When a collision occurs, one of the two network connections (i.e. the one which is currentigr ubedhc-reference
and the one carrying the NCM TPDU which is associated with the nc-reference) has to be disconnected.

In general the state of the nc-reference determines which network connection shall be disconnected.

However, in the following two cases:

a) the NCM has been associated withraareference in RECOVERY state accordingBi®.2.5 a) and
the TYPE parameter has a value different from NEW;

NOTE - In this case both ends are in RECOVERY state.

b) or the NCM has been associated according to B.6.2.5 b).
NOTE - In this case both ends are in OPENING state.
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The following procedure shall be used to determine if the local transport entity is the collision winner or the collision
loser. The local entity is the winner if

a) the state of thenc-reference is OPENINGnNd thelocal allocated nc-reference has a lowealue
(nc-reference to be treated as a 16-bit intetfeah thenc-reference ofhe received NCM TPDU. In
the case when both references are equal, both network connections are disconnected, i.e. refused, and
both transport entities choose another nc-reference and try (eventually) again;

b) the state of the nc-reference is RECOVERY and the preference attached to nc-referencetisahigher
one contained in the NC-PREF field of the received NCM TPDU;

c) the state of thec-reference is RECOVER¥nd thepreference attached to nc-reference is equal to the
one contained in the NC-PREF field of the received NCM TPDU and either:

1) the source of allocation of thee-reference is locand thevalue ofthe NC-REC field of the first
sent NCM TPDU (i.e. which had NC-TYRENEW) was “please do not recover”, or

2) the source of allocation of tme-reference is remotnd thevalue ofthe NC-REC field of the first
sent NCM TPDU (i.e. which had NC-TYRENEW) is “please recover”.

B.6.3 NCM confirmation

When an NCMTPDU has been sent witRIGHT set to RA the transport entity whigleceivesand processes the
NCM TPDU shall, if accepting the incoming network connection, transmit an NCMC TPDU in the NS-user data
parameter of the N-CONNECT response.

NOTE 1 - The NCMC TPDU is sent only if

a) The incoming network connection is accepted; and

b) The received NCM TPDU has the TYPE field set to NEW; and
c) The received NCM TPDU has the RIGHT field set to RA.

NOTE 2 — This mechanism avoids possible useless freezing of resources (network connection) when the peer-entity ignores
an NCM TPDU which gives exclusive assignment.

If an N-CONNECT confirmation is received after having an NCM TRath RIGHT set to RA, which does natarry
an NCMC TPDU, the initiator shall disconnect the network connection.

NOTE 3 — The absence of NCMC TPDU indicates that the peer-entity did not process the NCM TPDU.

B.7 Protocol operation

B.7.1  Receipt of an N-CONNECT indication

The recipient of an N-CONNECT indicatievhich either does not contain an NCM TPDU or contains an N®RU

which it chooses to ignore shétllow the procedures described in the miadly ofthis Recommendation. If the NCM
TPDU is to be processeben the transport entity shalpply the procedurdor association oONCM TPDU to a known
nc-reference (seB.6.2.5). If the NCMTPDU is associatethen the transport entity shalpply either the procedure
describe inB.7.3 a) or B.7.3 b) or B.7.4.2 b) or B.7.4.3 c) or B.7.4.2 or B.7.5 depending upon the state of the
nc-reference. Otherwise the procedure in B.7.2 applies.

B.7.2 Passive network connection establishment with NCM TPDU

The transport entitynay either decide to refuse the incoming network connection (i.e. issud-RISCONNECT
request) or accept the network connection.

If the transport entity elects to accept the network connection it shall

a) issue an N-CONNECT responsethi€ RIGHT field of thereceived NCM TPDU contairthe value RA
the NCMC TPDU shall be transmitted in the NS-user data parameter of the N-CONNECT response;

b) note the nc-reference and the pair of NSAPs;

c) note that the nc-reference has been remotely allocated,;
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d) note the assignment rights my-side if RAhas been received ihe RIGHT field of the NCM TPDU,
as remote-side if SA has been received or both-sides if AA has been received;

e) put thenc-reference intthe OPEN state and usefdr assignment or reassignment if it is (one of) the
owner(s).

B.7.3  Active network connection establishment with NCM TPDU

The transport entity, which elects to use the NCMS procedure when opening a network connection shall send an
N-CONNECT requestwith the UN TPDU (sedTU-T Rec. X.264 [ISO/IEC 11570) and NCMTPDU contained in
the NS-user data parameter. The NCM TPDU parameters are set as follows:

— NC-REF contains the selected reference which shall neither beéfansaaly other network connection
between the same pair of NSAPs nor frozen;

— NC-TYPE is set to NEW;
— NC-RIGHT is set to SA, RA, or AA;

— NC-PREF is set to low, medium tigh according to thepreference ofthe initiator to keep this
connection in case of collision.

NOTE — The selection dhis valuecan be based on ttk@owledge of the correspondence betweerettpect-
ed QOS, the cost when reverse charging is used and other optimization considerations.

The initiator shall store thec-reference togethevith the pair of NSAPs to be joined by the network connection being
established, thealue ofthe NC-PRERparametesent, the ownership of the network connection and the source of the
nc-reference (locally allocated in this case).

The state of the nc-reference shall be set to OPENING.

The initiator shall waifor an N-CONNECT confirm to complethe establishment. If the assignment rights“eemote
side” (i.e. an NCM TPDU with the RIGHT parameter having the value RA was seméctieed N-CONNECT confirm
shall contain an NCMC TPDU in its user dg@ameter otherwisthe transport entity shall disconnect the network
connection. If one of the following cases occurs, the initiator shall perform the action specified:

a) ifan NCM TPDU is receivedndassociated according B16.2.5 b) (TYPE = NEW) the transpattity
shall apply one of the following:

1) if the local transport entity is the winner (sBe5.2.6.2) the incoming network connection is
disconnected (i.e. aN-DISCONNECT request isent in response to the incomiNgCONNECT
indication) and the nc-reference remains in the OPENING state;

2) if the local entity is the loser (s&6.2.6.2) the network connection whiglas local opened is
disconnected and thedoming network connection is accepted (i.e. an N-CONNECT response is
issued). If thereceived NCM TPDU containthe value RA in itsRIGHT field the NCMCTPDU
shall be transmitted in the NS-user dpgsiameter ofhe N-CONNECT response. The nc-reference
which has beelocally allocated is frozen for a TFR-NC period of tif@ad then released) and the
transport entity keeps track tfe nc-reference contained the NC-REFparameter othe incoming
NCM TPDU asremotely allocatechnd in OPEN stateThe network connection is considered as
openandready foruse as described in the mandy of this Recommendation, according to the
assignment rights.

Any transport connections assigned to the disconnected connection shall be reassigned:

b) if an NCM TPDU is received with a TYPE parameter diffefestn NEW and is associated, the transport
entity shall

1) issue an N-DISCONNECT requédst the network connectiofor which theN-CONNECT confirm
is awaited,;

2) respond to the incoming N-CONNECT indication by an N-CONNECT response;

3) place thenc-reference inthe OPEN state and consider the network connectiomeady for
assignment or reassignment according to the assignment rights;

c) if an N-DISCONNECTIndication is received, the transport entityy decide either taive up or try to
reopen a network connection by issuing an N-CONNECT request containing an NCM TPBJ6(4e2
and B.6.2) which is acopy of the previously sent NCM TPDU, excepthat the NC-PREF
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parametemay bedifferent. The decision whether a new network connection has to be opened or not is a
local matter subject to the following constraints:

1) when the firsN-DISCONNECT indication is received, the entity shall start TT6R-NC timer and
stop it when receiving the correspondidfCONNECT confirm or N-CONNECTindication
carrying an NCM TPDU which is associataddprocessed as described abdihen thetimer runs
out the transport entity shall noy to open a network connection again ifiew N-DISCONNECT
indication is received;

2) if the network connection is intended to be ufmdtransport connections allowingcovery, the
network connection has to be reopened in accordance with the agreed upon geaiiticefof the
supported transport connection(s).

When recovery isnot performed orhas stopped (i.e. a nelN-DISCONNECT is received and
TTR-NC hasrun out) thenc-reference othe network connection is placed inPENDING state
for a TPD-NC period of time. Duringhis period the transport entithay receive an incoming
NCM TPDU having this nc-reference (see B.7.4.3).

B.7.4  Network connection recovery

B.7.4.1 Receipt of an N-DISCONNECT indication

When a network connection which was established using NCMS is disconnected \izBI3GONNECT is received)
the transport entity shall either

a) elect not to reopen the network connection, placedkeference ithe PENDING state for a TPD-NC
period of time, and apply the procedure described in B.7.4.3; or

b) attempt to reopen the network connection by following the procedure described in B.7.4.2.
Alternative b) is subject to the same constraints as described in B.7.3 c).

In all cases the transport entity shegblythe procedure corresponding to the receipt dlddSCONNECTIndication
to all transport connections assigned to the network connection.

B.7.4.2 Active recovery procedure

The transport entity shall open a network connection by puttingatheference intthe RECOVERY state and sending
an NCM TPDU in the NS-user daparameter othe N-CONNECT request according 6.1 c) and B.6.2 with the
following parameters:

a) NC-REF is set to the value of the nc-reference associated with the network connection;

b) NC-TYPE is set to MY if thenc-reference was locally allocated, to YOURSHE nc-reference was
remotely allocated,;

c) NC-PREF is set to the desired value (see B.7.3);
d) NC-RIGHT may take any value;

NOTE — NC-RIGHT is not significant in an NCM TPDU performing recovery.
e) NC-REC is set to the desired value.

The transport entity shall then apply one of the following:
a) if an N-DISCONNECT is received apply B.7.4.1;

b) if an NCM TPDU withtype NEW is receivedand associated the incoming network connection is
rejected;

c) if an NCM with type differentfrom NEW is receivedthe collision winner is determined according
to B.6.2.6.2 and:

1) if the transport entity is the winner the incoming network connection is rejected, or

2) if the transport entity is the loser the incoming network connection is accepted (i.e. send an
N-CONNECT response), the nc-reference is placed in the OPENasthisready foruse according
to the assignment rights. The network connection for which an N-CONNECT confirm was awaited is
disconnected by issuing an N-DISCONNECT request.

Recommendation X.224  (11/93) 107



B.7.4.3 Passive recovery procedure

If an N-CONNECT indication is receiveahich carries an NCM TPDU, which is associated to the nc-reference, the
transport entity shall send &-CONNECT responséwith an NCMC TPDU in the NS-user daparameter if the
received NCM TPDU is ofype NEW and has the right field set to tkelue RA)and put thenc-reference into the
OPEN state and consider it as ready for assignment according to the assignment rights.

If the TPD-NC timer expiresnd if thenc-reference was remotely allocatdten the transport entity does ikeep track
of it any longer; ifthe nc-reference was locally allocatetien the transport entity shall not reuse rferenceuntil a
TFR-NC period of time has elapsed.

B.7.5 Remotely initiated recovery

When a transport entity receives an NCM TPDU which is associated with an nc-reference in OPEN state it shall

a) acceptthe incoming network connectioand issue anN-CONNECT response; itthe received
NCM TPDU is of typeNEW and has th®IGHT field set to RA, the NCMC TPDU shall be transmitted
in the NS-user data parameter of the N-CONNECT response;

b) issue an N-DISCONNECT reque$dr the network connection which was associated with the
nc-reference;

c) apply toall transport connections assigned to this network connection the procedure defineth@inthe
body of this Recommendation for processing an N-DISCONNECT indication.

B.7.6  Optimization principles

B.7.6.1 Use of the NC-REC indicator

Although therecovery protocol is symmetrical,should be noted that a transport entitplisays allowedot to initiate
recovery by putting the nc-reference into the PENDING state.

NOTE 1 — Not initiating recovery is equivalent to having a value of zero for the TTR-NC timer.

In order to avoid unnecessary recoveeing performed arecoverybeing delayed the NC-REC field of the NCIWDU
should be set as follows:

a) O (please do not recover): indicathat the sender does naly on recovenbeing performed by the
receiver, and intends to recover even if not required for its own need;

b) 1 (please recover): indicatdsat the sendezxpects a recovery to lowne by theeceiver,and does not
intend to recover if it does not need it.

When thenc-reference is ithe OPEN state, the NC-REC field of the associated NCM TEiks bothentities aview
of the recovery intention of the partner.

When a transport entity has to initiagzovery,i.e. anN-DISCONNECTindication has been received @PENING or
RECOVERY state and TTR-NC has not run out it is recommended that

a) if the entity haseceived an NCM TPDWith the NC-REC field set to “pleasecover”, itshouldtry to
recover even when this is not necessary for its own assignment needs;

b) if the entity haseceived an NCM TPDWith the NC-REC field set to “please donécover”, itshould
not initiate recovery if this is not required for its own assignment needs;

c) if the entity has sent an NCM TPDU with the NC-REC field set to “please dzgtver”, it should
initiate recovery even if not required for its own assignment needs;

d) if the entity has sent an NCM TPDU with the NC-REC field set to “pless®ver”, itshould not initiate
recovery if not required for its own assignment needs.

NOTE 2 — As a local choice, it is possible to implement a symmetrical recovery mecharssttigy/theNC-REC field to
the value “please recover” and initiating recovery even though not required for the local assignment needs.
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B.7.6.2 Use of NS-user data parameter in N-DISCONNECT primitive

The reason code in thd-DISCONNECT primitive doesiot adequatelyspecify enough information taompletely
optimize the connectiormecovery mechanismsince thevalues defined irthe networkservice (CCITTRec. X.213 |
ISO/IEC8348) do not distinguishetween the cases wheezovery isdesirable immediately arot and do noprovide
adequate diagnostic information. Thus the NS-user pii@meter othe N-DISCONNECT requestnay beused and
may contain a DIAG TPDU.

When a network connection is no longer needed,ridemmendedhat only the owner(s)may disconnect it, and put
a DIAG TPDU with code 1 into the NS-user data parameter of the N-DISCONNECT request primitive.

B.7.7  Releasing a network connection

Either entitymayrelease a network connection at any timasisying anN-DISCONNECTrequest. It isecommended
to use the DIAG TPDU in order to optimize this procedure as described in B.7.6.2.

If the remote transport entitiias assignment rights tme-reference shall be placed time PENDING state after the
network connection has been released.

If the remote transport entity does not have assignment rights the nc-reference may, as a matter of local choice:
a) be putin the PENDING state; or
b) if locally allocated be frozen; or

c) if remotely allocated be made unknown.

B.8 Structure and encoding of TPDUs

B.8.1  Validity

Table B.4 specifies the TPDU valid for this annex.

TABLE B.4/X.224

TPDU codes
Name Code
NCM, network connection management 0000 0010
DIAG, diagnostic 0000 0011
NCMC, network connection management confirmation 0000 0100

B.8.2  Structure

The structure is defined in 13.2.
B.8.3  Network connection management (NCM) TPDU

B.8.3.1 Structure

1 2 3 4 5 6
NC-COL
NCM | NC-TYPE
LI NC-REF NC-REC
0000 0010 | NC-PREF | NCREC
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B.8.3.2 LI
See 13.2.1.

B.8.3.3 Fixed part

The fixed part shall contain
a) NCM: NCM TPDU code: 0000 0010;
b) NC-REF: the nc-reference;

¢) NC-TYPE: indicates théype of the nc-referencevhich is sent. NC-TYPE consists of bitsaBd 7 of
octet 5 and may have the value 00 (NEW), 01 (MY) or 10 (YOURS), Value 11 is reserved;

d) NC-PREF: indicates thereferencehe initiator has tikeepthe network connection ioase of collision.
NC-REF is bits 6-1 of octet 5:

000000 highest preference,
000001 medium,
000011 lowest preference;

e) NC-COL: indicateghe collision algorithm to be useMC-COL is bit 8 of octet 6. Only one value is
defined (0): resolution of collision when N-CONNECT indication is received,

f) NC-REC: indicates the recovery optimization option. NC-REC is bit 7 of octet 6:
0 please do not recover,
1 please recover;

g) NC-RIGHT:indicates the kind of right of usgiven bythe entity to its peeMNC-RIGHT is bits 6-1 of
octet 6:

000001 SA,
000010 RA,
000011 AA.

B.8.3.4 Variable part

There is no variable part.

B.8.4  Diagnostic (DIAG) TPDU

This TPDU is only transferred in the NS-user data parameter of an N-DISCONNECT. It provides diagnostic information.
Sending and/or processing this TPDU is optional.

B.8.4.1 Structure

1 2 3
DIAG
LI 0000 0011 CODE

B.8.4.2 LI
See 13.2.1.

B.8.4.3 Fixed part

The fixed part shall contain
a) DIAG: DIAG TPDU code 0000 0011;
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b) CODE: indicates the reasdor disconnecting the network connection. The followirjues shall be
used:

0 — Collision detection resolution

1 — Network connection no longer needed

2 — Unrecognized NC-REF (do not try to recover with this NC-REF)

3 — Network connection cannot be accepted (temporary congestion)

4 — A new network connection cannot be accepted again (long-term congestion or shutdown in progress)

B.8.4.4 Variable part

There is no variable part.
B.8.5  Network connection management confirm (NCMC) TPDU

B.8.5.1 Structure

1 2
L NCMC
0000 0100

B.8.5.2 LI

See 13.2.1.

B.8.5.3 Fixed part

The fixed part shall contain the NCMC TPDU code: 0000 0100.

B.8.5.4 Variable part

There is no variable part.

B.9 Conformance

B.9.1  When initiating a network connection a transport entity shall either

a) not use the NS-user dgiarameter of N-CONNECT request primitimad operate usinghe protocol of
the main body of this Recommendation on this network connection; or

b) include in the NS-user daparameter ofhe N-CONNECT request a UN TPDU (s€BU-T Rec. X.264 |
ISO/IEC 11570) with thePRT-ID field set to thevalue 01 followed by an NCM TPDHnNd operate the
NCMS procedure together with those specified in the main body of this Recommendation.

B.9.2  When processing an N-CONNECT indication, a transport entity shall either

a) operate usinthe protocol ofthe mainbody ofthis Recommendation if no user data is present or if it is
not claimed that the implementation supports the NCMS procedure; or

b) operate usinghe protocol ofthe mainbody ofthis Recommendation togetheiith the networkconnec-
tion management proceduretiife UN [with thePRT-ID field set to thevalue 01 (seéTU-T Rec.X.264 |
ISO/IEC 11570)] and NCM TPDUs are present; or

c) operate usinghe protocol of the mainbody of this Recommendation but ignore the NCWPDU
if the UN [with the PRT-ID field set to thevalue 01 (sedTU-T Rec. X.264 |ISO/IEC 11570)] and
NCM TPDUs are present.
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B.10 State Table

The state Tables B.5, B.6, B.7, B.8, B.9 and Riéfine the states of a network connection reference as maintained by a
single transport entity obeyirtge procedure of this annex. Due to failures euwbvceries of network connectiotigs
referencanayover aperiod of time be associatedth manynetwork connections, one at a tilvghen an NCMTPDU

is received the association procedure (see B.6.2.5) is applied first.

TABLE B.5/X.224

Events

Event Description
NCMNEWrec An N-CONNECT indication containing an NCM TPDU with NC-TYPE = NEW is received
NCMNOTNEWTrec An N-CONNECT indication containing an NCM TPDU with NC-TYPE not NEW is received
NDISind An N-DISCONNECT indication
Collision A collision in the opening state as a result of association as described in 6.3.5 b)
TPD-NCexp The timer TPD-NC expires
TTR-NRexp The timer TTR-NC expires
Local decision The transport entity may choose to initiate this transition
Any TPDU Receipt of any TPDU on the network connection
NCONconf An C-CONNECT confirmation
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TABLE B.6/X.224

Actions
Action Description
NCONreq Issue an N-CONNECT request to the network service
NCMNEW Send an NCM TPDU withthe NCONreq with NC-TYPE= NEW and locally allocated
nc-reference
NCMNOTNEW Send an NCM TPDU witthe NCONreq with NC-TYPE set to shothe original source of
allocation of the reference
NDISreq Issue an N-DISCONNECT request to the network service
NCONresp Issue an N-DISCONNECT response to the network service
[1] Start TPD-NC timer
[2] Start TTR-NC timer if not already running
[3] Freeze the nc-reference for TFR-NC if locally allocated
[4] The remotely initiated connectidrasbeen the winner. Re-assign any Ti@sn the loser and
process thencoming NCM TPDU as an NCMNEW ithe CLOSED statefor the winning
reference
[5] Stop TTR-NC if running otherwise remove information that it has expired
[6] Stop TPD-NC
[7] Record with the nc-reference that a TPDU has been received
[8] Store information that TTR-NC has expired
[9] If the received NCM TPDUhas theRIGHT field set to thevalue RA, a NCMC TPDU is
transmitted in the NS-user data parameter of N-CONNECT response
TABLE B.7/X.224
Predicates
Predicate Description
P1 Incoming network connection unacceptable or the local entity is the winner of a collision
P2 Remote transport entity is not an owner of the network connection and local choice
P3 Local choice not to recover or TTR-NC has previously expired
P4 Local choice not to recover
P5 The remotely initiated network connection is the winner of collision resolution
P6 A TPDU has been received on a network connection associated with this nc-reference [see (7)
P7 Assignment rights are “remote side” and N-CONNECT confirmation does not carry an NCMC T
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TABLE B.8/X.224

Notes
Note Description
1) DIAG TPDU with CODE= 0 may be sent
(2) The new connection is retained and the old connection disconnected
3) Repeat the previous NCM except that NC-PREF may be different
4) This is a protocol error
5) Discard the “loser” after collision resolution
(6) The incoming network connection is disconnected and the old one retained
TABLE B.9/X.224
States
Note Description
CLOSED Network connection is closed
OPENING Network connection requested but not yet confirmed
OPEN Network connection is open
RECOVERY Attempting recovery of a failed network connection
PENDING A non-owner of the network connection is waiting for recovery by the owner
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TABLE B.10/X.224

State Table
State
Event CLOSED OPENING OPEN RECOVERY PENDING
NCMNEWrec P1: NDISreq P6: (4) NDISreq NDISreq (6) P6: (4)
CLOSED; OPEN; RECOVERY NDISreq
not P1: [9] not P6: [9] PENDING;
NCONresp OPEN NCONresp not P6: [9]
NDISreq (2) NCONresp
OPEN [6] OPEN
NCMNOTNEWrec (4) NDISreq NCONresp (2) NCONresp (2) P1: NDISreq (1) NCONresp
NDISreq OPEN | NDISreq OPEN RECOVERY; [6] OPEN
not P1:
NCONresp
NDISreq (2)
(5) OPEN
Local decision NCMNEW
OPENING
NDISind Not P3: [2] Not P4: Not P3:
NCMNEW (3) NCMNOTNEW NCMNOTNEW
OPENING; [2] RECOVERY;
P2 and P3: [3] RECOVERY; P3:[1, 5]
CLOSED; P2 and P4: [3] PENDING
(not P2) and CLOSED;
P3:[1, 5] P4 and not P2:
PENDING [1] PENDING
Collision P1: NDISreq (1)
OPENING;
non P1:
NDISreq (2)
[4, 3]
CLOSED
TPD-NCexp [3] CLOSED
Any TPDU [7] OPEN
TTR-NCexp [8] OPENING [8] RECOVERY
NCONconf P7:[3] [5] OPEN
CLOSED;
not P7: [5]
OPEN
B.11  Diagram for NCMS protocol operation

This clause providesometutortial information by givingexamples of collision cases (98€.1.1) andemotelyinitiated
recovery (see B.11.2). This clause is informative.

B.11.1 Collision case

B.11.1.1 Both ends detect a collision on OPENING state with TYPREW

NCONreq
(NCM-NEW)

NCONind
(NCM-NEW)

—

«—

At—

NCONreq
(NCM-NEW)

< » NCONind
(NCM-NEW)

T0719320-94/d05
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The references are different but both ends have decided to associate the received NCM TPDU according to B.6.2.5 b).

B.11.1.2 Both ends detect a collision in RECOVERY state

NCONreq

(NCM-NEW) >

NCONconf ¢—+=—=—"

NDISind «—V

NCONreq

(NCM-MY) — PN

NCONind

(NCM-YOURS)

NCONind
(NCM-NEW)

NCONresp

NDISind
NCONreq
(NCM-YOURS)

NCONind
(NCM-MY)

T0719330-94/d06

Both entities will use the collision resolution algorithm and one of the two network connections will be disconnected.

B.11.1.3 The initiator detects a collision in OPENING state with TYPE different from NEW

B.11.1.3.1

NCONreq

(NCM-NEW)

NCONind
(NCM-YOURS)

—

The other end is in RECOVERY state

NCONind
(NCM-NEW)

NCONresp

NDISind

NCONreq
(NCM-YOURS)

T0719340-94/d07

The entitiy in OPENING state (left side) accepts the incoming network connection and disconnects the PENDING one.
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The other end detects a collision in RECOVERY state
NCONind

B.11.1.3.2
T > (NCM-NEW)

NCONreq >
(NCM-NEW)
14— NCONresp

7
SN )
N——» NDISind

NDISind «—
NCONreq

¢ (NCM-YOURS)

N
PR
NCONind

NCONreq —
~
~
/: :\\
~N| »
(NCM-NEW)

(NCM-NEW)
-~

NCONind 4——

Both entities disconnect the network connection initiated by the entity on the left.

T0719350-94/d08

T0719360-94/d09

B.11.2 Remotely initiated recovery
NCONreq
(NCM-NEW) "‘-~____ NCONind
> (NCM-NEW)
————14¢—— NCONresp
NCONconf 4 {===——"
X
) N——» NDISind
)
II
NCONreq
II -7 ¢ (NCM-YOURS)
-
//
-

4—
1

NCONind
(NCM-YOURS)

.«—— NCONreq
(NCM-NEW)

The entity on the left detects an incoming network connection in OPEN state and disconnects the old connection.

NCONind
(NCM-NEW) <——1—

NCONresp
—>
S

NCONind
(NCM-YOURS)

The entity on the left detects an incoming network connection in OPEN state and disconnects the old connection

1

~
X
1 N——->> NDISInd
/
II
NCONreq
<—
II 7 (NCM-YOURS)
//

T0719370-94/d10
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Annex C?
(normative)

PICS Proforma
(This annex forms an integral part of this Recommendation)

Cc.1 General
C.1.1 Symbols used

Status symbols:
M Mandatory.
(0] Optional to implement. If implemented the feature may or may not be used.

0O.<n> Optional but support of at least one of the group of options labelled bgrtitee numerakn> in thisPICS
proforma is required.

<index>: This predicataymbol meanshat the status following it appliemly when thePICS stateshat the feature
identified by the index is supported. In gimplest case, <index> ke identifying tag of a singlRICS item. <index>
may also be a Boolean expression composed of several indices.

<index>::When this group predicate is true the associated clause should be completed.
Support symbols:

Yes Supported.

No Not supported.

N/A Not applicable.

C.1.2 Instructions for completing the PICS proforma

The main part of th&ICS proforma is a fixed-formauestionaire divided into a number of clauses. Answers to the
guestionnaire are to be provided in the rightmost column eithemigyly marking aranswer to indicate a restricted
choice (such as Yes or No) or by entering a value of a range of values or entering what action is taken.

C.2 Identification

C.2.1 Implementation identification

Supplier

Contact point for queries about the PICS

Implementation Names(s) and Version(s)

Other information necessary for full identification —
e.g. name(s) and version(s) of machines and/or operating
systems; System Name(s)

NOTES

1 Only the first three items are required &rimplementations; other information may be completedmsopriate immeeting
the requirement for full identification.

2 The terms Nameand Version should be interpreted appropriately to correspond with a suppierimology (e.g. Type,
Series, Model)

2) Copyright release for PICS proforma

Users of this Recommendation migely reproduce the PICS proforma in this annex so thatit be usedor its intended
purpose and may further publish the completed PICS.
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C.2.2  Protocol Summary

Identification of protocol specification ISO/IEC 8073:1992 (E)
ITU-T Rec. X.224 Reference Number: X.224 (1993)

Identification of Amendments and Corrigenda to this PICS | ITU-T Rec. X.224 (1993) | ISO/IEC 8073:1992
proforma which have been completed as part of this PICS

Protocol Version(s) supported Version 1

Have any Exception items been required? No|[ ] Yes|[ ]

(The answer Yes means that the implementation does not conform to ITU-T Rec. X.224 (1993) | ISO/IEC 8073:1992)

Date of statement

C.3 Indices used in this annex

A e e e e e eieeeteeeaeeeteeseeteetaeetaeetaeeteettaeetaeetaeetaeetaetaaeetettaettaaetaetra et trraaaererraaans C.6.1
it ettt eieeeaeeieeeteeteeteeteetaeetaeeteeetaettneetateteetettaeetaetteetaeetetaeeteerrereeaeraaararans C.6.2
L RN C.6.2
[ PP C.5
[0 L O PP C.14

[0 O = PP C.14

[T I ] TP PTPP Cl4

0 20 1 (O P C.13.1
[0 20 1 (O PR C.13.1
[0 5 PR C.13.1
[ 24 [ 3R C.13.2
[ 24 [ = ST C.13.2
[ 24 15 SRR C.13.2
1021 [ PR C.13.3
102 [ PR C.13.3
102G 115 R C.13.3
[0 PR C.134
102 C.134
[0 I3 C.134
(O C.11.1.
[ TP C.11.2
SRR C.8
10 O C.11.3
10 C.11.3
100 N C.11.3
O C.11.4
G C.11.4
N C.11.4
1 C.11.4
=t C.11.4
22 O C.11.5
2 O C.11.5
2 I N C.115
2 =t C.11.5
L ittt e et e e eeea e eaeeeaeeea e e eeaeeaeeaeea e eaeea e e e et e ea e et rea e eaaraas C.11.6
1 C.11.6
1] 10 N C.11.6
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(O od o SRR
G e ettt e e e e e e e et et et —————————————————eaeaaaaeaeeeeeeeeetet———————————
R N Lttt e e e e e e e e e e e eeee e et e e e —— e aaaaaaaaaaaeaaeaeraa———_

R4C
R4D
R4D
R4D

R4E
R4E
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C.11.6
C.11.6
C.11.7
C.11.7
C.11.7
C.11.7
C.11.7
C.11.7
C5
C.7
C.151
C.154
C.151
C.15.6
C.15.7
Cc.17
C.16.1
C.16.1
C.15.2
C.15.2
C.121.2
C.15.11
C.16.2

C.12.2
C.12.2
C.12.2

C.12.2
C.12.2
C.12.2
C.10
c.10
Cc.10
C.10
C.17
C.15.5
C.15.3
col1
C.15.3
C.9.2
C.15.3
C.9.3
C.15.3
C94
C.15.3
C.95
C.15.3
C.16.3
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CA4

Based standard/recommendation conformance

Does the implementation claim conformance to ISO/IEC 80737 Yes No
Does the implementation claim conformance to ITU-T Rec. X.224? Yes No
C.5 General statement of conformance
ISO Are all mandatory features of ISO/IEC 8073 implemented? Yes
CCT Are all mandatory features of ITU-T Rec. X.224 implemented? Yes
NOTE — Answering “No” to this question indicates non-conformance to the Recommendation|international Standard
C.6 Protocol implementation
C.6.1  Annex B-NCMS
Index References Status Support
Al Network connection management procedures Annex B (0] Yes
C.6.2 Classes implemented
Index Class References Status Support
Cco Class 0 14 ISO:0.1 Yes No
CCT:M
C1 Class 1 14 C0:0 Yes No
C2 Class 2 14 ISO:0.1 Yes No
CCT:O
C3 Class 3 14 C2:0 Yes No
c4 Class 4 operation over CONS 14 c2.0 Yes No
C4aL Class 4 operation over CLNS 14 ISO:C2:0 | Yes No
CCT:N/A
C.7 NCMS functions
Index ltem References Status Support
N2 Network connection management B.6.2.1 (0] Yes No
N3 Diagnostic B.7.6.2, (@] Yes No
B.7.7
N4 Active network connection recovery B.7.4.2 (0] Yes No
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The following is mandatory if the predicate is true

Index ltem References Status Support
N5 Passive network connection recovery B.7.4.3 N2 OR Yes No
N4: M
N6 Is an NCM TPDU with assignment right set to RA always B.6.3 (0] Yes No
rejected with N-DISCONNECT request?
C.8 Initiator/responder capability for protocol classes 0 - 4
Index References Status Support
IR1 Initiating CR TPDU 14.4 a) 0.2 Yes No
IR2 Responding to CR TPDU 14.4 @) 0.2 Yes No
c9 Supported functions
C.9.1 Supported functions for class 0 (CO::)
The following functions are mandatory if class 0 is supported
Index Function References Status Support
TOF1 Assignment to network connection when operating over CONS 6.1.1 M Yes
TOF2 TPDU transfer 6.2 M Yes
TOF3 Segmenting 6.3 M Yes
TOF4 Reassembling 6.3 M Yes
TOF5 Connection establishment 6.5 M Yes
TOF6 Connection refusal 6.6 M Yes
TOF7 Normal release when operating over CONS (implicit) 6.7.1 M Yes
TOF8 Error release when operating over CONS 6.8 M Yes
TOF9 Association of TPDUs with Transport connection when 6.9.1 M Yes
operating over CONS
TOF10 Treatment of protocol errors when operating over CONS 6.22.1 M Yes
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C.9.2

Supported functions for class 1 (C1::)

The following functions are mandatory if class 1 is supported

Index Function References Status Support
T1F1 Assignment to network connection when operating over CONS 6.1.1 M Yes
T1F2 TPDU transfer 6.2 M Yes
T1F3 Segmenting 6.3 M Yes
T1F4 Reassembling 6.3 M Yes
T1F5 Separation 6.4 M Yes
T1F6 Connection establishment 6.5 M Yes
T1F7 Connection refusal 6.6 M Yes
T1F8 Normal release when operating over CONS (explicit) 6.7.1 M Yes
T1F9 Association of TPDUs with Transport connections when 6.9.1 M Yes
operating over CONS
T1F10 Data TPDU numbering (normal) 6.10 M Yes
T1F11 Expedited data transfer when operating over CONS (Network 6.11.1 M Yes
normal)
T1F12 Reassignment after failure when operating over CONS 6.12 M Yes
T1F13 Retention and acknowledgement of TPDUs 6.13.4.1 M Yes
Retention until acknowledgement of TPDUs (AK)
T1F14 Resynchronization 6.14 M Yes
T1F15 Frozen references 6.18 M Yes
T1F16 Treatment of protocol errors when operating over CONS 6.22.1 M Yes
The following functions are optional if class 1 is supported
Index Function References Status Suppor
T1F17 Concatenation 6.4 0] Yes N
T1F18 Expedited data transfer when operating over CONS 6.11.1 0] Yes No
(Network expedited)
T1F19 Retention and acknowledgement of TPDUs 6.13.4.2 not TIF20:| Yes No
Confirmation of Receipt (0]
T1F20 Retention and acknowledgement of TPDUs 6.13.4.3 not TIF19:! Yes No
Use of request acknowledgement (0]
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C.93

Supported functions for class 2 (C2::)

The following functions are mandatory if class 2 is supported

Index Function References Status Support
T2F1 Assignment to network connection when operating over 6.1.1 M Yes
CONS
T2F2 TPDU transfer 6.2 M Yes
T2F3 Segmenting 6.3 M Yes
T2F4 Reassembling 6.3 M Yes
T2F5 Separation 6.4 M Yes
T2F6 Connection establishment 6.5 M Yes
T2F7 Connection refusal 6.6 M Yes
T2F8 Normal release when operating over CONS (explicit) 6.7.1 M Yes
T1F9 Error release when operating over CONS 6.8 M Yes
T2F10 Association of TPDUs with Transport connections Wh%n 6.9.1 M Yes
operating over CONS
T2F11 Data TPDU numbering (normal) 6.10 M Yes
T2F12 Expedited data transfer when operating over CONS 6.11.1 M Yes
(Network normal)
T2F13 Demultiplexing when operating over CONS 6.15 M Yes
T2F14 Explicit flow control (with) 6.16 M Yes
T2F15 Treatment of protocol errors when operating over COWLIS 6.22.1 M Yes
T2F16 Multiplexing when operating over CONS 6.15 M Yes
The following functions or elements of procedure are optional if class 2 is supported
Index Function References Status Support
T2F17 Concatenation 6.4 o Yes No
T2F18 Data TPDU numbering (extended) 6.10 (0] Yes No
T2F19 Explicit flow control (without) 6.16 (0] Yes No
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C.9.4  Supported functions for class 3 (C3::)
The following functions are mandatory if class 3 is supported
Index Function References Status Support
T3F1 Assignment to network connection when operating over CONS 6.1.1 M Yes
T3F2 TPDU transfer 6.2 M Yes
T3F3 Segmenting 6.3 M Yes
T3F4 Reassembling 6.3 M Yes
T3F5 Separation 6.4 M Yes
T3F6 Connection establishment 6.5 M Yes
T3F7 Connection refusal 6.6 M Yes
T3F8 Normal release when operating over CONS (explicit) 6.7.1 M Yes
T3F9 Association of TPDUs with Transport connections when 6.9.1 M Yes
operating over CONS
T3F10 Data TPDU numbering (normal) 6.10 M Yes
T3F11 Expedited data transfer when operating over CONS (Network 6.11.1 M Yes
normal)
T3F12 Reassignment after failure when operating over CONS 6.12 M Yes
T3F13 Retention and acknowledgement of TPDUs 6.13.4.1 M Yes
Retention until acknowledgement of TPDUs (AK)
T3F14 Resynchronization 6.14 M Yes
T3F15 Demultiplexing when operating over CONS 6.15 M Yes
T3F16 Explicit flow control 6.16 M Yes
T3F17 Frozen references 6.18 M Yes
T3F18 Treatment of protocol errors when operating over CONS 6.22.1 M Yes
T3F19 Multiplexing when operating over CONS 6.15 M Yes
The following functions are optional if class 3 is supported
Index Function References Status Support
T3F20 Concatenation 6.4 o Yes No
T3F21 Data TPDU numbering (extended) 6.10 (0] Yes No
T3F22 Retention and acknowledgement of TPDUs 6.13.4.3 (0] Yes No
Use of request acknowledgement
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C.9.5 Supported functions for class 4 (C4 or C4L::)

The following functions are mandatory

Index Function References Status Support
T4F1 TPDU transfer 6.2 M Yes
T4F2 Segmenting 6.3 M Yes
T4F3 Reassembling 6.3 M Yes
TAF4 Separation 6.4 M Yes
T4F5 Connection establishment 6.5 M Yes
TA4F6 Connection refusal 6.6 M Yes
TAF7 Data TPDU numbering (normal) 6.10 M Yes
TAF8 Retention and acknowledgement of TPDUs 6.13.4.1 M Yes
Retention until acknowledgement of TPDUs (AK)
T4F9 Explicit flow control 6.16 M Yes
T4F10 Checksum 6.17 M Yes
T4F11 Frozen references 6.18 M Yes
T4F12 Retransmission on time-out 6.19 M Yes
T4F13 Resequencing 6.20 M Yes
T4F14 Inactivity control 6.21 M Yes
The following functions are mandatory if class 4 is operated over CONS
Index Function References Status Suppor
T4F15 Assignment to network connection when operating over  6.1.1 M Yes
CONS
T4F16 Normal release when operating over CONS (explicit) 6.7.1 Yes
T4F17 Association of TPDUs with Transport connections when  6.9.1 Yes
operating over CONS
T4F18 Expedited data transfer when operating over CONS 6.11.1 M Yes
(Network normal)
T4F19 Multiplexing when operating over CONS 6.15 M Yes
T4F20 Demultiplexing when operating over CONS 6.15 M Yes
T4F21 Treatment of protocol errors when operating over CONS  6.22.1 M Yes
T4F22 Recombining when operating over CONS 6.23 M Yes
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The following functions are mandatory if class 4 is operated over CLNS

Index Function References Status Support
T4F23 Transmission over CLNS 6.1.2 M Yes
T4F24 Normal release when operating over CLNS (explicit) 6.7.2 M Yes
T4F25 Association of TPDUs with Transport connection when 6.9.2 M Yes

operating over CLNS

T4F26 Expedited data transfer when operating over CLNS 6.11.2 M Yes

(Network normal)
TAF27 Treatment of protocol errors when operating over CLNS  6.22.2 M Yes
The following functions are optional

Index Function References Status Support
T4F28 Data TPDU numbering (extended) 6.10 (0] Yes No
T4F29 Non-use of checksum 6.17 o Yes No
T4F30 Concatenation 6.4 o Yes No
T4F31 Retention and acknowledgement of TPDUs 6.13.4.4 (0] Yes No

Use of selective acknowledgement
T4F32 Retention and acknowledgement of TPDUs 6.13.4.3 (0] Yes No
Use of request acknowledgement
The following functions are optional if class 4 is operated over CONS

Index Function References Status Support

T4F33 Splitting and recombining when operating over CONS 6.23 (0] Yes No
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C.10  Supported TPDUs

The following TPDUsand theparametersvhich constitute their fixed parts aneandatory if a corresponding predicate
in the status column is true

Index TPDUs Reference% Status Support

ST1 CR supported on transmission 13.1 IR1:M Yes No

ST2 CR supported on receipt 13.1 IR2:M Yes No

ST3 CcC supported on transmission 13.1 IR2:M Yes No

ST4 CcC supported on receipt 13.1 IR1:M Yes No

ST5 DR supported on transmission 13.1 IR2:M Yes No

ST6 DR supported on receipt 13.1 IR1:M Yes No

ST7 DC supported on transmission 13.1 C1ORC2O0RC3| Yes No
OR C4 OR C4L:M

ST8 DC supported on receipt 13.1 C1ORC2O0RC3| Yes No
OR C4 OR C4L:M

ST9 DT supported on transmission 13.1 M Yes

ST10 DT supported on receipt 13.1 M Yes

ST11 ED supported on transmission 13.1 C1ORC2O0RC3| Yes No
OR C4 OR C4L:M

ST12 ED supported on receipt 13.1 C1ORC2O0ORC3| Yes No
OR C4 OR C4L:M

ST13 AK supported on transmission 13.1 C1ORC2O0RC3| Yes No
OR C4 OR C4L:M

ST14 AK supported on receipt 13.1 C1ORC2O0RC3| Yes No
OR C4 OR C4L:M

ST15 EA supported on transmission 13.1 C1ORC2O0ORC3| Yes No
OR C4 OR C4L:M

ST16 EA supported on receipt 13.1 C1ORC2O0RC3| Yes No
OR C4 OR C4L:M

ST17 RJ supported on transmission 13.1 C10RC3:M Yes No

ST18 RJ supported on receipt 13.1 C10RC3:M Yes No

ST19 ER supported on receipt 13.1 M Yes

State for which classes, if any, ER is supported on transmission

Index Class References Status Support
SERO | Class 0 6.22.1 o Yes No
SER1 Class 1 6.22.1 o Yes No
SER2 Class 2 6.22.1 o Yes No
SER3 | Class 3 6.22.1 o Yes No
SER4 | Class 4 over CONS 6.22.1 o Yes No
SERA4L | Class 4 over CLNS 6.22.2 o Yes No
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The following TPDUs are mandatory if a corresponding predicate in the status column is true

Index TPDUs References Status Support

SN3 NCM | supported on transmission B.8.1 N2:M Yes No
SN4 NCM | supported on receipt B.8.1 N2:M Yes No
SN5 DIAG | supported on transmission B.8.1 N3:M Yes No
SN6 DIAG | supported on receipt B.8.1 N3:M Yes No
SN7 NCMC | supported on transmission B.8.1 SN4 AND NOT Yes No

N6:M
SN8 NCMC | supported on receipt B.8.1 P1:M Yes No

P1: SN3 and the only supported value in IC5 is “receiver”.

cl1u

Supported parameters of issued TPDUs

C.11.1 Supported parameters for NCMS (Al::)

C.11.1.1 NCM TPDU (SN3::)

What are the allowed values of the following parameters for an NCM TPDU?

Index Supported parameters References Allowed values Supported values
IC1 NC-type B.8.3.3¢) New, My, Yours

IC2 NC-preference B.8.3.3d) | Highest, Medium, Lowest

IC3 NC-collision B.8.3.3 €) Resolution

IC4 NC-recovery B.8.3.3f) Do not, Do

IC5 NC-assignment right B.8.3.39) Receiver, Sender, All

C.11.2 Parameter values for CR TPDU (C1:: OR C2:: OR C3:: OR C4:: or C4L:})

If the additional options selection parameter is issued in a CR TPDU it is mandatory that

Index

References

ICR1

Bits 8 and 7 shall be set to zero

13.3.4 g

If the preferred class in the CRis 2,3 or 4

Index References Status Support
ICR2 Is class 0 always offered as an alternative class? 14.4 O Yes No
CCT:M Yes No
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C.11.3 Supported parameters for class 0 TPDUs (CO::)

The following parameters are optional if a CR TPDU is issued with preferred class 0

Index Supported parameters References Status Support
IOCR6 | Called TSAP-ID 13.3.4 a) o] Yes No
IOCR7 | Calling TSAP-ID 13.3.4 a) o] Yes No
IOCR8 | TPDU size 13.3.4 b) o] Yes No
IOCR9 | Preferred maximum TPDU size 13.3.4 ¢) (0] Yes No
The following parameters are optional if a CC TPDU is issued in class 0
Index Supported parameters References Status Support
IOCC6 | Called TSAP-ID 13.4.4 Yes No
IOCC7 | Calling TSAP-ID 13.4.4 @) Yes No
I0OCC8 | TPDU size 13.4.4 @) Yes No
I0OCC9 | Preferred maximum TPDU size 13.4.4 o Yes No
The following parameter is optional if a DR TPDU is issued in class 0
Index Supported parameter References Status Support
IODR4 | Additional information 13.5.4 a) (0] Yes No
C.11.4 Supported parameters for class 1 TPDUs (C1::)
The following parameters are optional if a CR TPDU is issued with preferred class 1
Index Supported parameters References Status Support
I1CR6 | Called TSAP-ID 13.3.4 a) Yes No
I1CR7 | Calling TSAP-ID 13.3.4 a) o] Yes No
I1CR8 | TPDU size 13.3.4 b) o] Yes No
I1CR9 | Version number 13.3.4 d) @) Yes No
I1CR10| Protection parameters 13.3.4 €) (0] Yes No
I1CR11| Additional option selection 13.3.4 g) (0] Yes No
I1CR12 | Alternative protocol class 13.3.4 h) Yes No
I1CR13| Throughput 13.3.4)) (@] Yes No
I1CR14| Residual error rate 13.3.4K (0] Yes No
I1CR15| Priority 13.3.41) (@] Yes No
I1ICR16 | Transit delay 13.3.4 m) (0] Yes No
I1CR17 | Reassignment time 13.3.4 n) Yes No
I1CR18 | Preferred maximum TPDU size 13.3.4¢) Yes No
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The following parameters are optional if a CC TPDU is issued in class 1

Index Supported parameters References Status Support
I1CC6 | Called TSAP-ID 13.4.4 Yes No
I1CC7 | Calling TSAP-ID 13.4.4 @) Yes No
I1CC8 | TPDU size 13.4.4 @) Yes No
I1CC9 | Protection parameters 13.4.4 @] Yes No
[1CC10| Additional option selection 13.4.4 @) Yes No
[1CC11| Throughput 13.4.4 @) Yes No
[1CC12| Residual error rate 13.4.4 o Yes No
I1CC13| Priority 13.4.4 @) Yes No
I1CC14 | Transit delay 13.4.4 @) Yes No
[1CC15| Preferred maximum TPDU size 13.4.4 o Yes No

The following parameter is optional if a DR TPDU is issued in class 1

Index Supported parameter References Status Support

I1DR4 | Additional information 13.5.4 a) (0] Yes No
The following parameter is optional if an ER TPDU is issued in class 1

Index Supported parameter References Status Support

[1ER3 | Invalid TPDU 13.12.4 a) o Yes No

The following parameter is mandatory in a DT TPDU if request of acknowledgement has been selected

Index

Supported parameter

Referenc

es Status

Support

11DT4

ROA

13.7.3 a)

M

Yes

No
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C.11.5 Supported parameters for class 2 TPDUs (C2::)

The following parameters are optional if a CR TPDU is issued with preferred class 2

Index Supported parameters References Status Support
I2CR6 | Called TSAP-ID 13.3.4 a) Yes No
I2CR7 | Calling TSAP-ID 13.3.4 a) o] Yes No
[2CR8 | TPDU size 13.3.4 b) o] Yes No
I2CR9 | Version number 13.3.4 d) @) Yes No
[2CR10| Protection parameters 13.3.4 €) (0] Yes No
[2CR11| Additional option selection 13.3.4 g) (0] Yes No
[2CR12 | Alternative protocol class 13.3.4 h) Yes No
[2CR13| Throughput 13.3.4)) (@] Yes No
[2CR14| Residual error rate 13.3.4K (0] Yes No
[2CR15| Priority 13.3.41) (@] Yes No
[2CR16 | Transit delay 13.3.4 m) (0] Yes No
[2CR17 | Preferred maximum TPDU size 13.3.4¢) (0] Yes No

The following parameters are optional if a CC TPDU is issued in class 2

Index Supported parameters References Status Support
I2CC6 | Called TSAP-ID 13.4.4 @) Yes No
[2CC7 | Calling TSAP-ID 13.4.4 Yes No
[2CC8 | TPDU size 13.4.4 @) Yes No
[2CC9 | Protection parameters 13.4.4 @] Yes No
[2CC10| Additional option selection 13.4.4 (0] Yes No
[2CC11| Throughput 13.4.4 (0] Yes No
[2CC12| Residual error rate 13.4.4 o Yes No
[2CC13 | Priority 13.4.4 (0] Yes No
[2CC14 | Transit delay 13.4.4 (0] Yes No
[2CC15| Preferred maximum TPDU size 13.4.4 o Yes No
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The following parameter is optional if a DR TPDU is issued in class 2

Index Supported parameter References Status Support
I2DR4 | Additional information 13.5.4 a) (0] Yes No
The following parameter is optional if an ER TPDU is issued in class 2
Index Supported parameter References Status Support
I2ER3 | Invalid TPDU 13.12.4 a) o Yes No
C.11.6 Supported parameters for class 3 TPDUs (C3::)
The following parameters are optional if a CR TPDU is issued with preferred class 3
Index Supported parameters References Status Support
I3CR6 | Called TSAP-ID 13.3.4 a) o] Yes No
I3CR7 | Calling TSAP-ID 13.3.4 a) Yes No
I3CR8 | TPDU size 13.3.4 b) o] Yes No
I3CR9 | Version number 13.3.4 d) @) Yes No
I3CR10 | Protection parameters 13.3.4 ¢€) (0] Yes No
I3CR11| Additional option selection 13.3.4 g) (0] Yes No
I3CR12 | Alternative protocol class 13.3.4 h) Yes No
I3CR13| Throughput 13.3.4)) Yes No
I3CR14| Residual error rate 13.3.4K (0] Yes No
I3CR15| Priority 13.3.41) (@] Yes No
I3CR16 | Transit delay 13.3.4 m) (0] Yes No
I3CR17 | Reassignment time 13.3.4 n) Yes No
I3CR18 | Preferred maximum TPDU size 13.3.4¢) Yes No
The following parameters are optional if a CC TPDU is issued in class 3
Index Supported parameters References Status Support
I3CC6 | Called TSAP-ID 13.4.4 @) Yes No
I3CC7 | Calling TSAP-ID 13.4.4 @) Yes No
I3CC8 | TPDU size 13.4.4 @) Yes No
I3CC9 | Protection parameters 13.4.4 @] Yes No
I3CC10| Additional option selection 13.4.4 @) Yes No
I3CC11| Throughput 13.4.4 @) Yes No
I3CC12| Residual error rate 13.4.4 o Yes No
I3CC13| Priority 13.4.4 @) Yes No
I3CC14 | Transit delay 13.4.4 @) Yes No
I3CC15| Preferred maximum TPDU size 13.4.4 o Yes No
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The following parameter is optional if a DR TPDU is issued in class 3

Index Supported parameter References Status Support

I3DR4 | Additional information 13.5.4 a) (0] Yes No
The following parameter is optional if an ER TPDU is issued in class 3

Index Supported parameter References Status Support

I3ER3 | Invalid TPDU 13.12.4 a) O Yes No

The following parameter is mandatory in a DT TPDU if request of acknowledgement has been selected

Index Supported parameter References Status Support
I3DT4 | ROA 13.7.3 a) M Yes No
C.11.7 Supported parameters for class 4 TPDUs (C4 OR C4L::)
The following parameters are optional if a CR TPDU is issued with preferred class 4
Index Supported parameters References Status Support
[4CR7 | Called TSAP-ID 13.3.4 a) o] Yes No
[4CR8 | Calling TSAP-ID 13.3.4 a) o] Yes No
[4CR9 | TPDU size 13.3.4 b) o] Yes No
[4CR10| Version number 13.3.4 d) 0] Yes No
[4ACR11 | Protection parameters 13.3.4 ¢€) (0] Yes No
[4CR12| Additional option selection 13.3.4 g) (0] Yes No
[4CR13| Throughput 13.3.4)) (@] Yes No
[4CR14| Residual error rate 13.3.4K (0] Yes No
[4ACR15| Priority 13.3.41) (@] Yes No
[4ACR16 | Transit delay 13.3.4 m) (0] Yes No
[4CR17 | Acknowledge time 13.3.41) Yes No
[4CR18 | Preferred maximum TPDU size 13.3.4¢) Yes No
[ACR19 | Inactivity time 13.3.4 0) (0] Yes No
The following parameters are optional if a CR TPDU is issued with preferred class 4 over CONS
Index Supported parameter References Status Support
[4ACR20 | Alternative protocol class 13.3.4 h) @) Yes No
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The following parameters are optional if a CC TPDU is issued in class 4

Index Supported parameters References Status Support
[4CC6 | Called TSAP-ID 13.4.4 Yes No
[4CC7 | Calling TSAP-ID 13.4.4 @) Yes No
[4CC8 | TPDU size 13.4.4 @) Yes No
[4CC9 | Protection parameters 13.4.4 @] Yes No
[4CC10| Additional option selection 13.4.4 @) Yes No
[4CC11| Acknowledge time 13.4.4 @) Yes No
[4CC12| Throughput 13.4.4 @) Yes No
[4CC13| Residual error rate 13.4.4 o Yes No
[4CC14 | Priority 13.4.4 @) Yes No
[4CC15| Transit delay 13.4.4 @) Yes No
[4CC16 | Preferred maximum TPDU size 13.4.4 o Yes No
[4CC17 | Inactivity time 13.4.4 @) Yes No

The following parameter is optional if a DR TPDU is issued in class 4

Index Supported parameter References Status Support

[4ADR4 | Additional information 13.5.4 a) (0] Yes No

The following parameter is mandatory in a DT TPDU if request of acknowledgement has been selected

Index Supported parameter References Status Support

[4DT4 | ROA 13.7.3 a) M Yes No
The following parameter is mandatory in an AK TPDU if issued in class 4

Index Supported parameter References Status Support

[4AK4 | Flow control confirmation 13.9.4 ¢) (0] Yes No

If the implementation can reduce credlitd does so in thmanner outlined ir12.2.3.8.2 thersubsequence number in

AK TPDUs is mandatory. Otherwise complete item I4AK5

Index Supported parameter References Status Support
[4AK5 | Subsequence number 13.9.40b @) Yes No
The following parameter is optional in an AK TPDU if selective acknowledgement has been negotiated
Index Supported parameter References Status Support
[4AK6 | Selective acknowledgement parameters 13.9.4 d) 0] Yes No
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The following parameter is optional if an ER TPDU is issued in class 4

Index Supported parameter References Status Support

[4ER3 | Invalid TPDU 13.12.4 a) O] Yes No

C.12  Supported parameters for received TPDUs

Implementorshould be aware that implementations shaltdygable of receivingndprocessing all possiblgarameters
for all possible TPDUs, dependent upon the class and optional functions implemented.

C.12.1 Supported parameters for NCMS (Al::)

C.12.1.2 NCM TPDU (SN4::)

What are the allowed receive values of the following parameters for an NCM TPDU?

Index Supported parameters References Allowed values Supported values
RN1 NC-type B.8.3.3¢) New, My, Yours

RN2 NC-preference B.8.3.3d) | Highest, Medium, Lowest

RN3 NC-collision B.8.3.3¢) Resolution

RN4 NC-recovery B.8.3.3f) Do not, Do

RN5 NC-assignment right B.8.3.39) Receiver, Sender, All

C.12.2 TPDUs in class 4 (C4 OR C4L:)

If use of checksum has been selected then it is mandatory to process a checksum parameter in the following TPDUs

Index TPDUs References Status Support
R4CCch| CC TPDU 13.4.4 M Yes
R4DRch, DR TPDU 13.5.4 b) M Yes
R4DCch| DC TPDU 13.6.4 M Yes
R4DTch| DT TPDU 13.7.4 M Yes
R4EDch| ED TPDU 13.8.4 M Yes
R4AKch| AK TPDU 13.9.4 a) M Yes
R4EAch| EA TPDU 13.10.4 M Yes
R4ERch| ER TPDU 13.12.4 b) M Yes
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C.13 User data in issued TPDUs

A TS-usermayissue data with @-CONNECT request,T-CONNECT response or T-DISCONNEG®&quest. Then it
shall be possible to send user data as follows:

C.13.1 Class1 (C1x)

Index User data Reference# Status Support
D1ICR | User data of up to 32 octets in a CR with preferred class|1 13.3.5 M Yes
D1ICC | User data of up to 32 octets in a CC 13.4.5 M Yes
D1IDR | User data of up to 64 octets in a DR 13.5.5 M Yes

C.13.2 Class 2 (C2:x)

Index User data Reference% Status Support
D2ICR | User data of up to 32 octets in a CR with preferred class2 13.3.5 M Yes
D2ICC | User data of up to 32 octets in a CC 13.4.5 M Yes
D2IDR | User data of up to 64 octets in a DR 13.5.5 M Yes

C.13.3 Class 3 (C3:x)

Index User data Reference% Status Support
D3ICR | User data of up to 32 octets in a CR with preferred class3 13.3.5 M Yes
D3ICC | User data of up to 32 octets in a CC 13.4.5 M Yes
D3IDR | User data of up to 64 octets in a DR 13.5.5 M Yes

C.13.4 Class 4 (C4 or C4L:)

Index User data Reference% Status Support
D4ICR | User data of up to 32 octets in a CR with preferred class4 13.3.5 M Yes
D4ICC | User data of up to 32 octets in a CC 13.4.5 M Yes
D4IDR | User data of up to 64 octets in a DR 13.5.5 M Yes

C.14 User data in received TPDUs

For classes 1 to 4, if it is possible to initiate a CR TPDU then it shall be possible to receive the following

Index User data Reference%
DRCC | 32 octets of user datain a CC TPDU 13.4.5
DRDR | 64 octets of user data in a DR TPDU 13.5.5

For classes 1 to 4, if it is possible to respond to a CR TPDU then it shall be possible to receive the following

Index User data Reference%

DRCR | 32 octets of user datain a CR TPDU 13.3.5
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C.15
C.151

Negotiation
Class negotiation — initiator

If it is possible to initiate a CR TPDU in a particular class then the following holds

Index

References

NC

implementation

The preferred class in the CR TPDU may contain any of the classes supported by the

6.5.4 h)

What class(es) is (are) contained in the alternative class parameter if the preferred class is:

Index Preferred class References Allowed values Supported values
NAC1 | Class 1 6.5.4 h) None, 0, 1
NAC2 | Class 2 6.5.4 h) None, 0, 2
NAC3 | Class 3 6.5.4 h) None, 0, 1, 2, 3
NAC4 | Class 4 over CONS 6.5.4 h) None, 0,1, 2, 3,4
NAC5 | Class 4 over CLNS 6.5.5 h) None
C.15.2 Class negotiation — responder
Index Preferred class References Allowed response | Supported respons
RCO What classes can you respond with if 6.5.4 h) 0 or connection refused
CR proposes only class 0? Table 3 depending on classes
supported
RC1 What classes can you respond with if 6.5.4 h) 0, 1 or connection refused
CR proposes only class 1? Table 3 depending on classes
supported
RCla | What classes can you respond with [f 6.5.4 h) 0, 1 or connection refused
CR proposes class 1 as preferred class Table 3 depending on classes
and the alternative class parameter i supported
present?
RC2 What classes can you respond with if 6.5.4 h) 2 or connection refused
CR proposes only class 27? Table 3 depending on classes
supported
RC2a | What classes can you respond with [f 6.5.4 h) 0, 2 or connection refused
CR proposes class 2 as preferred class Table 3 depending on classes
and the alternative class parameter i supported and coding of
present? alternative class
RC3 What classes can you respond with if 6.5.4 h) 2, 3 or connection refused
CR proposes only class 3? Table 3 depending on classes
supported
RC3a What classes can you respond with jf 6.5.4 h) 0, 1, 2, 3 or connection
CR proposes class 3 as preferred class Table 3 refused depending on
and the alternative class parameter i classes supported and
present? coding of alternative class
RC4 What classes can you respond with if 6.5.4 h) 2, 4 or connection refused
CR proposes only class 47? Table 3 depending on classes
supported
RC4a What classes can you respond with jf 6.5.4 h) 0,1, 2, 3, 4 or connection
CR proposes class 4 as preferred class Table 3 refused depending on
and the alternative class parameter is classes supported and
present? coding of alternative class
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C.15.3 TPDU size negotiation

Index References Status Support

TS1 If maximum TPDU size is proposed in a CR TPDU then the 14.5 M Yes
initiator shall support all TPDU sizes from 128 octets to the
maximum proposed.

TS2 If the preferred maximum TPDU size parameter is used in a 14.5 e) [4ACR18:M Yes No
CR TPDU then the initiator shall support all TPDU sizes,
except 0, that are multiples of 128 octets up to the preferred
maximum proposed.

Index TPDU size Referenc%s Allowed values Supported values

TOS1 What is the largest value of the 145 e€) NOT IOCR9: One of 128,
maximum TPDU size parameter in a 256, 512, 1024, 2048
CR TPDU with preferred class 0? IOCR9: One of m128 with

n=1,23, ..

T0S2 What is the largest value of the 145 e€) NOT I0CC9: One of 128,
maximum TPDU size parameter which 256, 512, 1024, 2048
may be sent in a CC TPDU when class I0CC9: One of m128 with
0 is selected? n=1,23, ..

T1S1 What is the largest value of the 145¢€) NOT I1CR18: One of 128
maximum TPDU size parameter in a 256, 512, 1024, 2048,
CR TPDU with preferred class 1? 4096, 8192

I1CR18: One of r128 with
n=1,23, ..

T1S2 What is the largest value of the 145¢€) NOT I1CC15: One of 128
maximum TPDU size parameter which 256, 512, 1024, 2048,
may be sentin a CC TPDU when class 4096, 8192
1is selected? I1CC15: One of r128 with

n=1,23, ..

T2S1 What is the largest value of the 145¢€) NOT I2CR17: One of 128
maximum TPDU size parameter in a 256, 512, 1024, 2048,
CR TPDU with preferred class 2? 4096, 8192

[2CR17: One of r128 with
n=1,23, ..

T2S2 What is the largest value of the 145¢€) NOT I2CC15: One of 128
maximum TPDU size parameter which 256, 512, 1024, 2048,
may be sentin a CC TPDU when class 4096, 8192
2 is selected? [2CC15: One of r128 with

n=1,2,3, ..

T3S1 What is the largest value of the 145¢€) NOT I3CR18: One of 128
maximum TPDU size parameter in a 256, 512, 1024, 2048,
CR TPDU with preferred class 3? 4096, 8192

I3CR18: One of r128 with
n=1,23, ..

T3S2 What is the largest value of the 145¢€) NOT I3CC15: One of 128
maximum TPDU size parameter which 256, 512, 1024, 2048,
may be sentin a CC TPDU when class 4096, 8192
3 is selected? I3CC15: One of r128 with

n=1,23, ..
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Index TPDU size References Allowed values Supported values
T4S1 What is the largest value of the 145¢€) NOT I4CR18: One of 128
maximum TPDU size parameter in a 256, 512, 1024, 2048,
CR TPDU with preferred class 47? 4096, 8192
[4CR18: One of r128 with
n=1,23, ..
T4S2 What is the largest value of the 145¢€) NOT I14CC16: One of 128
maximum TPDU size parameter whic 256, 512, 1024, 2048,
may be sentin a CC TPDU when class 4096, 8192
4 is selected? [4CC16: One of r128 with
n=1,23, ..
C.15.4 Use of extended format
Index Extended format References Allowed values Supported values
NEF1 | What formats can you propose inthe 6.5.4 1) normal, extended
CR TPDU in class 27?
NEF2 | What formats can you propose inthe 6.5.4 1) normal, extended
CR TPDU in class 3?
NEF3 | What formats can you propose inthe 6.5.41) normal, extended
CR TPDU in class 4? 6.5.51)
NEF4 | What formats can you select in CC 6.5.41) normal, extended
when extended has been proposed in
CRin class 2?
NEF5 | What formats can you select in CC 6.5.41) normal, extended
when extended has been proposed in
CRin class 3?
NEF6 | What formats can you select in CC 6.5.41) normal, extended
when extended has been proposed in  6.5.5 1)
CRin class 4?
C.15.5 Expedited data transport service
Index References Status Support
TED1 | Expedited data indication in CR and CC TPDU 6.5.4 q) M Yes
6.5.50)
C.15.6 Non-use of checksum ((C4 OR C4L) AND T4F29:))
Index Non-use of checksum References Allowed values Supported values
NUC1 | What proposals can you make in the| 6.5.4 m) non-use, use
CR? 6.5.5 m)
NUC2 | What proposals can you make in CC| 6.5.4 m) non-use, use
when non-use of checksum has been 6.5.5 m)
proposed
in CR?
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C.15.7 Explicit flow control (C2 and T2F19::)

Index Explicit flow control References Allowed values Supported values
NUF1 | What proposals can you make inthe| 6.5.4 0) non-use, use

CR?
NUF2 | What proposals can you make in CC| 6.5.4 0) non-use, use

when non-use of explicit flow control

has been proposed in CR?

C.15.8 Use of network receipt confirmation (C1 and T1F21::)

Index Network receipt confirmation References Allowed values Supported values
UNRC1 | What proposals can you make in the| 6.5.4 p) non-use, use
CR?
UNRC2 | What proposals can you make in CC| 6.5.4 p) non-use, use

when use of network receipt
confirmation has been proposed in
CR?

C.15.9 Use of network expedited data (C1 and T1F20::)

Index Network expedited data Referenges Allowed values Supported values
UNED1 | What proposals can you make in the| 6.5.4 p) non-use, use
CR?
UNED2 | What proposals can you make in CC| 6.5.4 p) non-use, use
when use of network expedited data
has been proposed in CR?
C.15.10 Use of selective acknowledgement
Index Selective acknowledgement References Allowed values Supported values
USA1l | Is use of selective acknowledgement| 6.5.4r) Yes, No
proposed in CR TPDUs? 6.5.5p)
USA2 | Is use of selective acknowledgement| 6.5.47r) Yes, No
selected in a CC when it has been 6.5.5p)
proposed in a CR?
C.15.11 Use of request of acknowledgement
Index Request of acknowledgement References Allowed values | Supported values
ROAL | Is use of request of acknowledgement 6.5.4 s) Yes, No
proposed in CR TPDUs? 6.5.5 Q)
ROA2 | Is use of request of acknowledgement 6.5.4 s) Yes, No
selected in a CC when it has been 6.5.5 Q)
proposed in a CR?
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C.16  Error handling
C.16.1 Action on receipt of a protocol error
Index ltem Reference% Allowed values Supported values
PEO Class 0 6.22.1.3 | CO: ER, NDISreq, NRSTreq,
Discard
PE1 Class 1 6.22.1.3 Cl: ER, DR, NDISreq,
NRSTreq, Discard
PE2 Class 2 6.22.1.3 C2: ER, DR, NDISreq,
NRSTreq, Discard
PE3 Class 3 6.22.1.3 C3: ER, DR, NDISreq,
NRSTreq, Discard
PE4 Class 4 over CONS 6.22.1.3 C4: ER, DR, NDISreq,
NRSTreq, Discard
PE4L Class 4 over CLNS 6.22.2.3 CA4L: ER, DR, Discard

C.16.2 Actions on receipt of an invalid or undefined parameter in a CR TPDU

Index Event References Status Support

RR1 A parameter not defined in ITU-T Rec. X.224 | ISO/IEC 13.2.3 M Yes
8073 shall be ignored

RR2 An invalid value in the alternative protocol class parameter 13.2.3 M Yes
shall be treated as a protocol error

RR3 An invalid value in the class and option parameter shall be 13.2.3 M Yes
treated as a protocol error

RR4 On receipt of the additional option selection parameter bjts 813.3.4 M Yes
to 5, and bits 4 to 1 if not meaningful for the proposed class
shall be ignored.

RR5 If non-use of explicit flow control is proposed and bit 1 of 13.2.3 M Yes
the additional option selection parameter equals 1, it shall be
treated as a protocol error.

RR6 On receipt of the class and option parameter bits 4 to 1 if not13.3.3 M Yes
meaningful for the proposed class shall be ignored

What action is supported on receipt of the following?

Index Event References Allowed actions Supported actions
RR7 A parameter defined in ITU-T Rec. 13.2.3 Ignore, protocol error
X.224 | ISO/IEC 8073 (other than
those covered above) and have an
invalid value
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C.16.3 Actions on receipt of an invalid or undefined parameter in a TPDU other than a CR TPDU

The following actions are mandatory

Index Event Reference% Status Support
ul1 A parameter not defined in ITU-T Rec. X.224 | ISO/IEC 13.2.3 M Yes
8073 shall be treated as a protocol error
ul2 A parameter which has an invalid value as defined in ITU-T 13.2.3 M Yes
Rec. X.224 | ISO/IEC 8073 shall be treated as a protocol
error
ulI3 A TPDU received with a checksum which does not satisfy 6.17.3 M Yes
(class 4| the defined formula shall be discarded.
only)
C.17  Timers and protocol parameters
The following are mandatory if class 4 is supported
‘ Index ‘ ‘ References‘ Status ‘ Support ‘
L TAL | T2 | 1221 | M | Yes |
L TA2 | N | 1221 | | Yes |
L TAs |, | 1221 | M | Yes |
L TA4 | w | 1221 | M | Yes |
L TAs | L | 1221 | M | Yes |
‘ Index ‘ ‘ References‘ Status ‘ Support ‘
‘ oT1 ‘ Does IUT support optional timdiS1when operating in class 0? ‘ 6.5.4 ‘ O ‘ Yes No ‘
‘ oT2 ‘ Does IUT support optional timdiS1when operating in class 1? ‘ 6.5.4 ‘ O ‘ Yes No ‘
‘ oT3 ‘ Does IUT support optional timd@iS1when operating in class 2? ‘ 6.5.4 ‘ O ‘ Yes No ‘
‘ oT4 ‘ Does IUT support optional timdiS1when operating in class 3? ‘ 6.5.4 ‘ O ‘ Yes No ‘
‘ oT5 ‘ Does IUT support optional timdiS2when operating in class 0? ‘ 6.7.1.5 ‘ 0] ‘ Yes No ‘
‘ oT6 ‘ Does IUT support optional timd@iS2when operating in class 1? ‘ 6.7.1.5 ‘ 0] ‘ Yes No ‘
‘ oT7 ‘ Does IUT support optional timdiS2when operating in class 2? ‘ 6.7.1.5 ‘ 0] ‘ Yes No ‘
‘ oT8 ‘ Does IUT support optional timdiS2when operating in class 3? ‘ 6.7.1.5 ‘ 0] ‘ Yes No ‘
oT19 Does IUT support optional timdiS2when operating in class 4? 6.22.1.3 O Yes No
6.22.2.3
The following are mandatory if class 1 or 3 is supported
Index References Status Support
TA6 TTR 6.12.3 M Yes
6.12.4
TA7 TWR 6.12.3 M Yes
6.12.4
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Annex D
(informative)

Checksum Algorithms
(This annex forms an integral part of this Recommendation)

D.1 Symbols

The following symbols are used

CO, Clvariables used in the algorithms

i is the number (i.e. position) of an octet within the TPDU (see 12.1);
is the number (i.e. position) of the first octet of the checksum parameter;
is the length of the complete TPDU,

is the value of the first octet of the checksum parameter;

< X >

is the value of the second octet of the checksum parameter.

D.2 Arithmetic conventions

Addition is performed in one of the two following modes:
a) modulo 255 arithmetic;

b) ones complement arithmetic in whichaiiy ofthe variables hashe value minus zero (i.&55) it shall be
regarded as though it was plus zero Q)e.
D.3 Algorithm for generating checksum parameters
D.3.1  Set up the complete TPDU with the value of the checksum parameter field set to zero.
D.3.2 Initialize COandC1to zero.

D.3.3  Process each octet sequentially frioml to L by
a) adding the value of the octet@@; then
b) adding the value a20to C1

D.3.4 CalculateX andY such that
X=-Cl+(L-n)CO
Y=Cl-(L-n+1)CO

D.3.5 Place the valueX andY in octetsn and 6 + 1) respectively.
NOTE - This algorithm calculates

L
Cl=5> (L-i+1g
i=1

which is equal to zero, if the formulae in 6.17.3 are followed, since

L L L
SL-i+a=@CL+1)>a-)ig=0
=1 i=1 i=1

D.4 Algorithm for checking checksum parameters

D.4.1 Initialize COandC1to zero.
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D.4.2  Process each octet of the TPDU sequentially frem to L by
a) adding the value of the octet@®; then

b) adding the value a20to C1

D.4.3 If, when all the octethave been processed, one or bothhefparameter<£0 and C1 do nothavethe value
zero, the checksum formulae in 6.17 have not been satisfied.

NOTE - The nature of the algorithm is such that it is not necessary to compare explicitly the stored checksum bytes.

Annex E
(informative)

State tables for operation of class 4 over connection-mode
and connectionless-mode network services

(This annex forms an integral part of this Recommendation)

E.1 General

This annex has been included as a gdaeimplementationsvhich have beerdesignedfor operation oveboth the
connection-mode network service and the connectionless-mode network service.

The introductory comments given in Annex A apply in this annex as well.

E.2 Conventions

Clause A.2applies inthis annexgxcept for item b) oA.2.3, in which theerm "network connection" is to be extended
to apply as well to the corresponding instance of communication over a connectionless-mode network service.

E.3 Tables

Clause A.3, including Tables A.1, A.2, A.3, apply in this annex.

E.4 State tables for Class 4

This clause incorporates all of clause A.6 with extensions to cover operation over connectionless-mode network services.
This clause provides a more precise description of a class 4 transport connection.

Tables E.1, E.2, E.3 give the predicates, actions and notes for class 4 respectively.

Table E.4 is the state table for a class 4 transport connection.

The following assumption and notations are used:

* Appropriate only for operation over connection-mode network service

ok Appropriate only for operation over connectionless-mode network service

a)* the state okverynetwork connection is known as being open or opening (i.e. an NCONreq has been
issued and the NCONCconf is awaited);

b)* for each transport connectidghe transport entity maintains the set of network connections to which the
transport connection is assigned. A network connection in this set is either in the open or opening states;
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c)* when anN-CONNECT confirmation, N-RESET indication &-DISCONNECT indication isreceived
this event is associated with the transport connection if the network connection belongs to the set;

d)* when an N-DISCONNECT is received, the network connection ceases to existlmisre withdrawn
from the set. When an NCONCconf is received the state of the NC becomes “open™;

NOTE - This is not shown by axplicit action inthe state tableConverselyadding a network connection to
a set and setting its state to “opening” is shown by an explicit action.

e)* when the statgoes back to CLOSED or REFWAIT state, it is assutimed all timers are stopped (if
running), the count is set to zero and the set becomes empty;

f)* when a PDU is received the network connection on which it has been received is assumed to be known;

0)* thevariable “current-NC” isused to designate either the network connection on which a TPDU has been
received othe network connection which has been chodeeanew assignment (either an existing one
or a new one which is created);

h) we also assume the following variables:
local-ref: the reference (local) of the TC is chosen when sending the CR or when accepting a CR,;

remote-ref: the reference of theemote entity is initially set to zemnd initialised wherprocessing the
CC except if the CC is ignored.

SRC-REF: designates the corresponding field of the received TPDU.
DST-REF: designates the corresponding field of the received TPDU.
src-ref, dst-ref: designates the corresponding fields of the sent TPDU.
count: designates the numbers of times a TPDU has been sent (retransmissions);
i) the data transfer phase is not completely described in the state table but refers to the main text;

j)* a spontaneous event callethew network connection assignment” has been introduced. It may
occur at any time provided P1 or P2 &mge (see predicat€able E.1) and theremote-ref isnot zero
(i.e. a CR TPDU has been received or a CC TPDU has been received and processed);

k)* when an N-RESET indication is received, an N-RESET response is issued;

l)** it is assumedthat the connectionless-mode netwsgtvicewhen being used is continuousdyailable.
The operations resulting from signalled inaccessibility of the network are a local matter.
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TABLE E.1/X.224

Predicates for class 4

Name Description

PO T-CONNECT request is acceptable

P1 An assignment can be done to a suitable network connection (either open or opening)

P2 It is possible to open a new network connection

P3 Local choice

P4 A CR TPDU has never been sent

P5 The transport entity is the initiator and the set of network connections is now empty
(i.e. a new assignment shall be done) or a new assignment is decided as a local choice

P6 Local choice not to perform a new assignment if the set of network connections is empty
(for closing state only)

P7 Count = maximum

P8 Acceptable CR TPDU

P9 Acceptable class 4 CC TPDU

P10 Unacceptable class 4 CC TPDU

P11 CC TPDU not specifying class 4

P99 Connection-mode network service being used

NOTE - Itis assumed that P99 = false implies only that the connectionless-mode network service

used.
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TABLE E.2/X.224

Specific actions for class 4

Name Description

[0] Set reference timer

[1] Count =count + 1

[2] Count=0

[3] Set retransmission timer

[4] Stop retransmission timer if running

[5] Set window timer

[6] Stop window timer if running

[7] Set inactivity timer

[8] Stop inactivity timer if running

[9] Set initial credit for sending according to the received CR/CC TPDU

[10] Set initial credit for controlling reception according to the sent CR/CC TPDU

[11] P99: Send the CR TPDU if there is a network connection in the open state in the set; not
P99: send a CR TPDU

[12] P99: Add the current network connection to the set, if not already included; not P99: ho
action

[13] P99: The current network connection is now in the opening state; not P99: no action

[14] P99: Send the CC TPDU if a network connection in the open state is in the set; not F99:
send CC TPDU

[15] P99: Send the DR TPDU if a network connection in the open state is in the set; not P99:
send DR TPDU. In both cases, this DR TPDU is sent with src-ref = local-ref and
dst-ref =remote-ref (may be zero)

[16] P99: Send the DR TPDU if a network connection in the open state is in the set;
not P99: send the DR TPDU. In both cases, the DR TPDU is sent with src-ref = 0 and dst-
ref = remote-ref

[17] Send a TPDU according to data transfer procedure

[18] See state table of the class specified in the CC TPDU (refer to data transfer)

[19] P99: See state table of the class (refer to release procedure) send a DR TPDU if theclass is
not 0, otherwise issue a N-DISCONNECT request; not P99: send a DR TPDU

[20] Store request and exercise flow control to the user

[21] Send a DR TPDU with src-ref field set to zero

[22] Send a DC TPDU except if the SRC-REF field of the received DR TPDU is equal to zero

[23] P99: Send a DR TPDU with src-ref = local-ref and dst-ref = remote-ref (may be zero) |if a

network connection in the open state is in the set; not P99: send a DR TPDU with
src-ref = local-ref and dst-ref = SRC-REF in CC TPDU
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TABLE E.3/X.224

Specific notes for class 4

ction

A new

vent

riate

dures
be sent

ure

rc-ref

once

Name Description

()* Not possible as no set of network connections is associated with this transport conne

2)* It is also possible to remain in the same state (T1 is still running) until:
¢ a CC TPDU is received which performs a new assignment,
¢ anew assignment is tried (spontanous event),
¢ T1 runs out and the count is equal to the maximal value

(3)* No new assignment was possible: if the set is empty, the transport entity waits until
assignment is received, or can be locally performed (spontaneous event)

4)* It is also possible to perform a new assignment. (This may be done in triggering the €
“new network connection assignment”)

(5) Not a duplicated CR TPDU

(6)* Since a new network connection is now assigned, it is recommended that the approp
TPDU be sent on this network connection (if open) in order to make the remote entity
aware of this assignment. It is also possible to allow the normal retransmission proce
to cause the TPDU to be sent; however the first TPDU available for sending should
on the new network connection

(7) As alocal choice it is also possible to apply the following: [0], TDISind, REFWAIT

(8) Association to this transport connection is done regardless of the SRC-REF field.

If SRC-REF is not zero, a DC TPDU is set back

9) At least an AK TPDU shall be sent if the transport entity is the initiator in order to ens
that the responder will complete its three-way handshake

(10) If association has been made, and DST-REF is zero, then the DC TPDU contains a $
field set to zero

(11) If the CLOSING state has been entered, coming from WFCC state, the remote-ref is zero.
The SRC-REF field of the CC TPDU is ignored (i.e. if the DR TPDU is retransmitted, it will
be with the dst-ref field set to zero)

(12)* If the CLOSING state has been entered, coming from WFCC state, the remote-ref (which is
zero) shall be set with SRC-REF in order to comply with the release procedure of the
negotiated class

(13) The DR TPDU may be either repeated immediately or when T1 will run out

(14)* If the set is empty, this event may be used as a criteria for triggering the event “new
network connection assignment”

(15) Previously stored T-DATA or T-EXPEDITED-DATA requests are ready for processing
according to data transfer procedures

(16) See data transfer procedures

a7)* When an N-RESET indication is received, an N-RESET response has to be issued a

independent of the state automata

(* appropriate only when operating over connection-mode network service)
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Appendix |

Differences between Recommendation X.224 and ISO/IEC 8073:1992
(This appendix does not form an integral part of this Recommendation)

Recommendation X.224 and ISO/IEC 8073:1992 are technically aligned except for the differences listed below.

1.1 Assignment to network connections

In 6.1.1.3 of Recommendation X.224, it is stated that the responder to the transport connection request becomes aware of
the assignment when itceives particular TPDUs. In clau6el.1.3 ofISO/IEC 8073, it is thenon-owner of the
network connection that becomes aware of the assignment upon receipt of these same TPDUs.

1.2 Conformance

RecommendatiorX.224, in 14,requires allsystems to implement class 0. ISO/IBQ73, inclausel4, requires all
systems to implement either class 0 or class 2.

1.3 Class negotiation
An additional restriction regarding the classes of trangpotbcolthat areproposed in a CR TPDU is defineditam
(a) in 14.4 of Recommendation X.224. No such restriction is contained in 14.5 of ISO/IEC 8073.

.4 Precedence

ISO/IEC 8073, in itsAnnex A (State table), includes the statement: “In é¢vent of a discrepancy between the
description in these tablesd that contained in the text, the téadtes precedence.” Recommendafio@24 does not
contain this statement.

1.5 Difference between Recommendation X.224 and ISO/IEC 8073
The material in this appendix is not present in ISO/IEC 8073.
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